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1

I ntroduction

1.1 INTRODUCTION

If you can’'t managerisk, you can’t control it. And if you can’t control it you can’t
manage it. That means you're just gambling and hoping to get lucky.
(J. Hooten, Managing Partner, Arthur Andersen & Co., 2000)

The increasing pace of change, customer demands and market globali-
sation all put risk management high on the agendafor forward-thinking
companies. It is necessary to have a comprehensive risk management
strategy to survive in today’s market place. In addition, the Cadbury
Committee’s Report on Corporate Governance (1992) statesthat having
aprocessin place to identify major business risks as one of the key pro-
cedures of an effective control systemis paramount. This has since been
extended in the Guide for Directors on the Combined Caode, published
by the Institute of Chartered Accountants (1999). Thisguideisreferred
to asthe ‘ Turnbull Report’ (1999) for the purposes of this book.

The management of risk is one of the most important issues facing
organisations today. High-profile cases such as Barings and Railtrack
in the UK, Enron, Adelphia and Worldcom in the USA, and recently
Parmalat, demonstrate the consequences of not managing risk properly.
For example, organisations which do not fully understand the risks of
implementing their strategies are likely to decline. Marconi decided to
move into a high-growth area in the telecom sector but failed in two
distinct respects. Firstly, growth was by acquisition and Marconi paid
premium prices for organi sations because of the competitive consolida-
tion within the sector. Secondly, the market values in the telecom sector
slumped because the sector was overexposed owing to debt caused by
slower growth in sales than expected.

1.2 WHY MANAGING RISK ISIMPORTANT

The Cadbury Report on Corporate Governance Committee Working
Party (1992) on how to implement the Cadbury Code requirement for
directorsto report on the effectiveness of their system of internal control
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lists the following criteria for assessing effectiveness on the identifica
tion and evaluation of risks and control objectives:

e identification of key business risksin atimely manner

e consideration of the likelihood of risks crystallising and the signifi-
cance of the consequent financial impact on the business

e establishment of prioritiesfor the allocation of resources available for
control and the setting and communicating of clear control objectives.

The London Stock Exchange requires every listed company to include
a statement in its annual report confirming that it is complying with
this code, or by providing details of any areas of non-compliance. This
has since been re-enforced and extended by the Turnbull Report (1999).
The Sarbanes-Oxley Act (2002) is similar to the Turnbull Report. This
Act introduced highly significant legislative changes to financia prac-
tice and corporate governance regulation in the USA. The Act requires
chief executive officers (CEQOs) and group financia directors (GFDs)
of foreign private registrants to make specific certifications in annual
reports.

In today’s climate of rapid change people are less likely to recognise
the unusual, the decision-making time frameis often smaller, and scarce
resources often aggravate the effect of unmanaged risk. The pace of
changeal so meansthat therisksfacing an organi sation change constantly
(time related). Therefore the management of risk is not a static process
but a dynamic process of identification and mitigation that should be
regularly reviewed.

1.3 GENERAL DEFINITION OF RISK MANAGEMENT

Theart of risk management isto identify risks specific to an organisation
and to respond to them in an appropriate way. Risk management is a
formal processthat enables the identification, assessment, planning and
management of risks.

All levels of an organisation need to be included in the management
of risk in order for it to be effective. These levels are usually termed
corporate (policy setting), strategic business (the lines of business) and
project. Risk management needs to take into consideration the interac-
tion of these levels and reflect the processes that permit these levels to
communicate and learn from each other.

The aim of risk management is therefore threefold. It must identify
risk, undertake an objective analysis of risks specific to the organisation,
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and respond to the risks in an appropriate and effective manner. These
stages include being able to assess the prevailing environment (both in-
ternal and external) and to assess how any changesto that prevailing en-
vironment wouldimpact on aproject in hand or on aportfolio of projects.

1.4 BACKGROUND AND STRUCTURE

This book provides background knowledge about risk management and
its functions at each level within an organisation, namely the corporate,
strategic business and project levels.

Figure 1.1 illustrates a typical organisational structure which allows
risk management to be focused at different levels. By classifying and
categorising risk within these levels it is possible to drill down and
roll up to any level of the organisational structure. This should establish
which risksaproject ismost sensitiveto so that appropriaterisk response
strategies may be implemented to benefit al stakeholders.

Figure 1.1illustratesthe corporate, strategic business and project lev-
els which provide the foundation for this book. Risk management is
seen to be integral to each level although the flow of information from
level to level isnot necessarily on atop-down or bottom-up basis. Merna
and Merna (2004) believerisksidentified at each level are dependent on
the information available at the time of the assessment, with each risk
being assessed in more detail as more information becomes available.
In effect, the impact of risk istime related.

Figure 1.2 illustrates the possible outcomes of risk. The word ‘risk’
is often perceived in a negative way. However, managed in the correct
way, prevailing risks can often have a positive impact.

2 Long-term
risks — low
level of detail
involved
Corporate -
P Risk
Management
Strategic Business
Short-term
risks — high
Project level of detail
v involved

Figurel.l Levelswithinacorporate organisation (Merna 2003)
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Loss

RISK

v

Gain

Figure 1.2 Relationship of risk to possible losses and gains

Risk management should consider not only the threats (possible
losses) but also the opportunities (possible gains). It is important to
note that |0sses or gains can be made at each level of an organisation.

1.5 AIM

The aim of this book is to analyse, compare and contrast tools and
techniques used in risk management at corporate, strategic business and
project levels and develop a risk management mechanism for the se-
guencing of risk assessment through corporate, strategic business and
project stages of an investment.

Typical risks affecting organisations are discussed and risk modelling
through computer simulation is explained.

The book also examines portfolio risk management and cash flow
management.

1.6 SCOPE OF THE BOOK

Chapter 2 discusses the concept of risk and uncertainty in terms of
projects and investments. It then outlines the sources and types of risk
that can affect each level of an organisation.

Chapter 3 is a general introduction to the topic of risk management.
It summarises the history of risk management and provides definitions
of risk and uncertainty. It also describes the risk process, in terms of
identification, analysis and response. It then goes on to identify thetasks
and benefits of risk management, the risk management plan and the
typical stakeholdersinvolved in an investment or project.

Chapter 4 is concerned with the tool s and techniques used within risk
management. It prioritises the techniques into two categories, namely



Introduction 5

qualitative and quantitative techniques, and describes how such tech-
nigues are implemented. It also provides the elements for carrying out
a country risk analysis and briefly describes the risks associated with
investing in different countries.

Chapter 5 outlines the risks involved in financing projects and the
different ways of managing them. The advantages and disadvantages
of risk modelling are discussed, and different types of risk software
described.

Chapter 6 is concerned with portfolios and the strategies involved
in portfolio selection. Bundling projects is examined and cash flows
specificto portfoliosareanalysed. Variousmethodsof cash flow analyses
are discussed.

Chapter 7 is specific to the corporate level within an organisation.
It is concerned with the history of the corporation, corporate structure,
corporate management and thelegal obligationsof theboard of directors,
corporate strategy and, primarily, corporate risk.

Chapter 8 is specific to the strategic business|evel within an organisa-
tion. It discusses business formation, and defines the strategic business
unit (SBU). It is primarily concerned with strategic management func-
tions, strategic planning and model sused within thislevel. Risks specific
tothislevel are aso identified.

Chapter 9 is specific to the project level within an organisation. It
outlinesthehistory of project management, itsfunctions, project strategy
and risks specific to the project level.

Chapter 10 provides a generic mechanism for the sequence and flow
of risk assessment in terms of identification, analysis and response to
risk at corporate, strategic business and project levels.

Chapter 11 describes a number of corporate governance codes and
how they address the need for risk management.

Chapter 12 introduces the Basel |1 framework and discusses, in par-
ticular, how probability default (PD) and loss given default (LGD) are
addressed and other operational management issues.

Chapter 13 describes how quality management can be used to manage
many of therisksinherent in organisations and how quality related risks
can affect the profitability of an investment.

Chapter 14 provides Case Study 1 which investigates the pharma-
ceutical industry and illustrates the typical risks in a drug devel opment
process (DDP) and how many of these risks can be mitigated.

Chapter 15 provides Case Study 2 which shows the risks associated
with the procurement of crude oil and the sale of refined products. This
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case study also addresses the risks in the supply and offtake contracts
and utilises Crystal Ball as the simulation software for modelling and
assessment of risks.

Chapter 16 provides Case Study 3 which describes the development
of risk registers at corporate, strategic business unit and project levels
and the development of arisk statement for a specific project.

Thefinal chapter, Chapter 17, provides Case Study 4 which describes
how the major risks at each level of a corporation can be identified and
quantitatively analysed and then summarised to devel op arisk statement
for shareholders.



2
The Concept of Risk and

Uncertainty and the Sources and
Types of Risk

Man plans, God smiles
(Hebrew proverb)
Fortune favours the prepared
(Louis Pasteur)

21 INTRODUCTION

Risk affects every aspect of human life; we live with it every day and
learn to manage its influence on our lives. In most cases thisis done as
an unstructured activity, based on common sense, relevant knowledge,
experience and instinct.

This chapter outlines the basic concept of risk and uncertainty and
providesanumber of definitionsof them. It al so discussesthedimensions
of risk and the perception of risk throughout an organisation. Different
sources and types of risk are aso discussed.

2.2 BACKGROUND

Uncertainty affects all investments. However, uncertainty can often be
considered in terms of probability provided sufficient information is
known about the uncertainty. Probability is based on the occurrence of
any event and thus must have an effect on the outcome of that event.
The effect can be determined on the basis of the cause and description
of an occurrence. For example, the cause, description and effect can be
illustrated by the following:

‘Crossing the road without looking’ will most likely result in ‘injury’.

Figure 2.1 illustrates the concept of risk in terms of uncertainty, proba-
bility, effect and outcome.
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Uncertainty
Surrounding a
Factor or Event

v
v v
Effect Probability
of Factor or of Occurrence of
Event on the the
Project Outcome Factor or Event
v v
v
Probability
Distribution

for the
Outcome Values

Figure2.1 The concept of risk (Merna and Smith 1996) (Reproduced by permission

of A. Merna)

Once the probability, cause and effect of an occurrence can be de-
termined then a probability distribution can be computed. From this
probability distribution, over arange of possibilities, the chances of risk
occurring can be determined, thus reducing the uncertainty associated

with this event.

The authors suggest that uncertainty can often be interpreted as
prophecy, since a prophecy is not based on data or experience. A pre-
diction, however, is normally based on data or past experience and thus

offers abasis for potential risk.

2.3 RISK AND UNCERTAINTY: BASIC CONCEPTS

AND GENERAL PRINCIPLES
According to Chapman and Ward (1997):

All projectsinvolverisk—thezerorisk projectisnot worth pursuing. Organisations
which better understand the nature of these risks and can manage them more
effectively can not only avoid unforeseen disasters but can work with tighter
marginsand less contingency, freeing resourcesfor other endeavours, and seizing
opportunities for advantageous investment which might otherwise be rejected as

too risky.

Risk and uncertainty are distinguished by both Bussey (1978) and

Merrett and Sykes (1983) as:
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Adecision issaid to be subject to risk when there is a range of possible outcomes
and when known probabilities can be attached to the outcome.

Uncertainty exists when there is more than one possible outcome to a course of
action but the probability of each outcome is not known.

In today’s business, nearly al decisions are taken purely on a finan-
cial consequences basis. Business | eaders need to understand and know
whether the returns on a project justify taking risks, and the extent of
these consequences (losses) if the risks do materialise. Investors, on the
other hand, need some indication of whether the returns on an invest-
ment meet their minimum returns if the investment is fully exposed to
the risks identified. (Merna 2002) suggests.

we are at a unique point in the market where players are starting to recognise
that risks need to be quantified and that information about these projects needs
to be made available to all participantsin the transaction.

Thereforeidentifying risksand quantifyingtheminrelationtothereturns
of aproject isimportant. By knowing the full extent of their gains and/or
| osses, business|eadersand i nvestors can then decidewhether to sanction
or cancel an investment or project.

24 THE ORIGIN OF RISK

The origin of the word ‘risk’ is thought to be either the Arabic word
risg or the Latin word riscum (Kedar 1970). The Arabic risq signifies
“anything that has been given to you [by God] and from which you draw
profit’ and has connotations of a fortuitous and favourable outcome.
The Latin riscum, however, originally referred to the challenge that a
barrier reef presentsto asailor and clearly has connotations of an equally
fortuitous but unfavourable event.

A Greek derivative of the Arabic word risg which was used in the
twelfth century would appear to relate to chance of outcomes in gen-
eral and have neither positive nor negative implications (Kedar 1970).
The modern French word risqué has mainly negative but occasionally
positive connotations, as for examplein ‘qui derisgquerien n'arien’ or
‘nothing ventured nothing gained’, whilst in common English usage the
word ‘risk’ has very definite negative associationsasin ‘run therisk’ or
“at risk’, meaning exposed to danger.

Theword ‘risk’ entered the English language in the mid seventeenth
century, derived from the word ‘risque’. In the second quarter of the
eighteenth century the anglicised spelling began to appear in insurance
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transactions (Flanagan and Norman 1993). Over time and in common
usage the meaning of the word has changed from one of simply describ-
ing any unintended or unexpected outcome, good or bad, of a decision
or course of action to one which relates to undesirable outcomes and the
chance of their occurrence (Wharton 1992). In the more scientific and
specialised literature on the subject, the word ‘risk’ is used to imply a
measurement of the chance of an outcome, the size of the outcome or
a combination of both. There have been several attempts to incorporate
the idea of both size and chance of an outcome in the one definition.
To many organisations risk is a four-letter word that they try insulate
themselves from.

Rowe (1977) definesrisk as* Thepotential for unwanted negative con-
sequences of an event or activity’ whilst many authors definerisk as*A
measure of the probability and the severity of adverse effects . Rescher
(1983) explainsthat * Risk isthe chancing of anegative outcome. To mea-
sure risk we must accordingly measure both its defining components,
and the chance of negativity’. The way in which these measurements
must be combined is described by Gratt (1987) as ‘estimation of risk
isusually based on the expected result of the conditional probability of
the event occurring times the consequences of the event given that it has
occurred’.

It followsthen that in the context of, for example, a potential disaster,
the word ‘risk’ might be used either as a measure of the magnitude of
the unintended outcome, say, 2000 deaths, or as the probability of its
occurrence, say, 1 in 1000 or even the product of the two — a statis-
tical expectation of two deaths (Wharton 1992). Over time a number
of different, sometimes conflicting and more recently rather complex
meanings have been attributed to the word ‘risk’. It is unfortunate that
asimple definition closely relating to the medieval Greek interpretation
has not prevailed — one which avoids any connotation of afavourable or
unfavourable outcome or the probability or size of the event.

The model shown in Figure 2.2 suggests that risk is composed of
four essential parameters: probability of occurrence, severity of impact,
susceptibility to change and degree of interdependency with other factors
of risks. Without any of these the situation or event cannot truly be
considered arisk. This model can be used to describe risk situations or
events in the modelling of any investments for risk analysis.

Theuse of arisk model hel psreducereliance upon raw judgement and
intuition. Theinputsto the model are provided by humans, but the brain
is given a system on which to operate (Flanagan and Norman 1993).
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Susceptibility to Change or External
Influences:

 opportunity

 upside or downside result

v

Severity of Impact (high/low):
« threat intensity (damage Risk Probability of Occurrence (high/low):
potential) s « Varying probability (0-1)
« continuously varying in terms « Frequency (high/low)

of cost & time 4

Degree of Interdependency with
other Factors of Risk

Figure2.2 Typical risk parameters (Adapted from Allen 1995)

Models provide a backup for our unreliable intuition. A model can be
thought of as having two roles:

1. It produces an answer.
2. Itactsasavehiclefor communication, bringing out factorsthat might
not be otherwise considered.

Models provide a mechanism by which risks can be communicated
through the system. A risk management systemisamodel, it providesa
means for identification, classification and analysis and then aresponse
torisk.

2.4.1 Dimensionsof Risk

A common definition of risk — the likelihood of something undesir-
able happening in agiven time — is conceptually simple but difficult to
apply. It provides no clues to the overal context and how risks might
be perceived. Most people think of risk in terms of three components:
something bad happening, the chances of it happening, and the conse-
quencesif it does happen. These three components of risk can be used as
the basis of a structure for risk assessment. Kaplan and Gerrick (1981)
proposed atriplet for recording risks which includes a set of scenarios
or similar occurrences (something bad happens), the probabilities that
the occurrences take place (the chances something bad happens), and
the consequence measures associated with the occurrences.
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In some ways, this structure begs the question of definition becauseit
isdtill left to the risk assessors to determine what ‘bad’ actually means,
what the scenarios or occurrences are that can lead to something bad,
and how to measure the severity of the results. The steps involved in
defining and measuring risk include:

1. Defining ‘bad’ by identifying the objectives of an organisation and
the resources that are threatened.

2. ldentifying scenarios whose occurrence can threaten the resources of
value.

3. Measure the severity or magnitude of impacts.

The severity or magnitude of consequencesis measured by avalue func-
tion that provides the common denominator. The severity can be mea-
sured in common units across all the dimensions of risk by translating
theimpact into acommon unit of value. Thiscan be adimensionlessunit
such as the utility functions used in economics and decision analysis or
some common economic term (Kolluru et al. 1996).

The issue here is selecting an appropriate metric for measuring im-
pacts and then determining the form of the effects function. This form
has to be capable of representing risk for diverse stakeholders and of
expressing the impacts to health, safety and the environment as well as
other assets.

One response, still surprisingly common, is to shy away from risk
and hope for the best. Another isto apply expert judgement, experience
and gut feel to the problem. In spite of this, substantial investments are
decided on the basis of judgement alone, with little or nothing to back
them up.

2.5 UNCERTAINTIES

Risk and uncertainty as distinguished by both Bussey (1978) and Mer-
rett and Sykes (1973) were discussed earlier in this chapter. The authors
Vernon (1981) and Diekmann et al. (1988), however, consider that the
terms risk and uncertainty may be used interchangeably but have some-
what different meanings, where risk refers to statistically predictable
occurrences and uncertainty to an unknown of generally unpredictable
variability.

Lifson and Shaifer (1982) combine the two terms by defining risk as:

The uncertainty associated with estimates of outcomes.
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Uncertainty is used to describe the situation when it is not possible to
attach a probability to the likelihood of occurrence of an event. Un-
certainty causes a rift between good decision and good outcome. The
distinguishing factor between risk and uncertainty isthat risk istaken to
have quantifiabl e attributes, and a place in the calculus of probabilities,
whereas uncertainty does not (Finkel 1990).

Hetland (2003) believes the following assertions clarify uncertainty:

¢ Risk isanimplication of a phenomenon being uncertain.

e Implications of a phenomenon being uncertain may be wanted or
unwanted.

¢ Uncertainties and their implications need to be understood to be man-

aged properly.

Smith et al. (2006) suggest that risks fall in to three categories. known
risks, known unknowns and unknown unknowns.

Known risks include minor variations in productivity and swings in
materials costs and inevitably occur in construction and manufacturing
projects. These are usually covered by contingency sums to cover for
additional work or delay, often in the form of a percentage addition to
the estimated cost.

Known unknowns are the risk eventswhose occurrenceis predictable
or foreseeable with either their probability of occurrence or likely effect
known. A novel example of thisis as follows. An automobile breaker’s
yard in aborough of New York has the following sign on its gate.

These premises are protected by teams of Rottweiler and Doberman pinscher
three nights a week. You guess the nights.

A potential felon can deduce from this sign that there is a 3/7 chance
of being confronted by the dogs, and possibly being mauleds and a 4/7
chance of success. Thereforethereisabetter chance of not being caught
than being caught, however, without any data regarding the respective
nights — you guess the nights.

Unknown unknowns are those events whose probabilities of occur-
rence and effect are not foreseeabl e by even the most experienced practi-
tioners. These are often considered asforce majeure events. An example
of unknown unknowns is common in the pharmaceuticals industry. In
the first stage of a drug development process the side effects and their
probabilities are unknown athough it is known that all drugs have side
effects.
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Uncertainty is said to exist in situations where decision-makers lack
compl ete knowledge, information or understanding concerning the pro-
posed decision and its possible consequences. There are two types of
uncertainties: uncertainty arising from asituation of pure chance, which
isknown as ‘aleatory uncertainty’; and uncertainty arising from a prob-
lem situation where the resolution will depend upon the exercise of
judgement, which is known as ‘ epistemic uncertainty’ .

An example of aleatory risk is the discovery of the drug Viagra. Al-
though this drug wasinitially being devel oped as atreatment for angina
it was found during clinical trials that the drug had side effects which
could help prevent sexual dysfunctional syndromein males.

The situations of uncertainty often encountered during the earlier
stages of a project are ‘epistemic’. The phenomenon of epistemic un-
certainty can be brought about by a number of factors, such as:

e lack of clarity in structuring the problem

e inability to identify alternative solutions to the situation

e the amount and quality of the information available

e futuristic nature of decision making

e objectives to be satisfied within decision making

e level of confidence concerning the post-decision stage of imple-
mentation

e the amount of time available

e personal qualities of the decision-maker.

Many of the above factors have been encountered in private financeini-
tiative (PFI) types of investments where risk assessments are required
to consider events over long operation periods once a project has been
commissioned, in some cases 25 years or more. Rowe (1977) distin-
guished uncertainty within the decision-making process as descriptive
uncertainty and measurement uncertainty. Descriptive uncertaintiesrep-
resent an absence of information and this preventsthe full identification
of the variables that explicitly define asystem. Asaresult, the decision-
maker isunableto describe fully the degrees of freedom of asystem, for
example problem identification and structuring, solution identification,
degree of clarity in the specification of objectives and constraints.

M easurement uncertai nties al so represent the absence of information;
however, these relate to the specifications of the values to be assigned
to each variable in asystem. As aresult the decision-maker isunableto
measure or assign specific values to the variables comprising a system,
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Table2.1 Risk—uncertainty continuum (Adapted from Rafferty 1994)

RISK UNCERTAINTY
Quantifiable — Non-quantifiable
Statistical Assessment — Subjective Probability
Hard Data — Informed Opinion

for example the factors of information quality, the futurity of decisions,
the likely effectiveness of implementation.

The need to manage uncertainty is inherent in most projects which
requireformal project management. Chapman and Ward (1997) consider
the following illustrative definition of such a project:

An endeavour in which human, material and financial resourcesare organisedin
a novel way, to undertake a unique scope of work of given specification, within
constraints of cost and time, so as to achieve unitary, beneficial change, through
the delivery of quantified and qualitative objectives.

This definition highlights the one-off, change-inducing nature of
projects, the need to organise a variety of resources under significant
constraints, and the central role of objectives in project definition. It
also suggests inherent uncertainty which requires attention as part of an
effective project management process.

Theroots of thisuncertainty are worth clarification. Careful attention
to formal risk management processesis usually motivated by the large-
scale use of new and untried technology while executing major projects,
and other obvious sources of significant risk.

A broad definition of project risk is ‘the implications of the exis-
tence of significant uncertainty about the level of project performance
achievable’ (Chapman and Ward 1997).

Uncertainty attached to a high-risk impact event represents a greater
unknown than a quantified risk attached to the same event. Rafferty
(1994) developed a‘ risk—uncertainty continuum’ as given in Table 2.1.

26 SOURCESOF RISK

There are many sources of risk that an organisation must take into ac-
count before a decision is made. It is therefore important that these
sources of risk are available, thus allowing the necessary identification,
analysis and response to take place. Many of the sources of risk sum-
marised in Table 2.2 occur at different times over an investment. Risks
may be specific to the corporate level, such as palitical, financial and
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Table2.2 Typica sources of risk to business from projects (Mernaand Smith
1996)

Heading Change and uncertainty in or due to:

Political Government policy, public opinion, change in ideology, dogma,
legislation, disorder (war, terrorism, riots)

Environmental ~ Contaminated land or pollution liability, nuisance (e.g., noise),
permissions, public opinion, internal/corporate policy,
environmental law or regulations or practice or ‘impact’

regquirements

Planning Permission requirements, policy and practice, land use,
socio-economic impacts, public opinion

Market Demand (forecasts), competition, obsol escence, customer
satisfaction, fashion

Economic Treasury policy, taxation, cost inflation, interest rates, exchange
rates

Financial Bankruptcy, margins, insurance, risk share

Natural Unforeseen ground conditions, weather, earthquake, fire or
explosion, archaeological discovery

Project Definition, procurement strategy, performance requirements,

standards, leadership, organisation (maturity, commitment,
competence and experience), planning and quality control,
programme, labour and resources, communications and culture

Technical Design adequacy, operational efficiency, reliability

Regulatory Changes by regulator

Human Error, incompetence, ignorance, tiredness, communication ability,
culture, work in the dark or at night

Criminal Lack of security, vandalism, theft, fraud, corruption

Safety Regulations (e.g., CDM, Health and Safety at Work), hazardous
substances (COSSH), collisions, collapse, flooding, fire and
explosion

Legd Those associated with changes in legislation, both in the UK and

from EU directives
The above list is extensive but not complete

Reproduced by permission of A. Merna

legal risks. At the strategic businesslevel, economic, natural and market
risks may need to be assessed before a project is sanctioned. Project
risks may be specific to a project, such as technical, health and safety,
operationa and quality risks. At the project level, however, the project
manager should be confident that risks associated with corporate and
strategic business functions are fully assessed and managed. In many
business casesrisks assessed initially at corporate and strategic business
levels have to be reassessed as the project progresses, since the risks
may affect the ongoing project.

A source of risk isany factor that can affect project or business perfor-
mance, and risk arises when this effect is both uncertain and significant
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initsimpact on project or business performance. It follows that the def-
inition of project objectives and performance criteria has afundamental
influence on the level of project risk. Setting tight cost or time targets
with insufficient resources makes a project more cost and time risky by
definition, since achievement of targets is more uncertain if targets are
‘tight’. Conversely, setting slack time or quality requirements implies
low time or quality risk.

However, inappropriate targets are themselves a source of risk, and
thefailureto acknowledge the need for aminimum level of performance
against certain criteriaautomatically generatesrisk on thosedimensions.
If, for example, a corporate entity sets unachievable targets to an SBU
thenitishighly likely that the projectsundertaken by the SBU will suffer
owing to the risk associated with meeting such targets.

Morris and Hough (1987) argue for the importance of setting clear
objectives and performance criteria which reflect the requirements of
various parties, including stakeholders who are not always recognised
as players (regulatory authorities, for example). The different project
objectives held by interested parties and stakeholders and the interde-
pendencies between different objectives need to be appreciated. Strate-
giesfor managing risk cannot be divorced from strategies for managing
or accomplishing project objectives.

Whatever the underlying performance objectives, thefocus on project
success and uncertainty about achieving it leads to risk being defined
in terms of a ‘threat to success . If success for a project, and in turn
the SBU, is measured solely in terms of realised cost relative to some
target or commitment, then risk might be defined in terms of the threat
to success posed by a given plan in terms of the size of possible cost
overruns and their likelihood. This might be termed ‘threat intensity’
(Chapman and Ward 1997).

From this perspectiveitisanatural step to regard risk management as
essentially about removing or reducing the possibility of underperfor-
mance. Thisisunfortunate, sinceit resultsin avery limited appreciation
of project risk. Oftenit can bejust asimportant to appreciate the positive
side of uncertainty, which may present opportunitiesrather than threats.

On occasion opportunities may also be very important from the point
of view of morale. High moraleisas central to good risk management as
it isto the management of teamsin general. If a project team becomes
immersed in nothing but threats, the ensuing doom and gloom can de-
stroy the project. Systematic searches for opportunities, and a manage-
ment willing to respond to opportunities identified by those working for
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them at al level s (which may haveimplicationswell beyond the remit of
the discoverer), can provide the basis for systematic building of morale.
More generaly, it is important to appreciate that project risk by its
natureisavery complex beast with important behavioural implications.
Simplistic definitions such as ‘risk is the probability of adownside risk
event multiplied by itsimpact’ may have their value in special circum-
stances, but it is important to face the complexity of what project risk
management is really about if real achievement is to be attained when
attempting to manage that risk at any level in the organisation.

2.7 TYPICAL RISKS
2.7.1 Project Risks

The requirement is not only to manage the physical risks of the project,
but also to make sure that other partiesin the project manage their own
risks. For example, the International Finance Corporation (IFC) division
of the World Bank has a project team which travels round the locations
in which the IFC has an interest and ensures not only that risks are
controlled effectively, but that responsibilities are allocated and risks
transferred by contract or insurance as appropriate. In this example the
IFC would be similar to the corporate entity checking on its various
projects undertaken by SBUs.

Risk and uncertainty are inherent to all projects and investors in
projects or commercial assets are exposed to risks throughout the life of
the project. The risk exposure of an engineering project, for example,
is proportional to the magnitude of both the existing and the proposed
investment. Generally, the post-sanction period up to the completion of
construction is associated with rapid and intensive expenditure (cash
burn) for the investor(s), usualy under conditions of uncertainty, and
consequently this stage of the process is particularly sensitive to risks.
The subsequent operational phaseis subject to risks associated with rev-
enue generation and operational costs. Hence the two phases that are
most susceptible to risk are:

1. theimplementation stage (pre-completion) — relative to construction
risks

2. theoperational phase (post-completion) —relativeto operational risks,
the first few years of operation having the highest degree of suscep-
tibility.
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The most severe risks affecting projects are summarised by Thompson
and Perry (1992) in project management terms as:

e failure to keep within cost estimate
e failure to achieve the required completion date
e failure to achieve the required quality and operational requirements.

Many project management practitioners suggest the following influence
the risk associated with projects:

e project size

e technology maturity (the incorporation of novel methods, techniques,
materials)

e project structural complexity.

In effect thelarger the project the greater therisk. Increasein sizeusually
means an increase in complexity, including the complexity of adminis-
tration, management, communication amongst participants and so on;
for example, inaccurate forecasts, late deliveries (supply chain), equip-
ment break downs and the like.

Figure 2.3 illustrates the financial risk timeline. The maximum point
of financial risk is when the project is near completion when debt ser-
vice is a its highest. As the project moves through its life cycle and
starts to generate regular revenues, the financial exposure is reduced
considerably.

The risks which influence projects can aso be categorised as global
and elemental risks.

Maximum point of financial risk

Financial Risk

v

Time

Figure2.3 Financia risk timeline
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2.7.2 Global Risks

Global risks originate from sources external to the project environment
and althoughthey areusually predictabletheir effect onthe outcome may
not always be controllable within the elements of the project. The four
major global risks are political, legal, commercial and environmental
risks (Merna and Smith 1996). These types of risk are often referred
to as uncontrollable risks since the corporate entity cannot control such
risks even though there is a high probability of occurrence. Normally
these risks are dealt with at corporate level and often determine whether
aproject will be sanctioned.

2.7.3 Elemental Risks

Elemental risks originate from sources within the project environment
and are usually controllable within the elements of the project. The
four main elemental risks are construction/manufacture, operational,
financial and revenuerisks (Mernaand Smith 1996). Thesetypes of risk
are usually considered as controllable risks and are often related to the
different phases of a project and mainly assessed at SBU and project
levels.

2.7.4 Holistic Risk

Many organisations have developed risk management mechanisms to
deal with the overt and insurable risks associated with projects. In
most cases risk identification, analysis and response are seen to be
the most important elements to satisfy clients and other project stake-
holders.

There are, however, risks associated with intangible assets such as
market share, reputation, value, technology, intellectual property (usu-
aly data, patents and copyrights), changes in strategy/methods, share-
holder perception, company safety and quality of product. These are
extremely important for organisations operating a portfolio of projects
or business assets (Davies 2000).

Holistic risk management is the process by which an organisation
firstly identifies and quantifies all of the threats to its objectives, and
having done so managesthose threats within, or by adapting, itsexisting
management structure. Holistic risk management addresses many of
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the elements identified in the Turnbull Report (1999), and attempts to
aleviate many of the concerns of shareholders.

275 Static Risk

This relates only to potential 1osses where people are concerned with
minimising losses by risk aversion (Flanagan and Norman 1993). A typ-
ical examplewould betherisk of losing marketsfor aparticular product
or brand of goods by not risking the introduction of new products or
goods onto the same market. Many established organisations have tried
to mitigate this risk by entering into joint ventures with more dynamic
companies, often from booming economies.

2.7.6 Dynamic Risk

Thisis concerned with maximising opportunities. Dynamic risk means
that therewill be potential gainsaswell as potential losses. For example,
Marconi tried to gain by changing from a well-established market in
the defence industry to new uncertain markets in the telecom industry.
Dynamic risk is risking the loss of something certain for the gain of
something uncertain. Every management decision has the element of
dynamic risk governed only by the practical rules of risk taking. During
aproject, losses and gainsresulting from risk can be plotted against each
other and compared (Flanagan and Norman 1993).

2.7.7 Inherent Risk

The way in which risk is handled depends on the nature of the business
and the way that business is organised internally. For example, energy
companies are engaged in an inherently risky business — the threat of
fire and explosion is always present, asis the risk of environmental im-
pairment. Financial institutions on the other hand have an inherently
lower risk of fire and explosion than an oil company, but they are ex-
posed to different sorts of risk. However, the level of attention given to
managing risk in an industry is as important as the actual risk inherent
in the operations which necessarily must be performed in that industry
activity. For example, until very recently repetitive strain injury (RSI)
was not considered to be a problem, but it is now affecting employers
liability insurance (International Journal of Project and Business Risk
Management 1998).
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TENDER

Bid 1
contingency
(+ 10%)

Bid 2
contingency
(+ 10%)

Bid 3
contingency
(+ 10%)

Bid 4
with risk
assessment

(+ 6%)

Figure2.4 The effective bid process

2.7.8 Contingent Risk

This occurs when an organisation is affected directly by an event in an
area beyond its direct control but on which it has a dependency, such
as weak suppliers (International Journal of Project and Business Risk
Management 1998). Normally a percentage of the overall project value
is put aside to cover costs of meeting such risks should they occur.

The problem with assigning a contingency sum arises when such
a sum is assigned to every supplier, irrespective of whether supply is
considered as arisk.

Figure 2.4 illustrates how organisations bidding for a tender simply
apply a 10% risk contingency. However, organisations may lose out to
competitors assessing supplier risk for each individual supplier. In the
example above it is no surprise to find that Bid 4 won the tender.

Hussain (2005) proposesthat all bids should be accompanied by arisk
envelope so that clients can assess the risks identified by each bidder to
determine potential additional costs or savings. The risk envelope is
developed on the basis of:

e analysis of each risk based on its probability of occurring

analysis of each risk for its impact on the project should it actually
occur

apriority rating of the overall importance of each risk

aset of preventiveactionstoreducethelikelihood of therisksoccurring
a set of contingent actions to reduce the impact should the risk
eventuate.

Therisk envelope can be used by clientsto identify worst case scenarios
and help inrealising arealistic budget. The cost of managing each risk
identified by bidders can be compared by the client in a similar way to
that for other items identified in the bid such as the cost of concrete,
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falsework, excavation and the like. Hussain (2005) suggeststhat the risk
envel ope should form an essential part of the bid award process.

2.7.9 Customer Risk

Dependency on one client creates vulnerability because that client can
take its business away, or be taken over by arival. The risk can be
managed by creating a larger customer base (International Journal of
Project and Business Risk Management 1998).

2.7.10 Fiscal/Regulatory Risk

Only by keeping abreast of potential changes in the environment can
a business expect to manage these risks. Recent examples in the UK
include awards to women for discrimination in the armed forces, RS
and windfall profits tax in exceptional years (International Journal of
Project Business Risk Management 1998). In October 2001, Railtrack
Plc, a company listed on the London Stock Exchange, was put into
administration by the UK Transport Secretary without any consultation
with its lenders or shareholders. Shareholders taking the usual risks of
risesand fallsin stock market valuewere quickly madeawareof thisrisk.

2.7.11 Purchasing Risk

Purchasing risk isavital part of modern commercial reality but recently
the subject has gained prominencein the work of leading academicsand
management theoreticians. Many businesses are designing and imple-
menting new performance measurement systemsand finding aparticul ar
challenge in developing measures for some key elements of purchasing
contribution which are now regarded as strategic but which have not
been historically analysed and measured in any seriousway. The area of
commercial risk isaprominent example of such achallenge. Inthe past,
effective risk management has been cited as one of the key contributions
that effective purchasing can make to a business, but its treatment has
been largely anegative one; the emphasi s hasbeen on ensuring minimum
standards from suppliers to ensure a contract would not be frustrated.
Theissues now being addressed by |eading-edge practitionersintherisk
area are much broader and are perhaps more correctly identified using
terminology such as management of uncertainty (International Journal
of Project Business Risk Management 1998).
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2.7.12 Reputation/Damage Risk

Thisisnot arisk in its own right but rather the consequence of another
risk, such asfraud, abuilding destroyed, failure to attend to complaints,
lack of respect for others. It isthe absence of control which causes much
of the damage rather than the event itself. In a post-disaster situation a
company can come out positively if the media are well handled (Inter-
national Journal of Project Business Risk Management 1998).

2.7.13 Organisational Risk

A poor infrastructure can result in weak controls and poor communi-
cationswith avariety of impacts on the business. Good commu-nication
linkswill lead to effective risk management. Thiscan only be performed
if membersof teamsand departmentsarefully awvare of their responsibil-
itiesand reporting hierarchy, especially between different organisational
levels.

2.7.14 Interpretation Risk

Thisoccurswhere management and staff in the same organi sation cannot
communicate effectively because of their own professional language
(jargon). Engineers, academics, chemists and bankers all have their own
terms, and insurers are probably the worst culprits, using words with
common meanings but in aspecialised way. Even the same wordsin the
same profession can have different meanings in the UK and the USA.

2.7.15 IT Risk

TheIT industry isone of the fastest growing industries at present. Huge
amounts of money continue to be invested in the IT industry. Owing to
pressures to maintain a competitive edge in a dynamic environment, an
organisation’s success depends on effectively developing and adopting
IT. IT projects, however, still suffer high failure rates (Ellis et al. 2002).

IS (information software) development is akey factor which must be
considered. Smith (1999) identifies a number of software risks. These
include personal shortfalls, unachievable schedules and budget, devel-
oping the wrong functions, wrong user interface, a continuing stream
of changes in requirements, shortfals in externally furnished compo-
nents, shortfalls in externally performed tasks, performance shortfals
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and strained technical capabilities. In addition, Jiang and Klein (2001)
cite the dimension of project risk based on project size, experience in
the technology, technical application and complexity.

Software risks which are regularly identified include:

e project size
¢ unclear misunderstood objectives

e |ack of senior management commitment
e failureto gain user involvement

e unrealistic schedule

¢ inadequate knowledge/skills

e misunderstood requirements

e wrong software functions

e software introduction

e failure to manage end user expectation.

2.7.16 TheOPEC Risk

OPEC was founded at the Baghdad Conference on September 1960,
by Iran, Irag, Kuwait, Saudi Arabia and Venezuela. The five founding
members were later joined by nine other members: Qatar, Indonesia,
Socialist Peoples Libyan Arab Jamahiriya, United Arab Emirates,
Algeria, Nigeria, Ecuador, Gabon and Angola. OPEC’s member coun-
tries hold about two-thirds of the world's oil reserves. In 2005, OPEC
accounted for c. 41.75% of the world’s oil production, compared with
23.8% by Organisation for Economic Co-operation and Development
(OECD) members and 14.8% by the former Soviet Union. OPEC mem-
ber countries have, on a number of occasions, tried to adjust their crude
oil suppliestoimprovethe bal ance between supply and demand. OPEC'’s
mission is to coordinate and unify the petroleum policies of member
countries and ensure stabilisation of oil prices. OPEC has, however, had
mixed success at controlling prices.

OPEC first sent shock waves throughout the world economy in 1973
by announcing a 70% rise in oil prices and by cutting production. The
effects were immediate, resulting in fuel shortages and high inflation in
many parts of the world. This brief exampleillustrates that risks associ-
ated with the ail price cannot be dismissed at any time when assessing
the economic viabhility of an investment (Merna and Njiru 2002).

From 1982 to 1985 OPEC attempted to set production quotas low
enough to stabilise prices. These attempts met with repeated failures
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as various members of OPEC produced beyond their quotas. During
most of this period Saudi Arabia acted as the swing producer cutting
its production to stem free falling prices. In August of 1985, the Saudis
tired of this role. They linked their prices to the spot market for crude
and by early 1986 increased production from 2 million barrels per day
(MMBPD) to 5 MMBPD. Crude oil prices plummeted below $10 per
barrel by mid-1986.

During the Gulf War, the United Nations announced a trade embargo
against Irag. The sgueeze on the market strengthened OPEC’s position.
In 1997, OPEC raised production by 10% without taking account of the
Asian crisis. As aresult, prices fell by 40%, to $10 per barrel. OPEC
reacted to the global economic crisis, which had caused the price of oil
to fall below $20 per barrel, by reducing production for six months in
thehopeof forcingit upin 2002. Increasing oil demand inthe US, China
and India sent the price soaring to a historic high of more than $50 per
barrel. It reached $70 in April 2006.

At thetime of writing thisbook, oil priceshaverisen to approximately
$93 per barrel (Brent Crude), a consequence not only of the current
situation in the Middle East, but of uncertainty in other oil-producing
countries. Although ‘buying forward’ isacommon responseto thisrisk,
thelargefluctuationsin oil price makethistechnique avery risky option.

Other commaoditiessuch assteel, aluminium, timber and cement, com-
mon materials used in the construction industry, have also increased in
cost as aresult of greater demand by booming economies. Many con-
struction companiesare now ‘ buying forward’ such materialsto mitigate
the risk associated with price and availability.

2.7.17 Process Risk

This arises from the project management process itself. Process risks
arise when the fundamental requirements for running a project are es-
tablished. The management and decision-making process for operating
the project, including the communication methods and documentation
standards to be adopted, will also be areas of risk.

The early stages of concept and planning are when project objectives
are at their most flexible. The formation of a project’s scope and the iter-
ations of itsrequirementsthrough feasibility studies provide the greatest
opportunity for managing risks. Thisisthe case because the early stages
of aproject havethe option of ‘maybe’ alternativesthrough to the‘go/no
go’ decision, an option which is less available after a contract has been
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signed. When risks arise at a later stage in the project life cycle, the
impact may generally be greater.

It is also important to note that there is an inherent risk in moving
through the project life cycle, for example moving on to the design and
planning phase before the basic concept has generally been evaluated.

Chapmanand Ward (1997) believethat athorough risk analysisshould
be part of the project process. For example, areview at the design stage
may initiate consideration of the implications for the design further in
theproject lifecycle. A changein design may reduce therisks associated
with the manufacturing process/phase. Similarly decisions made at the
corporate level may have implications at SBU and project levels.

2.7.18 Heuristics

Regardless of theindustry, type of organisation or style of management,
the control of risks associated with human factors will affect project
and portfolio success. The human contribution to project success, or
failure, encompasses the actions of al those involved in the planning,
design and implementation of a project. Obviously thereis potential for
human failure at each stage of the project life cycle. Managing the risks
associated with human failure remains achallenge for successful project
management.

There has been a considerable amount of work done in the area of
heuristics to identify the unconscious rules used when making a deci-
sion under conditions of uncertainty. Hillson (1998) argues that if risk
management isto retain itscredibility, thisaspect must be addressed and
made aroutine part of the risk management process. A reliable means of
measuring risk attitudes needs to be developed, which can be adminis-
tered routinely as part of arisk assessment in order to identify potential
bias among participants.

A number of studies have been undertaken to identify the benefits
which can be expected by those implementing a structured approach to
risk management (Newland 1997). These include both ‘hard’ and ‘ soft’
benefits. Hard benefits include:

e better formed and achievable project plans, schedules and budgets
e increased likelihood of the project meeting targets

e proper risk allocation

e better alocation of contingency to reflect the risk

e ahility to avoid taking on unsound projects

e identification of the best risk owner.
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Soft benefits include:

e improved communication

e development of common understanding of project objectives
e enhancement of team spirit

e focus of management attention on genuine threats

e facilitation of appropriate risk taking

e demonstrated professional approach towards customers.

2.7.19 Decommissioning Risk

The purpose of decommissioning is often to return aformer operational
plant back to brown- or greenfield site status. Over the course of opera-
tions, many industries (mining, quarrying, chemical industries, nuclear)
have to plan for the end of lifetime costs for their plants, whether dis-
mantling or reconditioning the sites. These characteristics of the project
have financial consequencesin regard to cost estimating and financing,
for which there does not exist one single answer to date, and thus by
definition creates risk. In today’s economic climate it is essential that
these risks are taken into account before a project is sanctioned.

2.7.20 Institutional Risks

Theterm ‘ingtitutional’ is used to summarise risks caused by organisa-
tional structure and behaviour. These risks occur in organisations and
state bodies and affect projects both large and small (Kahkonen and
Artto 1997). Typically dogma, beauracracy, culture and poor practice
can lead to increased risks, usually pure risks.

2.7.21 Subjective Risk and Acceptable Risk

Theextent to which aperson feel sthreatened by aparticular risk, regard-
less of the probability of therisk occurring, is subjectiverisk. Subjective
risk may, amongst other things, be affected by an individual’s personal
level of risk aversion or risk preference. The severity of the consequences
of the individual should the risk occur, the psychological factors and
familiarity of the risk will al contribute to subjective risk.

Acceptable risk is the amount of subjective risk an individua or
organisationisprepared to accept. |n most cases acceptablerisk istreated
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by organisations in such away that should it occur the existence of the
organisation is not threatened.

2.7.22 PureRisksand Speculative Risks

Pure risks are those risks which only offer the probability of loss and
not profit. Pure risks only present the possibility of undesirable conse-
quences. The mgjority of purerisks, but not all purerisks, can beinsured
against.

In contrast to pure risks, speculative risks produce either a profit or
aloss and can be expected to offer either favourable or unfavourable
consequences. Businessriskswhich are voluntarily and deliberately un-
dertaken fall into the category of speculative risks.

2.7.23 Fundamental Risksand Particular Risks

Fundamental risks are risks such as natural disastersthat affect whole or
significant proportions of society which organisations and individuals
have little or no control over. Management of these risks often only
permits reducing the effects of such risks.

Particular risksarethoserisksthat can be controlledin order to makea
wider range of risk management options available, asthey are particular
to an organisation or individual .

2.7.24 latrogenic Risks

These are actions taken that may themselves generate further risks. An
example would be increasing car security systems for unoccupied cars
which may result in car jacking asaconsequence of mitigating therisk of
theft. Basically the consequences of managing arisk can lead to further
risks that may have a greater impact than the initial risk.

2.7.25 Destructive Technology Risk

The authors define destructive technology as the possibility of new ad-
vanced technology completely taking over the old technology, which
would make the old technology become prematurely obsolete. There
are now more ‘destructive technologies around than at anytime in the
past 10 years, especially in industries associated with IT and electronic
development. The authors believe that destructive technologies present
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great threatsto established businesses but can al so create rewarding new
opportunities.

2.7.26 Perceived and Virtual Risks

1. Perceived through science: cholera, for example, needs amicroscope
to see it and scientific training to understand it.

2. Perceived directly: climbing atree, riding a bike or driving a car are
all risks apparent by the actions and conseguences.

3. Virtual risk: thesearerisksscientistsdo not fully understand or cannot
agree on their impact. Examples include BSE vs CJD, global warm-
ing, low level radiation, pesticide residues, HRT, mobile phones, pas-
sive smoking, and eye laser treatment. These can be products of the
imagination upon the imagination.

2.7.27 ForceMajeure

A contract may provide liability to be excluded for any disruption to
business continuity because something abnormal and unforeseeable by
the partiesto the contract is beyond their control. Thisisknown asforce
majeure.

Force majeure (French for greater force) is a common clause in con-
tracts which essentially frees one or both parties from liability or obli-
gation when an extraordinary event or circumstance beyond the control
of the parties such as war, strike, riot, act of God (flood, earthquake,
volcano) prevents one or both parties from fulfilling their obligations
under the contract. However, force majeure is not intended to excuse
negligence or other malfeasance of a party of external forces such as
predicted rain stops in an outdoor event or where the intervening cir-
cumstances are specifically contemplated.

Time critical and other sensitive contracts may be drafted to limit
the shield of this clause where a party does not take reasonable steps
(or specific precautions) to prevent or limit the effects of the outside
interference, either when they become likely or when they actually
occur.

Force majeure may also work to excuse all or part of the obligations
of one or both parties. For example, a strike may prevent the delivery
of goods, but not timely payment for the portion delivered. Similarly a
widespread power outage would not be a force majeure excuse if the
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contract requires the provision of backup power or other contingency
plans for continuity.

The importance of the force majeure clause in a contract, particu-
larly one of any length of time, cannot be understated as it relieves a
party from an obligation under the contract (or suspends that obliga-
tion). What is permitted to be aforce majeure event or circumstance can
be a source of much controversy in the negotiation of a contract and a
party should generally resist any attempt by the other party to include
something that should fundamentally be at the risk of that other party.
For example, inacoa supply agreement, the mining company may seek
to have‘geological risk’ included as aforce majeure event; however, the
mining company should be doing extensive exploration and analysis of
its geological reserves and should not even be negotiating a coal supply
agreement if it cannot take the risk that there may be a geological limit
to its coal supply from time to time. The outcome of that negotiation,
of course, depends on the relative bargaining power of the parties and
there will be cases where force majeure clauses can be used by a party
effectively to escape liability for bad performance.

It should be noted that under international law force majeure refersto
anirresistible force or unseen event beyond the control of astate making
it materially impossible to fulfil an international obligation.

2.7.27.1 Typical Force Majeure Clause

No party shall be liable for any failure to perform its abligations where
such failure is as aresult of acts of nature (including flood, fire, earth-
quake, storm, hurricane or other natural disaster), war, invasion, act of
foreign enemies, hostilities (whether war is declared or not), civil war,
rebellion, revolution, insurrection, military or usurped power or confis-
cation, terrorist activities, nationalisation, government sanction, block-
age, embargo, labour dispute, strike, lockout or interruption or failure
of electricity or telephone service and no other party will have the right
to terminate this agreement under a certain termination clause.

Any party asserting force majeure as an excuse shall have the burden
of proving that reasonable steps were taken (under the circumstances)
to minimise delay or damages caused by foreseeable events, that non-
excused obligations were substantially fulfilled and that the other party
was timely notified of the likelihood or actual occurrence which would
justify such an assertion, so that other prudent precautions could be
contemplated.
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2.7.27.2 Events of Force Majeure

Events of force majeure shall mean and be limited to the circumstances
set forth in Contract article relating to events of force majeure but only
if and to the extent that:

1. such circumstance is not within the reasonable control of the party
affected

2. such circumstance despite the exercise of reasonablediligence cannot
be prevented, avoided or removed by such party

3. such event materially adversely affects the contractor to construct or
operate the facility

4. the contractor has taken al reasonable precautions in order to avoid
the effect of such event on the contractor’'s ability to construct or
operate the facility

5. sucheventisnot thedirect or indirect result of failure by the contractor
to perform any of hisaobligations under any of the project documents,
and

6. such party has given the other party prompt notice describing such
event, the effect thereof and the actionsbeing takenin order to comply
with this paragraph.

2.7.27.3 Instances of Force Majeure

Subject to the provisions of contract article relating to events of force
majeure shall mean the following:

1. acts of war or the public enemy whether war be declared or not

2. public disorders, insurrections, rebellion, sabotage, riots, violent
demonstrations or vandalism

3. explosions, fires, earthquakes, avalanche or other natural calamities

4. strikes, lockouts, or other industrial action of workers or employees

5. ionising radiations or contamination by radio activity from any nu-
clear fuel or nuclear waste

6. any order, legislation, enactment, judgement, ruling or decision made
or taken by Government or judicial authority

7. unforeseeable unfavourable climatic or unforeseeable unsuitable
ground conditions or sub-surfaces or latent physical conditions at
the site which differ materially from those indicated in the Site
I nvestigation Report or previously unknown physical conditionsat the
site of an unusual nature which differ materially for those ordinarily
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encountered and generally recognised asinherent in work of the char-
acter provided for in an agreement

8. delaysin obtaining Governmental authorisations

9. any other event which is not within reasonable control of the party
affected.

2.8 PERCEPTIONSOF RISK

According to MacCrimmon and Wehrung (1986), different people will
respond to seemingly similar risky situations in very different ways.
Furthermore they state that there is no reason to believe that a person
who takes risks in one specific situation will necessarily take risks in
all situations: a trapeze performer (characterised as arisk taker) might
not be cautious in financial matters, whereas a commodity broker (also
characterised asarisk taker) might not be physically cautious. Although
there is no standard way to assess a person’s willingness to take risks,
thegeneral classification of managersinto categories such asrisk taking,
risk neutral and risk averse can often be made.

Empirical evidence concerning individual risk response is often ig-
nored in the risk analysis process. Experience, subjectivity and the way
risk is framed all play a major role in decision making (Tversky and
Kahneman 1974, Sitkin and Pablo 1992). Risk perception has a crucial
influence on risk-taking behaviour. The perceived importance attached
to decisionsinfluences team behaviour and the consequent implementa:
tion methods (Sitkin and Pablo 1992). Thelevel of perceived importance
will also influence individual or group behaviour and link to the conse-
quences of such behaviour (Ziegler et al. 1996).

Subjectivity is a key factor in assessing risk. Whether a problem is
perceived in terms of potential gains or losses will not be assessed as
a simple mathematical calculation of the problem, but as a subjective
fear, often linked to the consequences of outcomes. There might be a
tendency to overestimate ‘fabulous' risk and to confuse probability with
consequence; therefore there might be a temptation to focus on low-
probability events or situations which would have a high impact if they
were to occur, rather than high-probability risks with a much lower po-
tential for consequential loss. There is aso considerable variance in the
estimation of risk, so the same set of circumstances might be evaluated
differently by individuals. Basically, people are poor assessors of risk.
Evidence suggeststhat individual s do not understand, trust or accurately
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interpret probability estimates (Slovic 1967, Fischhoff et al. 1983, March
and Shapira 1987).

Risks are perceived by different stakeholders at different business
levels. For example, the corporate level may concern itself with risks
associated with political, legal, regulatory, reputation and financial fac-
tors affecting both the corporation and SBUs. These risks are usually
assessed using qualitative methods. Enron, an American energy corpo-
ration, and Allied Irish Bank (AIB) have recently had their reputations
damaged as a result of fraudulent activities within their organisations.
SBUs may consider the above risks in greater detail in respect to their
own businesses and consider risks associated with the business, projects,
environment, market, safety and planning. At the project level a more
detailed risk assessment, often quantitative, will concern the particular
project. Theserisksmay includethe programme, planning, construction,
manufacturing, production, quality, operation and maintenance, techni-
cal and specific risks associated with a project.

29 STAKEHOLDERSIN AN INVESTMENT

All investments have stakeholders, whether internal or external to an
investment. It isimportant that all stakeholders are aware of the poten-
tial risks that could occur over an investment’s life. Shareholders, for
example, who provide fundsin theform of equity should be made aware
of the risks a corporation is taking on their behalf.

Although shareholders assume risk by ‘default’ they either retain or
sell their shares. However, should a corporate entity make a decision
regarding a particular investment, unknown to shareholders, this could
result in adramatic fall in the value of their shares.

Johnson and Scholes (1999) define stakehol ders as:

Those individuals or groups who depend on the organisation to fulfil their own
goals and on whom, in turn, the organisation depends.

Itistherefore important to include external stakeholderswho often have
an adverseimpact on aproject, for example environmentalist groupsand
conservationists.

Millsand Turner (1995) suggest political, economic, social and tech-
nological (PEST) analysis to investigate stakeholders' position in a
project. This approach focuses on analysing each stakeholder’s influ-
ence on the palitical, economic, social and technological aspects of the
project. The correct position of each stakeholder can be inferred from
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Table2.3 Internal and external stakeholders (Adapted from Winch 2002)

Internal stakeholders External stakeholders
Demand side Supply side Private Public
Client Architect Local residents Regulatory agencies
Financiers Engineers Local land owners
Client'semployees Principal contractors Environmentalists Loca government
Client’scustomers  Trade contractors Conservationists  National government
Client’stenants Materials suppliers  Archaeologists

Client’s suppliers

the stakeholder’s specific roles at corporate, business and project levels
proportionally.

Winch (2002) states that it is useful to categorise the different types
of stakeholdersin order to aid the analysis, and hence managements of
the problem. A first-order classification places them in two categories
—internal stakeholders which are in legal contract with the client, and
external stakeholders which also have a direct interest in the project.
Internal stakeholders can be broken down into those clustered around
the client on the demand side, and those on the supply side. External
stakeholders can be broken down into private and public sectors. This
categorisation, with some examples, is shown in Table 2.3.

Itisimportant that managersfocus on thoseindividual sor groupswho
are interested and able actually to prevent them delivering a successful
outcome for the project. This reflects the fact that the vested interest of
stakeholders may not always be a positive one.

2.9.1 Stakeholder Identification

At the individual level, identification of the people or groups who in-
fluence an investment or project process or its outcome is crucial. It
begins the process of eliciting information about the potential contribu-
tion to the business risks during and beyond the investment’s life cycle
and is the first step in dealing with human factors in risk management.
Key information will be gained concerning stakeholders’ abilities, per-
ceptions, values and motivation. However, even in today’s risk business
environment project managers are only aware of a minority of stake-
holderswithin aproject and dismiss many of those which are external as
unimportant and beyond their control. Therefore, many * contributors
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to the project and the risks they import may not be covered by the risk
analysis process.

2.9.2 Stakeholder Perspectives

The stakeholders' perspectivesare of particular importance to risk man-
agement as they concern the way each stakeholder ‘ sees' and interprets,
for example, the project, its objectives, other stakeholders, potential
gains and losses, and the relationship with the investment or project.
Diverse perspectives and perceptions of the stakeholders concerning
their tasks, roles and objectives have been recognised as important fac-
torsin risk (Sawacha and Langford 1984, Pidgion et al. 1992, Pinkley
and Northcroft 1994).

Establishing stakeholders’ perspectives or mental models concerning
the business or project will identify, amongst other risks, potential areas
of conflict, varying approaches to roles and responsibilities, and widely
differing attitudes to risk and risk management. Identifying stakehold-
ers perspectives enables the development of appropriate intervention
strategies to reduce risk and uncertainty through project risk manage-
ment.

2.9.3 Stakeholder Perceptions

How risk is defined determinesthe response of an individual stakeholder
to risk. Risk is often conceptualised as a hazard, a breakdown, or afail-
ure to deliver to time and budget, rather than in wider terms of uncer-
tainty about precise outcomes of planned actions and project processes
(March and Shapira 1992). As with other stakeholders, what managers
consider as risk depends, amongst other factors, on their perceptions,
which may be based on flawed notions of control. Many key risk ele-
ments may be excluded from the risk management plan if they are not
viewed as risks but as routine tasks for management. Areas of ambigu-
ity cause psychological discomfort for project managers and encourage
them to avoid in-depth exploration of the problem, preferring instead to
focus on moretangible areas of management tasks. Cultural factorsalso
contribute to misconceptions and misunderstanding (Hugenholtz 1992).
Individual stakeholder perspectives can be regarded as ‘lenses' through
which issues are assessed (Pinkley and Northcroft 1994). Perceptions of
stakeholders are largely social and subjective processes, which cannot
be easily reduced to elements of mathematical models of risk (Pidgion
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et al. 1992). The stress placed on quantification processes, such as quan-
titative risk analysis, often fails to prompt a manager to take account of
other areasthat are more difficult or impossibleto quantify. Thusalarge
element of potential risk is excluded and may even go unrecognised.

210 SUMMARY

Risk isan unavoidablefeature of human existence and over time humans
have developed procedures for survival in a constantly changing envi-
ronment. The same philosophy is seen to form modern risk management
practices.

One of the reasons for the development of risk management has been
the failure of projects to meet their budgets, completion dates, quality
and performance or generate sufficient revenues to service the principal
and interest payments. Thelessonsto belearned from each failed project
serve as a useful introduction to the need for better performancein risk
management.

Clearly al risks need to be assessed at al levels. Corporate risks
can affect the corporation in terms of reputation or the ability to raise
finance, SBUs need to consider the risks associated with a portfolio of
projects. The project manager should be confident about managing the
risks associated with a project and that those risks outside his or her
remit have been assessed at corporate and SBU levels. Management at
all levels should be aware that risk can provide benefits and should not
be considered purely on a negative basis.

This chapter has described the concept of risk and uncertainty, and
their sources, theorigin of risk and the dimensionsof risk. Different types
of risk have been outlined and different perceptions of risk discussed.
Stakeholders involved in projects or investments were al so discussed.






3
The Evolution of Risk

Management and the Risk
Management Process

3.1 INTRODUCTION

This chapter briefly describes the evolution of risk management. It il-
lustrates the major stages of the risk management process, namely iden-
tification, analysis and response. The beneficiaries of risk management
are outlined along with how risk management can be embedded into
an organisation. A generic risk management plan (RMP) which forms
the basis for al risk management actions and further risk activities for
corporate, strategic business and project levelsis discussed.

3.2 THE EVOLUTION OF RISK MANAGEMENT

Archibald and Lichtenberg (1992) state that risk isnow openly acknowl-
edged as part of real management life. Risk management is now con-
sidered to be one of the more exciting and important parts of planning
and managing investments, assets and liabilities at corporate, strategic
business and project levels, and is afunction to be taken seriously.

3.2.1 TheBirth of Risk Management

The idea of chance and fortune has existed in the most primitive of
cultures. Playing games involving dice can be traced back at least 2000
years.

Probably thefirst insurance against misfortune was within apolicy to
cover thelossof cargo by shipwreck that had itsorigininthe Hummurabi
Code. In the framework of that code the ship owner could obtain aloan
to finance the freight, but it was not necessary to pay back the loan if the
ship was wrecked.

The eighteenth century saw the rise of insurance companies as we
currently know them. In 1752 Benjamin Franklin founded, in the USA,
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afireinsurance company called First American. The Society of Lloyd's
in London was established in 1771 when several English businessmen
combined their resources to insure potential losses of their clients in-
volved in sea transportation, now known as marine insurance.

The twentieth century witnessed the development of probability in
‘management science’ and the birth of formal risk management. This
method was further developed by Chapman (1998) and applied by
Chapman and others (Jia and Jobbling 1998).

3.2.2 Risk Management in the 1970s— Early Beginnings

Until the advent of project risk management in the 1970s, risk was
something that was little discussed and its effects on businesses and
projects were either ignored, because they were not recognised, or pos-
sibly conceaedif they were. Beforeand shortly after thisadvent bothrisk
and uncertainty were treated as a necessary evil that should be avoided
(Archibald and Lichtenberg 1992).

Project risk management developed rapidly throughout the 1970s,
firstly in relation to quantitative assessment and then to methodologies
and processes. At the end of the decade project management academics
and professionals saw the need for a project management function de-
voted to risk analysis and management, and several authors published
papers on the subject.

3.23 Risk Management in the 1980s — Quantitative
Analysis Predominates

In the early 1980s risk management was commonly acknowledged as
a specific topic in the project management literature (Artto 1997). The
scope of risk identification, estimation and response was generally well
known (Lifson and Shaifer 1982, Chapman 1998). Discussions on risk
management emphasised quantitative analysis, some of which referred
to the PERT (Programme Evaluation and Review Technique) type of
triple estimates, and optimistic, mean, pessimistic and other more ad-
vanced new concepts.

The main project risk management applications were essentialy
focused on time and cost objectives, and also on project evaluation
(feasibility). Software using probability distributionsto analyse cost and
time risk was frequently used on large projects. Significant use of risk
analysis and management was made on large process plant projects.
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Companies like BP and Norwegian Petroleum Consultants pioneered
project risk management methods in that decade, in both the devel-
opment and application of risk management methodology and of risk
analysis techniques. BP developed the CATRAP (Cost and Time Risk
Analysis Program) software for internal use. It allowed risk modelling
with several subjective probability distributionsand wasused on offshore
oil platform projects in the North Sea. Norwegian Petroleum Consul-
tants developed NPC for the same types of project. NPC, like CATRAP,
allowed risk quantification and modelling using subjective probability
distributions. It also had the capacity to calculate objective distributions
fromreal-life cost and time dataand included the ability to combine sub-
jective and objective distributions. NPC was also able to integrate cost
and time risk in its modelling. In the late 1980s CASPAR (Computer-
Aided Software for Project Risk Appraisal) was further developed at
UMIST to providerisk analysisoutputsfor businessesaswell asprojects
(Jiaand Jobbling 1998).

The use of methods based on risk and response diagrams began in
the 1980s. These methods are based on the notion that it is not possible
to model a risk situation readlistically without taking into account the
possible responses. There are four reasons why risk response should be
considered as part of risk analysis:

1. Estimation of the remaining risk is normally different in different
response scenarios.

2. Responses need time and money; hence readjustments to the corre-
sponding schedule and cost estimates are required.

3. A correct quantitative risk analysis model needsto include both risks
and responses because without these el ementstheview of thesituation
may be distorted.

4. A specific response to arisk may bring secondary risks that will not
exist in other cases.

Thus to make the best choice between severa alternative responses, if
they exigt, to arisk situation, both the responses and their effects must
be included in the model. Quantifying the results obtained will provide
information which can be avaluable aid to the analysis.

Theend of the 1980swasal so the starting point for the use of influence
diagrams combined with probability theory and for thefirst applications
of systems dynamics. These techniques have been devel oped to ahigher
level and today thereiscommercial software availablefor both methods.
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3.24 Risk Management in the 1990s — Emphasis
on Methodology and Processes

Most of the risk management methodologies used today are based on
methods devel oped in the 1980s. However, the use of questionnairesand
checklists was greatly developed in the 1990s, and further devel opment
has led to the concept of knowledge-based systems.

Some important principles established in the 1980s in relation to the
contractual allocation of risk have continued in the 1990s. The founda-
tions of partnering and ‘alliancing’ strategies have been laid to avoid
traditional contractual rivalry and promote a risk and reward sharing
approach, particularly in the case of capital projects.

It isimportant to note that there has been a shift from a concentration
on quantitative risk analysis to the current emphasis on understanding
and improving risk management processes. Whereasin the 1980sproject
risk management software was used as an analysis tool, today the trend
isto use risk quantification and modelling as atool to promote commu-
nication and response planning teamwork rather than simply for analysis
(captureand response). Currently risk quantification and modelling tech-
niques are seen as away to increase both insight and knowledge about
a project and as a way to communicate that information to the project
team members and interested parties (stakehol ders).

Theperiod since 1990 has seen avariety of proposalsfor risk manage-
ment processes, al of which include a prescriptive approach, such as:

« the simple generic risk management process — identification, assess-
ment, response and documentation
e the five-phase generic process — process scope, team, analysis and
guantification, successive breakdown and quantification, and results.
Risk management is undoubtedly an important part of prudent project
and business management, but may not always be easy to justify. The
benefits which it generates are often unseen, while the costs are all too
visible. To sell it successfully, it isimportant to focus on the benefits it
will bring, quoting fromreal lifewhere possible, and satisfying agenuine
need within the organisation (Wightman 1998).

Historically, many organisations have looked at risk management in
a somewhat fragmented way. However, for a growing number of or-
ganisations, this no longer makes sense and they are adopting a much
more holistic approach. For example, organisations at the forefront of
risk management now have risk committees, which are often chaired
by a main board member or arisk facilitator and which have overall
responsibility for risk management across their organisation. The point
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is that a fragmented approach no longer works. In addition, risk man-
agement has clearly moved up the agenda for the board or management
committee.

Risk management continues to evolve in many ways.

e ‘Threat’ focusbecomes' opportunity’ focuswith aview to taking more
risk to improve profit expectations and to support the organisation.

¢ Multiple passprocessemphasisleadsto thedevel opment of simplefirst
pass approaches to size risk prior to deciding whether or not further
action isrequired.

e Separation of projects/investments from associated corporate/SBU
strategy isincreasingly seen as unhelpful.

 Building proactive risk management into capital investment appraisal,
bidding and contract design isincreasingly seen as fundamental.

¢ Good risk management cannot be achieved by simply adopting any
simple off-the-shelf techniques. It needs careful thought, effort and
recognition of key issuesin each individual case.

¢ Non-monetary appraisals are now seen to be an important part of risk
management, and include:

o Environmental — a key element in most large projects considering
impacts and mitigations measures on the environment during imple-
mentation or operation. An exampleisthe control of pollution from
process and waste plants.

o Health and safety — genera responsibilities under statute such as
Hands at Work Act and under contract law construction, design and
management (CDM) regulations place restrictions on designers to
ensure safe methods of construction.

o Ethical —asinternational and multi-cultural working become more
common the need for ethical awareness is increasing. Contractors
are often selected because they are not involved with arms trade,
child labour, tobacco or drugs.

o People — unmotivated staff, poor teaming, organisational structure,
responsibility for decision making, distribution of work and work-
loads.

o Cost — labour overruns, material overruns, supply overruns, mone-
tary penalties.

o Schedule—missed deliverables, missed market window, missed crit-
ical path activities, unrealistic schedules or programmes.

o Quality — poor workmanship, unfinished details, legal infractions,
untested technology, operation and maintenance of products or
projects.
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3.3 RISK MANAGEMENT

Risk management can be defined as any set of actions taken by indi-
viduals or corporations in an effort to ater the risk arising from their
business (Merna and Smith 1996).

Meulbroek (2002) identifies that the goal of risk management isto:

Maximise shareholder value.
Handy (1999) summarises risk management as:

Risk management isnot a separate activity frommanagement, it ismanagement. . .
predicting and planning allow prevention. . . reaction is a symptom of poor man-
agement.

Risk management deal s both with insurable aswell as uninsurable risks
and is an approach which involves aformal orderly processfor system-
atically identifying, analysing and responding to risk events throughout
the life of a project to obtain the optimum or acceptable degree of risk
elimination or control.

Smith (1995) states that risk management is an essential part of the
project and business planning cycle which:

e requires acceptance that uncertainty exists

e generates a structured response to risk in terms of aternative plans,
solutions and contingencies

e isathinking process requiring imagination and ingenuity

e generates a redlistic attitude in an investment for staff by preparing
them for risk events rather than being taken by surprise when they
arrive.

At its most fundamental level, risk management involves identifying
risks, predicting how probable they are and how serious they might
become, deciding what to do about them and implementing these
decisions.

34 THERISK MANAGEMENT PROCESS -
IDENTIFICATION, ANALYSISAND RESPONSE

In the project management literature, a rather more prescriptive inter-
pretation of risk management is expounded. To devel op the concept as
a management tool, authors have tended to describe the processes by
which risk management is undertaken.
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According to Smith (1995), the process of risk management involves:

identification of risks/uncertainties
analysis of implications

response to minimise risk

alocation of appropriate contingencies.

Risk management is a continuous loop rather than a linear process so
that, as an investment or project progresses, a cycle of identification,
analysis, control and reporting of risksis continuously undertaken.

Risk analysis and risk management have been carried out in many
fieldsfor anumber of decadesand are being increasingly used asintegral
parts of the overall business management approach and on most major
projects; in some cases they have become a mandatory requirement for
financial planning and regulatory approval. Many client organisations
now require contractors to identify potential risksin an investment and
to state how these risks would be managed should they occur.

Despiterisk analysisbeing agrowing element of major projects, there
isno standard to which reference may be madefor techniques, factorsand
approaches. To overcome this a number of organisations and research
authoritieshaveidentified waysto describetherisk management process.
Typically there are a number of phases associated with this process.
Merna (2002) took three processes, namely risk identification, analysis
and response, and implemented a 15-step sequence to account for risk
management. However, four processes had beenidentified by Boswick’s
1987 paper (PMBOK 1996), Eloff et al. (1995) and the British Standard
BS 8444 (BSI, 1996). The Project Management I nstitute’s (PM1s) Guide
to the Project Management Body of Knowledge (PMBOK 1996) also
identifies four processes associated with project risk management.

Chapman and Ward (1997) believe that there are eight phasesin the
risk management process. Each phaseisassociated with broadly defined
deliverables (may betargets not achieved initialy), and each deliverable
is discussed in terms of its purpose and the tasks required to produceit.
Below isasummary of these phases and deliverable structures:

¢ Define. The purposeof thisphaseisto consolidate any relevant existing
information about the project, and to fill in any gaps uncovered in the
consolidation process.

 Focus. The purpose of this phaseisto look for and develop astrategic
plan for the risk management process, and to plan the risk manage-
ment process at an operational level. A clear, unambiguous, shared
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understanding of all relevant aspects of the risk management process,

documented, verified and reported should result from this.

Identify. The purpose of this phaseisto identify where risk may arise,

to identify what might be done about the risk in proactive and reac-

tive terms, and to identify what might go wrong with the responses.

Here, al key risks and responses should be identified, with threats

and opportunities classified, characterised, documented, verified and

reported.

Structure. The purpose of this phase is to test the simplified assump-

tions, and to provide a more complex structure when appropriate.

Benefits here include a clear understanding of the implications of any

important simplifying assumptions about rel ationships between risks,

responses and base plan activities.

e Ownership. At this phase client/contractor alocation of ownership
and management of risk and responses occur, such as the allocation
of client risks to named individuals, and the approval of contractor
alocations. Here, clear ownership and allocations arise; the alloca-
tions are effectively and efficiently defined and legally enforceablein
practice where appropriate.

e Estimate. This phase identifies areas of clear significant uncertainty
and areas of possible significant uncertainty. This acts as a basis for
understanding which risks and responses are important.

e Evaluate. At this stage synthesis and evaluation of the results
of the estimation phase occurs. At this stage, diagnosis of all
important difficulties and comparative analysis of the implications of
responses to these difficulties should take place, together with specific
deliverables like a prioritised list of risks or a comparison of the
base plan and contingency plans with possible difficulties and revised
plans.

e Plan. At this phase the project plan is ready for implementation. De-
liverables here include:

o Base plans in activity terms at the detailed level required for im-
plementation, with timing, precedence, ownership and associated
resource usage/contractual terms where appropriate clearly speci-
fied, including milestones initiating payments, other events or pro-
cesses defining expenditure and an associated base plan expenditure
profile.

o Risk assessment in terms of threats and opportunities. Risks are
assessed intermsof impact given no response, along with assessment
of aternative potential reactive and proactive responses.
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o Recommended proactive and reactive contingency plansin activity
terms, with timing, precedence, ownership and associated resource
usage/contractual termswhere appropriate clearly specified, includ-
ing trigger points initiating reactive contingency responses and im-
pact assessment.

o A management phase that includes monitoring, controlling and de-
veloping plans for immediate implementation. This stage allows
revisiting earlier plans and the initiation of further planning where
appropriate. Also exceptions (change) can be reported after signifi-
cant events and associated further planning.

Corporate and strategi ¢ business elements should also beincluded in the
process outlined by Chapman and Ward, since risks identified at these
levels need to be addressed before a project is sanctioned.

For the purpose of outlining the risk management process, the
PMBOK (1996) system has been used to give a brief description of
the necessary processes, namely:

e risk identification
e risk quantification and analysis
e risk response.

PMBOK (1996) states that project risk management includes the pro-
cesses concerned with identifying, analysing and responding to project
risk. It also includes maximising the results of positive events and min-
imising the consequences of adverse events. The main processes in-
volved in project risk management are discussed bel ow.

3.4.1 Risk Identification

Risk identification consists of determining which risks are likely to af-
fect the project and documenting the characteristics of each one. Risk
identification should address both the internal and the external risks.
The primary sources of risk which have the potential to cause a major
effect on the project should also be determined and classified according
to their impact on project cost, time schedules and project objectives.
The identification of risks using both historical and current informa-
tion isanecessary step in the early stage of project appraisal and should
occur before detailed analysis and alocation of risks can take place.
It is also essential for risk analysis to be performed on a regular basis
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throughout all stages of the project. Risk identification should be carried
out in asimilar manner at both corporate and strategic business levels.

3.4.1.1 Inputsand Outputs of the Risk |dentification Process

In order to investigate what the risk identification process entails, con-
sideration should be given to its input requirements and the outputs or
deliverables expected from it. Risk identification consists of determin-
ing which risks are likely to affect the project and documenting the
characteristics of each one. Inputsto risk identification are given as.

e product or service description

e other planning outputs, for example work breakdown structure, cost
and time estimates, specification requirements

e historical information.

Outputs are:

e sources of risk

e potential risk events

e risk symptoms

* inputs to other processes.

After identification:

e risks should be ‘validated’ — for instance, the information on which
they are based and the accuracy of the description of their character-
istics should be checked.

e risk response options should be considered.

The purpose of risk identification is:

e to identify and capture the most significant participants (stakehold-
ers) in risk management and to provide the basis for subsequent
management

* to stabilisethe groundwork by providing al the necessary information
to conduct risk analysis

* to identify the project or service components

* to identify the inherent risksin the project or service.

3.4.1.2 Participantsin the Risk Management Process

Developing the above points further, before risk identification can
commence the responsibility for undertaking the risk management
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process must be assigned. Whatever the organisational structure within
which the risk management process is undertaken, it must be supported
or ‘championed’ by the highest levels of management or it will not have
accessto therequisiteinformation, neither will the organisation belikely
to benefit from theimplementation of itsrecommendations. Thisisoften
addressed in asimilar way to the value management process by appoint-
ing a strong experienced facilitator to chair meetings where potential
risks are identified and addressed. Participants in the identification will
normally include individuals responsible for carrying out the project
and those having a firm grasp of the business and technical aspects
of the project and the risks confronting it from within and outside the
organisation.

3.4.1.3 Information Gathering and Project Definition

Therisk identification process is dependent on information, which may
or may not be readily available. This may take the form of processed
historical data, often risk registers from previous projects and opera-
tions or information from external sources. The better the informational
foundation of the risk management process, themore accurateitsresults.
Therefore determination of what information isrequired, where and how
it may be collected and when it is needed is central to risk identification.
Thisinvolves:

e gathering existing information about the project including its scope,
objectives and strategy

e filling in gaps in the existing information to achieve a clear,
unambiguous, shared understanding of the project.

34.1.4 Riskldentification Process Outputs

Primarily, aregister of riskslikely to affect the project should result from
the process. A full and validated description of each risk aswell asinitial
response options to each risk should be developed. The key deliverable
isaclear common understanding of threats and opportunitiesfacing the
proj ect.

Figure 3.1 illustrates the risk identification process with its outputs
leading to the inputs in Figure 3.2 for risk analysis. The outputs of
Figure 3.2 are then input into Figure 3.3 for risk response.
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associated with the project by all stakeholders

¢ Initial risk response options

Figure3.1 Therisk identification process

3.4.2 Risk Quantification and Analysis

Risk quantification and analysis involves evaluating risks and risk
interactions to assess the range of possible outcomes. It is primarily
concerned with determining which risk events warrant a response.
A number of tools and techniques are available for the use of risk
analysis/quantification and the analysis process. These are explained in
Chapter 4.
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The major output from risk quantification and analysis is a list of
opportunities that should be pursued and threats that require attention.
The risk quantification and analysis process should also document the
sourcesof risk and risk eventsthat the management team has consciously
decided to accept or ignore, as well as the individual who made the
decision to do so.

Dawson et al. (1995) believe that objectivesin risk management are
an important part of risk analysis. The purpose of risk management is
to determine the balance which exists between risk and opportunities
in order to assist management responses to tilt the balance in favour of
the opportunities and away from risks. These risks and opportunities
might appear different when viewed from a company perspective as
opposed to the more usual ‘project’ perspective. The identification of
risks and opportunities for a project should be based on the objectives
for undertaking the venture, and for a company should be based on the
objectives of the company. These two sets of objectives are different
but inextricably linked; the objectives of a company might include, in
the short term, more experience in a particular type of work, whilst the
risks to a project enabling this to happen might be seen to affect the
profitability of the project and the esteem in which the manager is held.
Hence, in order to perform risk management the objectives must be
clearly defined at each level of an organisation.

There are mainly two types of methods used in the risk quantification
and analysisprocess. These are qualitativerisk analysis and quantitative
risk analysis.

Qualitative risk analysis consists of compiling a list of risks and a
description of their likely outcomes. Qualitative risk analysis involves
evaluationsthat do not result in anumerical value. Instead, thisanalysis
describes the nature of the risk and helps to improve the understanding
of therisk. In this way, analysts are able to concentrate their time and
efforts on areas that are most sensitive to the risk.

Quantitative risk analysis often involves the use of computer mod-
els employing statistical data to conduct risk analysis. Qualitative and
quantitative techniques are discussed in Chapter 4.

Figure 3.2 illustrates the risk quantification and analysis process.

3.4.3 Risk Response

Risk responseinvol ves defining enhancement stepsfor opportunitiesand
responses to threats. Responses to threats generally fal into one of the
following categories.
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* Variation of project outcome values with risk occurrences
* Probability distributions of project outcome values

Figure3.2 Therisk quantification and analysis process

3.4.3.1 Risk Avoidance

Risk avoidance involves the removal of a particular threat. This may
be either by eliminating the source of the risk within a project or by
avoiding projects or business entities which have exposure to the risk.
Al-Bahar and Crandell (1990) illustrate the latter avoidance option
with the example of a contractor wishing to avoid the potential liability
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losses associated with asbestos, and so never acquiring any project that
involves operations with this material. The same scenario, but thistime
considered from the client’s perspective, aso lendsitself asan example
of eliminating a source of risk within a project if the risk is avoided
by redesigning the facility so that it uses an alternative material to
asbestos.

3.4.3.2 Risk Reduction

Since the significance of arisk isrelated to both its probability of occur-
rence and its effect on the project outcomeif it does occur, risk reduction
may involve either lowering its probability or lessening its impact (or
both). The severity of injuries from falling objects on a building site,
for example, may be reduced by the compulsory wearing of hard hats,
while the adoption of safer working practices can lessen the likelihood
of objectsfalling.

3.4.3.3 Risk Transfer

Projects may be seen as investment packages with associated risks and
returns. Sinceatypical project or businessinvolves numerous stakehol d-
ers, it follows that each should ‘own’ a proportion of the risk available
inorder to elicit areturn. For instance, if aproject involvesthe construc-
tion of a facility, some risks associated with that construction should
be transferred from the client organisation to the contractor undertaking
the work; for example, the project is completed within a specified time
frame. In consideration of thisrisk, the contractor will expect areward.
Contractual risk allocation will not be dealt with in detail here but the
fundamental considerations arethe samefor all risk transfers regardiess
of the vehicle by which transfers are facilitated.

Theexampleof thetimeframein aconstruction contract canillustrate
this. The party with the greatest control over the completion date is
the contractor and, as such, is in the best position to manage this risk.
The client stands to lose revenue if the facility is not built by a certain
date and, to mitigate any such loss, includes aliquidated damages clause
in the contract so that, if construction overruns this date, the contractor
compensatesthe client for theloss. The contractor will consider thisrisk
in itstender and can expect that the contract price will be higher than it
would be in the absence of the clause; that is, the transferee imposes a
premium on accepting the risk. However, if the revenue lossislikely to
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be too great for the contractor to compensate for, thereislittle sensein
transferring the risk in this way.

Insurance is a popular technique for risk transfer in which only the
potential financial consequences of a risk are transferred and not the
responsibility for managing the risk.

Financial markets provide numerous instruments for risk transfer in
the form of ‘hedging’. Thisis best illustrated by way of example: the
fluctuation in the price of aninput may be‘hedged’ through the purchase
of futures options so that in the event of a future price rise, the (lower
than current market value) options soften the effect. Consequently, the
benefitsof aprice decrease arelessened by the cost of the futuresoptions.
Options, futures, futures options, swaps, caps, collarsand floorsare only
some of the instruments available to cover such risk.

Basically, risk transfer is the process of transferring risk to another
participant in the project. Transferring risk does not eliminate or reduce
the criticality of therisk, but merely leavesit for othersto bear the risk.
Flanagan and Norman (1993) state:

Transferring risk does not reduce the criticality of the source of the risk, it just
removesit to another party. In some cases, transfer can significantly increaserisk
because the party to whom it is being transferred may not be aware of the risk
they are being asked to absorb.

Therefore, several factors have to be considered when making the deci-
sion to transfer risks. Who can best handle the risks if they materialise?
What is the cost/benefit of transferring risk as opposed to managing the
risk internally?

3.4.3.4 Risk Retention

Risks may be retained intentionally or unintentionally. Thelatter occurs
as aresult of failure of either or both of the first two phases of the risk
management process, thesebeingrisk identificationandrisk analysis. If a
risk isnot identified or if its potential consequences are underestimated,
then the organisation is unlikely to avoid or reduce it consciously or
transfer it adequately.

In the case of planned risk retention, this involves the complete or
partial assumption of the potential impact of arisk. Assuggested above,
arelationship between risk and return exists such that, with no risk ex-
posure, an enterprise cannot expect reward. |deally, retained risk should
be that with which the organisation’s core value-adding activities are
associated (risk which the organisation is most able to manage) as well
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as those risks which may be dealt with more costeffectively by the
organisation than external entities (since risk transfer and avoidance
must necessarily come at a premium). Finally, risk reduction may only
be cost effective up to a point, thereafter becoming more costly than
beneficial.

3.4.4 Selection of Risk Response Options

At this stage of the risk management process, alternative risk response
options will have been explored for the more significant risks. Either
risk finance provisions or risk control measures (or both) for each risk
now require consideration and implementation.

3.4.5 Outputsfrom the Risk Response Process

Each significant risk should be considered in termsof which project party
should ‘own’ it and which risk response options are suitable for dealing
with it. The most appropriate response option or options in accordance
with the corporate risk management policy and, consequently, the re-
sponse strategy or strategies must then be selected. Figure 3.3 illustrates
the risk response process.

3.4.6 Risk Management within the Project Life Cycle

Risk management is not adiscrete single activity but adynamic process,
which becomes continuously more refined through its repetition during
a project’s life cycle. PMBOK (1996) suggests that each of the major
processes of risk management will occur at least once in every phase of
the project. (Projects are divided into severa phases which are collec-
tively referred to as the project life cycle.) Thompson and Perry (1992)
and Simon et al. (1997) support the continuous application of risk man-
agement throughout the project life cycle, though the former observe
that it is ‘most valuable early in a project proposal, while there is still
the flexibility in design and planning to consider how the serious risks
may be avoided’.

Chapman (1998) also addresses the issue of the application of arisk
management process earlier or later inthe project life cycle. He suggests
that while earlier implementation will yield greater benefits, the lack of
aproject definition at this stage will make implementing arisk manage-
ment process more difficult, less quantitative, less formal, less tactical
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Figure3.3 Therisk response process

and more strategic. Conversely, at a stage of more accurate project def-

inition, where implementation is easier, it isless beneficial.

In light of the above, thisinitial implementation of the risk manage-
ment process should not only facilitate appraisal decision making, but
also be seen asthefirst cycle of the risk management process within the

project life cycle.
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3.4.7 TheTasksand Benefits of Risk M anagement

The task of risk management is not to create a project or business that
istotally free of risks (no undertaking regardless of size and complexity
is without risk), but to make the stakeholders aware of the risks, both
negative and positive, help them to take well-calculated risks and to
manage risks efficiently. As this is necessary in every project phase
from identification to implementation and operation, risk management
should be used in each of these phases.

Chapmanand Ward (1997) believerisk management hasthefollowing
benefits:

e The risks associated with the project or business are defined clearly
and in advance of the start.

* Management decisions are supported by thorough analysis of the data
available. Estimates can be made with greater confidence.

e Improvement of project or business planning by answering ‘what if’
questions with imaginative scenarios.

e The definition and structure of the project or business are continually
and objectively monitored.

e Provision of aternative plans and appropriate contingencies and con-
sideration concerning their management as part of arisk response.

e The generation of imaginative responses to risks.

» The building up of a statistical profile of historical risk which alows
improved modelling for future projects.

The benefits of risk management can also be expressed as follows:

¢ Project or business issues are clarified, understood and allowed from
the start of a project.

¢ Decisions are supported by thorough analysis of the data avail able.

e The structure and definition of the project or business are continually
and objectively monitored.

 Contingency planning alows prompt, controlled and previously eval-
uated responses to risks that may materialise.

e Clearer definitions of specific risks are associated with a project or
business.

 Building up a statistical profile of historical risk to alow better
modelling for future projects and investments.

Risk management requires the acceptance that uncertainty exists, a
thinking process with ingenuity and imagination, and also a realistic
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attitude of the management in the evaluation of possible risks. As risk
analysisis part of risk management it helps the project or commercial
manager to anticipate and thus control future events (with risk response)
and not be taken by surprise by the occurrence of already identified
risks. It must be stressed that realistic base data (realistic assumptions)
concerning cost, revenue, duration and quality are an essential prerequi-
sitefor risk analysis. If therisk analysisis based on unrealistic base data
(oftenthebasedatain feasibility studiesaretoo optimistic) theresultsare
not only unrealistic economic parameters but also can mislead investors
and both project and commercial managers by giving the (unrealistic)
base data a sort of scientific approval.

3.4.8 TheBeneficiariesof Risk Management

In 1991 the Association for Project Management (APM) set up a spe-
cia interest group (SIG) on risk management to conduct a survey of
practitioners to identify the beneficiaries of implementing risk manage-
ment. The results were published in its mini-guide on PRAM (Project
Risk Anaysis and Management) in March 1992. The beneficiaries
are:

e an organisation (corporate and SBU) and its senior management for
whom aknowledge of therisksattached to proposed projectsisimpor-
tant when considering the sanction of capital expenditure and capital
budgets

e clients, both internal and external, as they are more likely to get what
they want, when they want it and for the cost they can afford

e project managers who want to improve the quality of their work, such
as bring their projects within cost, on time and to the required perfor-
mance.

The beneficiaries of risk management would be not only at the project
level, but also at corporate and strategic business levels, as well as the
stakeholders.

The potentia benefits of implementing risk management can be cat-
egorised into two types:

1. *hard benefits' — contingencies, decisions, control, statistics and the
like
2. ‘soft benefits’ — people issues.
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Table3.1 The hard and soft benefits of risk management (Adapted from Newland
1992, Simister 1994)

Hard benefits

Enables better informed and more believable plans, schedules and budgets

Increases the likelihood of a project adhering to its plans

L eads to the use of the most suitable type of contract

Allows a more meaningful assessment of contingencies

Discourages the acceptance of financially unsound projects

Contributes to the build up of statistical information to assist in better management
of future projects

Enables a more objective comparison of aternatives

Identifies, and allocates responsibility to, the best risk owner

Soft benefits

Improves corporate experience and general communication

Leads to acommon understanding and improved team spirit

Assistsin the distinction between good luck/good management and bad
luck/bad management.

Helps develop the ability of staff to assessrisks

Focuses project management attention on the real and most important issues

Facilitates greater risk taking thus increasing the benefits gained

Demonstrates a responsible approach to customers

Provides a fresh view of the personnel issuesin a project

These arelisted in Table 3.1.

Table 3.2 illustrates the differing views of academics and practising
managers with respect to risk and risk management. Typically risk has
been considered as a threat to industry whereas the academic view is
that risk can have both threats and opportunities and should be consid-
ered in greater detail from which strategies can be developed and risk
management constantly applied.

Any organisation that is complacent about managing the significant
risksit faces will surely fail. The Turnbull Report (1999) is a reminder
of this and is aso an opportunity to review what an organisation has
in place and to make the appropriate changes. Risk management can
be considered as the sustainability of a business within its particular
environment. In the past large corporate failures have occurred because
risk assessment has been wrong or never even considered. Reichmann
(1999) states:

One of the most important lessons | have ever learnt, and | didn’t learn it early
enough, isthat risk management is probably the most important part of business
leadership.



60 Corporate Risk Management

Table3.2 Theviews of academics and practitioners regarding risk and risk
management

Academic view View of practising managers

® Risk isdefined in terms of possible ® Risk defined as the downside
outcomes and variability potential of acourse of action

® Risk can be calculated and factored ® Experience and intuition are more
in the expected outcome of a course highly regarded than mathematical
of action models and ‘ expected outcomes’

* Risk isakey element of strategic ® Not adequately considered generally
management in management practice

® Risk management assumed to be e Different risk strategies applied in
consistently applied business areas depending on strategic

importance
® Risk isan objective measure ® Risk factors are subject to

interpretation and gut feeling. The
eventual outcomeislikely to
determine the quality of adecision; a
bad outcome was a mistake in the
first place

However, organisations do need to be pragmatic. Risk isneeded in order
to gain reward. Thisis clearly addressed in the Turnbull Report (1999)
which states that ‘ risk management is about mitigating, not eliminating
risk’. By endorsing the Turnbull Report and complying with the Com-
panies Act the board of directors of an SBU have overall responsibility
and ownership of risks.

To managerisk effectively organisations heed to have prevention and
response strategies in place. Prevention strategies are there to help or-
ganisations understand the significant risks that they may face and to
manage these risks down to acceptable levels. Response strategies need
to be devel oped to enabl e organisations to respond, despite their efforts,
to any risks that do crystallise, so as to reduce their impact as far as
possible.

3.5 EMBEDDING RISK MANAGEMENT INTO
YOUR ORGANISATION

Risk management cannot simply be introduced to an organisation
overnight. The Turnbull Report (1999) liststhefollowing seriesof events
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that need to take place to embed risk management into the culture of an
organisation:

 Riskidentification. Identify on aregular basisthe risks that face an or-
ganisation. This may be done through workshops, interviews or ques-
tionnaires. The method is not important, but actually carrying out this
stageiscritical.

* Risk assessment/measurement. Once risks have been identified it is
important to gain an understanding of their size. This is often done
on a semi-quantitative basis. Again, the method is not important, but
organisations should measure the likelihood of occurrence and the
impact in terms of both image and reputation and financial impact.

 Understand how therisksare currently being managed. It isimportant
to profile how the risks are currently being managed and to determine
whether or not this meets an organisation’s risk management strategy.

¢ Report therisks. Setting up reporting protocols and ensuring that peo-
ple adhere to such protocols are critical to the process.

¢ Monitor therisks. Risks should be monitored to ensure that the critical
ones are managed in the most effective way and the less critical ones
do not become critical.

e Maintain the risk profile. It is necessary to maintain an up-to-date
profile in an organisation to ensure that decisions are made on the
basis of complete information.

3.6 RISK MANAGEMENT PLAN

A risk management plan (RMP) forms the basis of all risk management
actions and further risk activities for corporate, strategic business and
project levels. Based on the findings reported in a recent questionnaire
(Merna 2002) the contents of such a plan might be:

e assignment of risk management responsibility

« the corporate risk management policy

* risk identification documentation — risk register, initial response op-
tions

e risk analysis outputs — risk exposure distribution within the project,
most significant risks, variation of project outcome values with risk
occurrences, probability distributions of project outcome values

 selected risk response options — risk allocation among project par-
ties, provisions, procurement and contractual arrangements concern-
ing risk, contingency plans, insurance and other transfer arrangements
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» monitoring and controlling — comparison of actual with anticipated
risk occurrences, control of the project with regard to the RMP

¢ maintenance of the risk management system —measures to update and
maintain the RM P continuously and refine it

* evaluation —recording risk information for further RMP cycleswithin
the project and for future projects.

Fraser (2003) highlights some key recommendationsthat are fundamen-
tal for the development of a successful risk management system (RMS):

e Executive level sponsorship and leadership for the programme is re-
quired.

¢ An RMS requires cultural and behavioural change.

¢ The operating management and business owners must take ownership
of and be committed to the programme.

e Theremust beaformal structureand framework in place—theapproach
has to be transparent and when risks are identified and prioritised,
information has to be shared across the board.

3.7 EXECUTIVE RESPONSIBILITY AND RISK

Risk management itself is fraught with risk. Any company that adopts
an inappropriate approach to risk runsthe danger of seriously damaging
its business. It is important that companies understand that risk man-
agement is not an add-on but an integral part of the business. Often
risk management forms part of an integrated management system along
with quality management, planning, health and safety management, and
change management. In a competitive economy, profits are the result
of successful risk taking. If you are not taking much risk, you're not
going to get much reward. Against this background, the Turnbull Report
(1999) on companies' internal control and risk management, endorsed
by the London Stock Exchange in the same year, strives not to be abur-
den on the corporate sector, but rather to reflect good business practice.
The present authors suggest that by accepting ‘best practice’ at each
organisational level many of the risks emanating from poor practice will
be alleviated. Companies should implement any necessary changesin a
way that reflects the needs of their business and takes account of their
market. As and when companies make those changes, they should dis-
cover that they areimproving their risk management and, consequently,
get a benefit that justifies any cost.
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The Turnbull Report is not just about avoidance of risk. It is about
effective risk management: determining the appropriate level of risk,
being conscious of the risks you are taking and then deciding how you
need to manage them. Risk is both positive and negative in nature. Ef-
fective risk management is as much about looking to make sure that
you are not missing opportunities as it is about ensuring that you are
not taking inappropriate risks. Some companies will seek to be more
risk averse than others. However, al should be seeking to achieve a bal-
ance between encouraging entrepreneurialism within their business and
managing risks effectively.

In order for acompany to be ableto identify what risksit istaking and
thoseit is not prepared to take, it must first identify itslong-term objec-
tives. Some companies have been much better than othersin identifying
in a concise but operational way what their business is about. Having
identified their objectives, companies should not seek to identify, say,
1001 risks. Boards of directors at both corporate and strategic business
levels should focus on what they believe to be their main businessrisks.
The authors believe a reasonable number to manage and concern your-
self about is 15-25. These risks will depend on the industry and the
particular circumstances of the company and its projects at any given
time.

When ng the risks an organisation facesit isimportant to have
the full support of the relevant board and that they appreciate the impor-
tance and understand the benefits of risk management. The board should
receive regular reports from management so that they are fully conver-
sant with therisksidentified and those which appear asmoreinformation
becomes more apparent. There is a danger that if risk is not addressed
in a holistic manner by the board, larger risks which are hard to define,
such as corporate reputation, will not be properly addressed. They may
be partially considered in each of the organisation’s decisions, but gaps
will beleft, or they may not be addressed at all. Recent evidence (Merna
2002) shows that in the past some companies viewed risk management
in too narrow away. Then risk management simply meant ‘insurance’.
However, companies should stop and ask themselves:

¢ Have we got an integrated approach to risk management?
¢ How arethe risks covered — by insurance, by internal audit, or ssmply
at aloose end?

Aswith any process, the output is only as good as the input. Unless or-
ganisations have effective systems for identifying and prioritising risks,
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there is a danger that they will build their controls on very shaky foun-
dations. Having an effective system means that people at al levels, in
different parts of the organisation, are involved in determining its main
risks. Unlessthisis done, the danger arises that the organisation'sRMS
will be no more than a bottom-up process where lots of people work
independently, resulting in aggregated ideas adding very little input. At
the other end of the scale, the opposite may occur. If the identifica-
tion and prioritisation of risk is done at the top by one person, or by a
group of people, they could misssomevery important strategic business,
project and operational risks. Ultimately it should not be about choosing
abottom-up or top-down approach. There needsto be a mixture of both.

The authors suggest that there are a number of benefits to project
professionals of building a simple decision-making support package
and integrating risk assessment into the frameworks or standards they
need to adhereto in their respective industries, which include:

* provides an easy and flexible structure to manage data and associated
software

e promotes earlier management buy-in to a project

e prompts users to challenge and validate that data used are suitable,
thus reducing risk

* providesasimpleyet effective framework for decision making (asrisk
management is part of the decision-making process) and data storage

e provides a basis for identification and interrogation of subjective de-
cisions and their associated risks

e decisions can be structured on the basis of confidence to proceed to
the next decision

* reduction of risk associated with incorrect or out-of-date data

* provides quality assurance by allowing users to validate or challenge
decisions

e al data, players and decision logic can be revisited

e decisions can be made in parallel and retraced

¢ decisions can be deferred due to i nsufficient data, unsuitable software
or non-availability of decision-makers

e ensuresthat all stakeholderswithinput areinvolved in decision making

¢ decisions can be madein advance, if beneficial to do so, in the knowl-
edge that al necessary data are available

e the system can be continually updated to accommodate new data and
software
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e can be accessed by any project team member at any stage of the project
lifecycle
» can be easily integrated into a project organisation.

3.8 SUMMARY

Risk management involves identifying risks, predicting how probable
they are and how serious they might become, deciding what to
do about them, and implementing these decisions. Despite the apparent
widespread uptake of risk management, the extent to which risk pro-
cesses are actualy applied is somewhat variable. Many organisations
adopt a minimalist approach, doing only what is necessary to meet
mandatory requirements, or going through the motions of arisk process
with no commitment to using the results to influence current or future
strategy.

This chapter has discussed risk management, not only at the project
level but at corporate and SBU levels. To ensure that risks are assessed
effectively at all these levels it is paramount that a risk management
processis devel oped so that all stakeholders are made aware of therisks
associated with an investment.






4
Risk Management Tools

and Techniques

4.1 INTRODUCTION

The management of risk is currently one of the main areas of interest
for researchers and practitioners working in a wide range of projects
because of the benefits of the process. Risk management is one of the
key project management processes. Numerous techniques are available
to support the various levels of the risk management process.

Risk management isatool whichisincreasingly used in organisations
and by public bodies to increase safety and reliability and to minimise
losses. It involves the identification, evaluation and control of risks. Im-
plicit in the processis the need for sound decision making on the nature
of the potentia socio-technical systems and their predicted reliability.
The need for safety measures and guidance as to where they should
be displayed are, in theory, the natural products of combined proba-
bilistic risk assessment/human reliability analysis (PRA/HRA) studies.
In an ideal world, good assessment should always drive effective error
reduction.

This chapter describes the tools and techniques used in the assess-
ment of risk, both qualitative and quantitative, and country risks which
are often considered a major factor in risk assessment. The tools and
techniques described can be used at corporate, strategic business and
project levels.

4.2 DEFINITIONS

French and Saward (1983) describe atool as any device or instrument,
either manual or mechanical, which is used to perform work.

Distinguishing between atool and technique is difficult. For the pur-
pose of this book the present authors define tools as:

The methodol ogy which employs numerous techniques to achieve itsaim.
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For example, risk management (tool) employs numerous techniques
such assensitivity analysis, probability analysisand decisiontrees. Value
management (tool) employs such techniques as functional analysis, op-
tioneering and criteria weighting.

4.3 RISK ANALYSISTECHNIQUES

There are two main categories of risk analysis techniques: qualitative
and quantitative. Qualitative methods seek to comparetherelative signif-
icance of risksfacing aproject in terms of the effect of their occurrence
on the project outcome. Simon et al. (1997) suggest that the information
obtained from qualitative analysis is nearly always more valuable than
that from quantitative analysis and that the latter is not aways neces-
sary. Thompson and Perry (1992) recommend qualitative analysis for
developing an initial risk assessment.

Quantitativetechniquesattempt to determine absol ute val uerangesto-
gether with probability distributions for the business or project outcome
and, consequently, involve more sophisticated analysis, often aided by
the use of computers. According to Simon et al. (1997), to achieve this,
amodel is created of the project under consideration. It is then mod-
ified to quantify the impacts of specific risks determined by an initia
assessment using qualitative techniques. The model will include all the
elements which are relevant to the risk analysis and, against these ele-
ments, uncertain variables can be entered (rather than fixed values) to
reflect areas of significant uncertainty.

4.3.1 Choice of Technique(s)

AccordingtoNorris(1992) and Simon et al. (1997) indeterminingwhich
of the available analysis techniques is most suitable for application to a
particular investment, management should consider:

e the availability of resourcesfor analysis — human, computational and
time

e the experience of the analysts with the different techniques

e the size and complexity of the project

e the project phase in which the analysis takes place

e the available information

e the purpose of the analysis.
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In any analysis or assessment where data are required then the data
should be considered as follows:

e Accuracy: are data accurate?

Adequacy: are they adequate for the purpose of project?

Relevancy: are they relevant to the subject?

Coherence: hastheinformation been classified in an orderly and mean-

ingful way?

Impartiality: has the analyst remained unbiased?

e Direction: does the analytical procedure lead to conclusions/
decisions?

e Logicality: isthe reasoning sound?

e Validity: are comparisons, interpretations and implications valid?

The following provides a brief overview of some of the analysis tech-
niquesin use.

4.4 QUALITATIVE TECHNIQUESIN
RISK MANAGEMENT

4.4.1 Brainstorming

Originating in Madison Avenue in the 1950s, brainstorming was long
considered the preserve of those wild and wacky folk in advertising. In
morerecent years, however, it has spread into the mainstream and isnow
used by businesses of all kinds, not to mention civil servants, engineers,
project managers and scientists or, indeed, anyone with a problem to
solve.

The optimum size for a brainstorming session is 12 people and the
ideal length of time is between 15 and 45 minutes, though sessions can
last all day (Sunday Times 2001). The basic rules can be summarised as:

imposition of atime limit

aclear statement of the problem at hand

amethod of capturing the ideas, such as a flipchart

somewhere visible to leave the ideas and let them incubate

adoption of the principle that no ideais abad idea

suspension of judgement

encouragement of participantsto let go of their normal inhibitionsand
let themselves dream and drift around the problem

encouraging quantity rather than quality (evaluation can come later)
e cross-fertilisation by picking up group ideas and devel oping them.
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Chapman (1998) states that ‘ the brainstorming process, borrowed from
busi ness management and not specifically created for risk management,
involves redefining the problem, generating ideas, finding possible solu-
tions, devel oping sel ected feasi ble sol utions and conducting eval uation’ .
However, Bowman and Ash (1987) believethereisatendency for groups
to make riskier decisions than individuals because of factors such as
dispersed responsibility, where influential members of the groups have
more extreme views and moderate members remain silent.

442 AssumptionsAnalysis

Assumptionsanalysisisan intuitive technique and iswhere assumptions
typically madein project planning areidentified. They are then assessed
as to what impact their proving false will have on the project outcome.
Assumptions to which the outcome is seen to be sensitive and which
have a likelihood of proving false will form the basis of a list of risks
(Simon et al. 1997). However, there isadanger that not all assumptions
will be identified since alarge number of them will be implicit.

443 Delphi

This is a technique for predicting a future event or outcome, in which
agroup of experts are asked to make their forecasts, initially indepen-
dently, and subsequently by consensus in order to discard any extreme
views. In some circumstances subjective probabilities can be assigned
to the possible future outcomes in order to arrive at a conclusion.

Delphi isan intuitive technique and was devel oped at the RAND Cor-
poration for technical forecasting. M erna(2002) stated that thetechnique
involves obtaining group consensus by the following process:

¢ Respondents are asked to give their opinion on the risks pertaining to
aproject or investment.

e A chairperson then collates the information and issues a summary of
thefindingsto the respondentsrequesting that they revisetheir opinion
in light of the group’s collective opinion.

e These steps are then repeated until either consensus is reached or the
chairperson feels that no benefit will result from further repetitions.

The respondents are isolated from one another to avoid conflict and
interact only with the chairperson. The Delphi process tends to take
place through either the postal service or electronic interactive media.
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Chapman (1998) cites that benefits from the Delphi Technique in-
clude that participants are free from group pressures and pressures of
conformity, personality characteristics, and compatibility are avoided.

444 Interviews

This intuitive technique is used where information requirements need
to be more detailed than a group can provide, or where group work is
impractical. Interviews provide a means of soliciting information from
individuals. Often corporate-level personnel will request interviewswith
project personnel to elicit information regarding potentia risks at the
project level which may affect the commercial viability of the project
and thus affect the financial stability of the SBU undertaking it.

445 Hazard and Operability Studies (HAZOP)

‘HAZOP is an inductive technique and was developed by Imperid

Chemicals Ltd for risk identification in chemical process plants. It isa
type of structured brainstorming whereby a group systematically exam-
inethe elements of aprocessand define theintention of each (Ansell and
Wharton 1995). Frosdick (1997) cites guidewords such as‘naot’, ‘more’

and ‘less’ to be used to identify possible deviations from the intention.
Such deviations can then be investigated to eliminate their causes as far
as possible and minimise the impact of their consequences.

The HAZOP approach isflexible and can be used to identify potential
hazardsin facilities of all kindsat all stages of their design and devel op-
ment. Alternatively, areview of contingency plans at an existing facility
could be more comprehensively informed by aHAZOP exercise, which
could identify hazards not previously planned for.

4.4.6 Failure Modesand Effects Criticality Analysis (FMECA)

FMECA is an inductive technique and undertaken by a single analyst
with athorough knowledge of the system under investigation. Thistech-
nique may focus either on the hardware involved, with a concentration
on potential equipment failures, or on events, with an emphasis on their
outputs and the effect of their failure on the system. Every component of
the system is considered and each mode of failure identified. The effects
of suchfailureontheoverall system arethen determined (Frosdick 1997,
Ansell and Wharton 1995). Thistechnique usesatype of weighted score
to identify areas of aproject most at risk of failure. In aroutine situation
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FMECA is generally used at strategic business and project levels, it
highlights areas of concern and it effectively points resources towards
the perceived problem areas. The technique is often used for auditing
company hardware (computer) and equipment.

447 Checklists

Checklists are deductive techniques derived from the risks encountered
previously and provide a convenient means for management to rapidly
identify possiblerisks. They taketheform of either aseriesof questions
or alist of topicsto be considered. Organi sations may generate checklists
for themselves or make use of standard checklists available for their
particular industry or sector.

448 Prompt Lists

These are deductive techniques and classify risks into type or area
groups, for example financial, technical and environmental, or the task
groupswith which they are associated, for example design, construction
and commissioning. They may be general, industry or project specific.

449 Risk Registers

A risk register is a document or database which records each risk per-
taining to aproject or particular investment or asset. Asan identification
aid, risk registers from previous, similar projects may be used in much
the same way as checklists.

The risk register enables the data collected during the risk manage-
ment identification processto be captured and saved, for review and asa
data container for information on the choice of risk software. There are
anumber of ‘prerequisite’ dataitems necessary within the risk register,
asfollows:

e Thetitle of the project. This should briefly describe the project.

e The project ID. This allows identification of specific projects where
multiple projects are being devel oped.

e Theactivity ID.

e The activity acronym.

e The team leader’s name, and the names of the individual teams. This
information is necessary should any further investigation be needed
or any queriesin regard to the original risk assessment be raised.
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Priority | Description|Probability| Impact [Owner | Key |Current | Review
Dates | Actions | Date

1
2

Xn

Figure4.1 Typical summary of arisk register output

e Activities. Thiscolumn isalist of activity descriptions, preferably in
order of sequence. Theregister may beused for network or spreadsheet
models.

e Procedure. This is important for network-based risk software pack-
ages. It identifiesthelinkage between the activitiesfrom start to finish.

e Most likely. Estimated by the expert for the activities, thisis avalue
used in the risk software package around which the optimistic and
pessimistic values operate. This is commonly referred to as a three-
point estimate.

Figure4.lillustratesatemplate for the summary of arisk register output
that can be used at corporate, strategic business or project levels.

Risk measure charts can be devel oped from therisk register. The goal
of arisk measure chart is not to solve therisks, but to assign tasksto the
responsible party. For example:

e scenario — change in government
e action — foster political neutrality; predict scope or contract changes
by new officials.

From these tasks, the responsible party can in turn perform risk analyses
in further detail.

4.4.10 Risk Mapping

Thisinvolvesthe graphical representation of risks on atwo-dimensional
graphwhereoneaxisrelatesto the potential severity of arisk eventuating
and the other to the probability of it doing so (Figure 4.2). Risks are
considered in turn and plotted on the graph. Iso-risk curves drawn on
the graph connecting equivalent risk with differing probability/severity
serve to guide the analysts in determining the relative importance of the
risks which they plot (Al-Bahar and Crandell 1990).
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Figure4.2 Risk mapping concept

4.4.11 Praobability-lmpact Tables

Probability—I mpact (P-1) tablesare used to assesstherel ativeimportance
of risks. As with risk mapping, the probability of occurrence and the
potential impact of arisk is determined by selecting from a range of
low/medium/high, for example. The numerical meaning of each of the
scale points should be predetermined for the project and investment.

P-l scores are then derived for each risk by multiplying their proba-
bility scores by their impact scores, allowing direct comparison of the
risks—the higher the P-I score, the greater the severity of therisk (Simon
etal. 1997). An example of P-I tablesisshown in Figure4.3. Probability
impact grids will be discussed later in this chapter.

4412 Risk Matrix Chart

The risk matrix chart is often used to segregate high-impact risks from
low-impact risks. Figure 4.4 illustrates how the risk matrix chart partly
qualifies the probability and impact of arisk, and is often used in risk
management workshops where risks are identified and then assessed in
termsof their impact and probability. For example, therisk of employees
being late for work would be classed as a kitten since little attention is
needed because employees finish their work in their own time. Rain in
Manchester ishighly probable but haslittleimpact on construction work
since operatives are trained to take specific measures to deal with such
events. Thiswould be classed as a puppy. Flooding of business premises
could havealow probability dueto itslocation but should flooding occur
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Impact on Probability
Scale Probability | Probability Cost Time Impact
Score Increase Increase Score
V. Low <10% 0.1 <5% <1 month 0.05
Low 10-30% 0.3 5-10% 1-2 month 0.1
Medium 30-50% 0.5 10-15% 3-4 month 0.2
High 50-70% 0.7 15-30% 5-6 month 0.4
V. High >70% 0.9 >30% >6 month 0.8
Probability
V.Low 0.1 | Low 0.3 | Medium 0.5 | High 0.7 | V. High 0.9
V. Low 0.05 0.005 0.015 0.025 0.035 0.045
5 Low 0.1 0.01 0.03 0.05 0.07 0.09
% Medium 0.2 0.02 0.06 0.10 0.14 0.18
High 0.2 0.04 0.12 0.20 0.28 0.36
V. High 0.8 0.08 0.24 0.40 0.56 0.72

Figure4.3 Probability—impact tables (Adapted from Allen 1995)

PUPPIES
(High Probability, Low
Impact)
Can do damage but little
training to ensure not

TIGERS
(High Probability, High
Impact)
Dangerous and need to
be neutralised as soon as

PROBABILITY

much trouble. possible.
KITTENS ALLIGATORS
(Low Probability, Low (Low Probability, High
Impact) Impact)

Little attention needed as
project can be tolerated.

Dangerous but can be
avoided with care.

IMPACT

Figure4.4 Risk matrix chart

v
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it would have a major impact on the businesse’s profits. This alligator
is managed by ensuring that flood protection is in place or by storing
finished goods in awater tight structure. In the drug development phase
of a pharmaceutical product the side effects of ‘first in man’ tests are
highly probable and may have ahighimpact. Thistiger isoften mitigated
by keeping the tests down to a small sample and by ensuring volunteers
are insured against long-term effects.

Typically the tigers and alligators are mitigated before the puppies
and kittens.

4.4.13 Project Risk Management Road Mapping

Table 4. illustrates the overall processes and applications that may be
considered in the choice of arisk management system.

Each category of the road map in the table presents, firstly, the sim-
plest techniques, followed by gradually increasing levels of work and
complexity. Itisimportant to focus on the added valuewhich isprovided
by the subsequent level when you are trying to identify the appropriate
level for aparticular situation.

Many of such qualitative analysis methods are used at corporate and
SBU levels in the early stage of project definition when little detailed
information is available.

45 QUANTITATIVE TECHNIQUESIN
RISK MANAGEMENT

Quantitative techniques are used when the likelihood of the investment
or project achieving its objectives within time and budget is required —
typically for budget authorisation or presentation of the project’s status
to the board of directors.

It should be borne in mind that the output from quantitative analysis
is only as good as the input information, so adequate time should be
allowed for its collection and validation.

45.1 Decision Trees

Management are often faced with multiple choices, which in turn are
faced with many options. In many cases management only have the
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resources to opt for one, which presents management with the problem
of opportunity cost. However, deciding to adopt an option can bedifficult
and a useful technique to assess options is the decision tree. This tech-
nique explores various investment options available to the decision-
maker under risk and uncertainty which are graphically represented in
the form of sequential decisions and probability events (Merrett and
Sykes 1983).

PMBOK (1996) describes decision trees as diagrams that depict key
interactions between decisions and associated chance events asthey are
understood by the decision-maker. Decision trees show a sequence of
interrel ated decisionsand the expected outcomes under each possibl e set
of circumstances. Where probabilities and values of potential outcomes
are known, they are used as a method of quantification which aids the
decision-making process.

The aim of the decision treeisto produce an expected value for each
option which is the sum of the probabilities and their weighted values.
The diagram begins with a decision node at the top of the sheet and
consequential chance events and decisions are drawn sequentiadly as
the decision-making process proceeds from top to bottom. Decisions
are depicted as square nodes. These are linked by labelled straight lines
or ‘branches’ which denote either decision actions if they stem from
decision nodes or aternative outcomes if they stem from chance event
nodes (Hertz and Thomas 1983, 1984, Gregory 1997).

Figure 4.5 illustrates a typical decision tree. The example forecasts
possible outcomes from opening or not opening a new factory. The ex-
ampletakes account of competitor reaction and the state of the economy,
and the decision of whether to go ahead or not is expressed statistically
as return on capital employed (ROCE).

According to Thompson and Perry (1992), this technique can help
clarify and communicate a sequence of choices and decisions. Thetech-
nique has been used in industry to decide methods of construction,
contractual problems and investment decisions. In theory the technique
could be used in any situation where there is an option, or opportunity
cost, and a decision is needed.

45.2 Controlled Interval and Memory Technique

The controlled interval and memory (CIM) model provides amathemat-
ical means of combining probability distributions for individual risks.
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Open New Don’t Open New
Factory Factory
. Competitor i Competitor
Competitor Does Not Competitor Does Not
Opens New Open New Opens New Open New
Factory Factory Factory Factory
Recession Boom Recession Boom Recession Boom Recession Boom
Sales 100 150 120 300 60 100 100 125
Return on Sales 5 10 5 20 0 3 5 6
Operating Profit 5 15 6 40 0 3 5 705
Capital 90 90 90 90 50 50 50 50
Employed
ROCE (%) 6 17 7 44 0 6 10 15
Probability 0.1 0.1 0.4 0.4 0.25 0.25 0.25 0.25

Expected value of ROCE
=0.1(6) + 0.1(17) + 0.4(7) + 0.4(44)
=22.2%

E Expected value of ROCE

=0.25(0) + 0.25(6) + 0.25(10) + 0.25(15)

=7.8%

Figure4.5 Typica decision tree (Adapted from Marshell 2000)

According to Simon et al. (1997) this technique has largely been super-
seded by simulation techniques and is not widely used.

453 Monte Carlo Simulation

This technique derives its name from its association with chance or
uncertain situations and its use of random numbers to simulate their
consequences. Simulation is an art and science of designing a model
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which behaves in the same way as a real system. The model is used
to determine how the system reacts to different inputs. Four important
steps are required as follows:

1

2.
3.

Assign a probability distribution to each variable which affects the
IRR/NPV (see below).

Assign the range of variation for each variable.

Select avaluefor each variable within its specific range. Thisisdone
in such a way that the frequency with which any value is selected
corresponds to its probability in the distribution.

. Carry out adeterministic analysiswith the input values sel ected from

their specified distributionsin random combinations. Each timeanew
valueisgenerated for each variable, anew combination isobtained —
hence anew deterministic analysisisdone. Thisisrepeated anumber
of times to obtain a result. The number of combinations of proba-
bility distributions required is usually between 200 and 1000. The
greater number of iterations used will result in increased accuracy.
The diagrammatic output of a Monte Carlo simulation in the form of
acumulative probability distribution diagramisshown in Figure 4.7.
A brief assessment of the strengths and weaknesses of Monte Carlo
simulations is shown in Table 4.2.

Table4.2 Monte Carlo simulation strengths and weaknesses

Strength

Weakness

Stochastic — easier to compute for

Probability distributions are assumed

multiple inputs based in part on previous experience

Allows a probability distribution to be
used avoiding single point
estimations

Provides a more representative
prediction of risk, provided initial
assumptions are reasonable

Relatively fast with modern computing
technology, brute force approach to
calculation

Risk profiles are often underestimated,
due to excluding the tails of the
distributions

Most Monte Carlo packages, with the
exception of the high end ones, do
not allow for interdependence of
input variables

Use of historical data can propagate
previous erroneous assumptions

Subjective judgement is typically used
to come up with starting points

Can become too complex and
unwieldy
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454 Sendtivity Analysis

In any project or investment, the data used at the planning stage are
bound to vary and are therefore subject to risk. Sensitivity analysis is
used to produce more realistic values, supported by arange of possible
alternatives that reflect any uncertainty and provide some means of va-
lidity of the assumptions. Sensitivity analysisis carried out to identify
the most sensitive variabl es affecting the project’s estimated worth, usu-
aly interms of net present value (NPV) or internal rate of return (IRR)
(Norris 1992).

Sensitivity analysisisused to determinetheeffect on thewholeproject
of changing one of itsrisk variables. The technique aimsto identify the
risks which have a potentially high impact on the cost or timescale of
the project.

A magjor advantage of sensitivity analysisisthat it shows the robust-
ness and ranking of alternative projects. It identifies the point at which
a given variation in the expected value of a cost parameter changes a
decision. Then, the range of change for each variable is defined and a
picture of the possible range of minimum and maximum effects on the
project’soutcomeis gradually determined as each of the important risks
isinvestigated. The weakness of the method isthat risks are considered
independently and without their probability of occurrence.

There are severa ways in which the results of a sensitivity analysis
can be presented. Most practitioners tend to present the datain either a
tabular or diagrammatic form. However, if several variablesare changed,
a graphical representation of the results is most useful; this quickly
illustrates the most sensitive or critical variables. Norris (1992) and
Skoulaxenou (1994) state that a ‘ spider diagram’ of percentage change
in variables versus percentage change in outcome value is the most
popular means of expressing the results.

Sensitivity analysisis usually adequate and effective for projects dur-
ing the appraisal process when comparing options and for preliminary
approval, where only alimited number of identified risks are assessed.

Figure 4.6 illustrates the sensitivity analysis of a project’s economic
parameters; these are cash lock-up (CLU), payback (PB) and net present
value (NPV) in relation to the internal rate of return (IRR). Although
Figure 4.6 is generated on the basis of economic data, sensitivity dia-
grams can also be used at both corporate and SBU levels. For example,
a sengitivity diagram may be used at the corporate level to show the
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Sensitivity Diagram: IRR
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Figure4.6 Typica sensitivity analysis diagram

sensitivity of a number of SBUs when considered against specific risks
occurring, such as demand and market changes.

Similarly SBUs can use a spider diagram to show the effects of risk,
say delay, to anumber of projectsinitsportfolio. Sensitivity isnormally
considered in terms of changeto IRR, NPV and time.

Figure 4.7 represents the uncertainty in a project in terms of IRR. In
this example the project has a 40% chance of the IRR being less than
7.5% and a 60% chance of it being greater than 7.5%. Similarly the

Frequency Distribution
100 /
80
Frequency 60
(%)
40

. /
/

IRR

Figure4.7 Cumulative probability distribution
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project has an 80% chance of the IRR being less than 10% and a 20%
chance of it being greater than 10%, with a 50% chance of it being less
than or greater than 8%.

As with sensitivity analysis, cumulative distribution curves can be
usedtoillustrate the probability of both SBUsand aportfolio of projects.
It isimportant to note that the steeper the curve, the less the uncertainty
in the investment, since the range of possibilities for values of IIR, in
this case, is more certain.

455 Probability-Impact Grid Analysis

When the impact parameters for arisk (cost, programme, performance)
have been established, a broad-band rating system may be used to rank
the risk based on the probability—impact grid (PIG) method (Kolluru
et al. 1996). The ranges of the impact bands are often determined at
SBU and project levelsand defined in the risk management plan (RMP).

The ‘most likely values’ for cost and programme gathered during the
identification phase are applied to the band ranges in determining the
level of impact, for instance low, medium and high. An example of a
weighted factor can be seen in Table 4.3. The weighting of the impact
scale serves to focus the risk response on high-impact risks with less
weighting being given to probability. The P-I score can be determined
by multiplying the impact scores (Table 4.3) and the probability scores
(see Figure 4.8).

A threshold for the P-I score may be set in aresulting matrix as shown
in Figure 4.8. In thiscase a5 by 5 matrix is shown. A 3 by 3 matrix is,
however, more commonly used.

The cost and programme impacts may fall into different levels of
severity for any particular risk. In this event the worst caseresult is used
for overall ranking.

Table4.3 Impact weighting factors
for PIG analysis

Impact score  PIG factor (weighted)

Very low 0.05
Low 0.1
Medium 0.2
High 0.4

Very high 0.8
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Figure4.8 Probability—-impact grid

Theresult of thisassessment isaranking order for al riskswithin the
project register. They may be ranked in terms of cost, schedule and/or
performance, for example answering the question of what are the top
10 risks. It will aso indicate which risks should be prioritised when
generating the risk response plans or allocating project resources.

4.6 QUANTITATIVE AND QUALITATIVE
RISK ASSESSMENTS

Figure 4.9 illustrates atypical cumulative cash flow curve for a project.
The usage of qualitative and quantitative techniques is also illustrated.
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Time

Quantitative Techniques

Qualitative Techniques

Figure 4.9 Typical project cumulative cash flow and the types of risk management
techniques used throughout the life cycle of a project

At the start of a project the risk management techniques tend to be more
qualitative. However, as the project moves through itslife cycle the risk
management techniques tend to become quantitative the more project
information and detail there are available.

4.7 VALUE MANAGEMENT

Over the past decade, there has been atrend towards applying value man-
agement techniques at ever earlier stagesin a project or investment life
cycle. Ganas (1997) states that val ue management has become ablanket
that coversall valuetechniqueswhether they entail value planning, value
engineering or value analysis. However, thereisno universally accepted
definition of value management, and a number of different definitions
have arisen to describe the same approach of application.
The ICE design and practice guide (1996) states that:

Value Management addresses the val ue processes during the concept, definition,
implementation and operation phases of a project. It encompasses a set of sys-
tematic, logical procedures and techniques to enhance project value throughout
the life of the facility/project.
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Table4.2 Typica qualitative and quantitative risk assessment techniques (Burnside

2007)
Risk analysistechniques
Quialitative Semi-Quantitative Quantitative
— Assessment based on — Qualitative scales are — Analysis based on

experience, description given values mathematical formulas
and scales
None mathematical — Deterministic Probabilistic
subjective determination (non-random)
— Brainstorming — Sensitivity analysis Random:
— Interview — dependency — Monte Carlo
— Intuition — Spider — Latin hyper cube
diagrams/plots
— Questionnaire — Confidence envelope — Artificia neura
(probability networks
contours)
— Assumptions analysis — Decision tree Stochastic (dynamic)
analysis
— Hierarchical Holographic — Non-dependency — Markovian logic
modelling — Tornado diagrams — Network scheduling
— Nominal group
Technique — Network scheduling Conditional probability
— Soft system Methodol ogy — Programme — Baye'stheorem
Evaluation and

— Risk matrix chart

— Probability- impact
Tables

— Risk mapping

— Risk registers

— Prompt lists

— Checklists

— Failure modes and
Effects Criticality

— Analysis (FMECA)

— Hazard and operability
studies (HAZOP)

— Interviews

Review Technique
(PERT) Controlled
Conversion Matrix
(CC™)

— Critical Path Method
(CPM)

— Bayesian networks
(risk maps)

Connaughton and Green (1996) define value management as:

A structured approach to define what value means to a client in meeting a per-
ceived need by establishing a clear consensus about the project objectives and

how they can be achieved.
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Although the definitions are similar and contain the key elements of
structure and achieving val ue, there does seem to be some ambiguity sur-
rounding the understanding of the cited terms. Ganas (1997) identified
this and introduced the following definitions to clear any ambiguities:

Valueisthelevel of importancethat is placed on a function, itemor solution. The
four traits of value are speed, quality, flexibility and cost.

a) speed — how quickly a firm can deliver a product to the customer or design
and produce a product

b) quality — how well a product meets a customer’s expectations

c¢) flexibility — how easily the firm can change a product to closely meet the
customer’s expectations/wants

d) costs — elements to be included in a life cycle costing are — capital, finance,
operating, maintenance, replacement, alteration, expansion and innovation
costs, and residual values

Value management (VM) isthe title given to the full range of available
techniques. It isahigh-order title and linked to aparticular project stage
at which value techniques may be applied. It is a systematic, multi-
disciplinary, effort directed towards analysing the functions of projects
for the purpose of achieving the best value at thelowest overall lifecycle
project cost (Norton and McElligott 1995).

Value planning (VP) is the title given to value techniques applied
during the concept or ‘planning’ phases of a project. VP is used during
the development of the ‘brief’ to ensure that value is planned into the
whole project fromitsinception. Thisisdone by addressing the function
and ranking of the stakeholders' requirementsin order of importancefor
guidance. This term can be further subdivided to include strategic VP,
whichisatechniquethat can be applied during and prior to thefeasibility
stage when alternatives to a built solution will be considered.

Value engineering (VE) is thetitle given to value techniques applied
during the design phases of aproject and, asrequired, in the implemen-
tation processes also. VE investigates, analyses, compares and selects
amongst the various options to produce the required function and the
shareholders’ project requirements. VE produces a range of ‘how’ de-
sign options for the whole project or for defined parts of it. These are
tested against the stakeholders' value objectives and criteria to remove
unnecessary cost without sacrificing function, reliability, quality or re-
quired aesthetics.

Vaue analysis (VA) is the title given to value techniques applied
retrospectively to completed projectsto ‘analyse’ or to audit aproject’s
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performance, and to compare acompleted project against predetermined
expectations.

Risk management and VM are al part of asingle management struc-
ture. It is important, however, to differentiate between them so that the
right techniques are introduced at the right time. Risk management is
mainly concerned with events that might affect the ‘achievement’ of
investment objectives. It requires objectives to be well defined — you
cannot assess whether investment objectives will be adversely affected
unless there is a prior statement of what they are. Risk management
(and, in particular, risk identification and analysis) therefore has a vital
role to play in identifying and choosing between competing technical
solutions, which is the subject of VE.

Risk management is also an important part of VM, even though it
may seem unhelpful to try to identify and manage risks until there is
agreement about what the objectives are. In fact, a strategic diagnosis of
therisks may well influence how the objectives are set. A consideration
of investment risksislikely to featurein outline design proposals during
investment feasibility (Connaugton and Green 1996).

4.7.1 Value Management Techniques
4.7.1.1 Concurrent Studies

These are structured reviews of detailed proposals, undertaken by the
project team in parallel with the design work, and led by the value
manager.

4.7.1.2 Contractor’s Change Proposals

These concern tender and post-tender design and/or construction
changes suggested by the contractor and are intended primarily to re-
duce costs or improve buildability. These changes are usually linked to
an incentive scheme which rewards the contractor for savings achieved.

4.7.1.3 Criteria Weighting

Thisisthe assignment of arithmetic weightsto different project criteria
to reflect their relative importance.
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4.7.1.4 Functional Analysis

Thisisatechnique designed to help in the appraisal of value by careful
analysisof function; for instance, thefundamental reason why the project
element or component exists or is being designed.

4.7.1.5 Functional Analysis System Technique (FAST)

FAST isaform of functiona analysis expressed in diagrammatic form
to show the relationship between functions and the means of achieving
them.

47.1.6 JobPlan

Thisisalogical and sequential approach to problem solving, which in-
volvestheidentification and appraisal of arange of options, broken down
into their constituent steps and used as the basis of the VM approach.

4.7.1.7 Matrix Analysis (Optioneering)

Thisisatechniquefor theeval uation of optionswhere scoresareawarded
for each option against key criteria. These scores are then multiplied by
the appropriate criteria weights and the total weighted scores for each
option are examined to identify which offers the best value for money.

The optioneering technique is most valuable when assessing risks.
Each option will have its own risks and these risks should be taken into
account before an option is agreed. For example, option A may be seen
to have very little engineering risk compared with option B. If, however,
option A hasashorter operating lifethan option B then therisk associated
with option A is reduced revenue generation. If the prime objective of
theinvestment isNPV then option A is presumed to be too risky to meet
such an objective. Figure 4.10 illustrates the VM stages.

4.7.1.8 Objectives Hierarchy

This is a breakdown of the primary objective into successively lower
levels of sub-objectives until all the project objectives have been ac-
counted for. Subobjectives may be ranked and weighted as for criteria
weighting.
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Value Management

Value Planning Value Engineering Value Review
Pre-Investment Stage Investment Stage
Unbudgeted Projects [Budgeted Projects| Implementation Operation End of Assets

Concept |Feasibi|ity Feasibility Appraisal |P&T Operation | Dec Close out

Define Project Key
P&T-Procurement and

Define project training o
approach Dec-Decommissioning

Develop

T 1 approach design _l

Develop detailed

------- >
: approach

Procurement and

PR -
i training

Hand over/post

---: Feedback project
: evaluation

< _____________________________________________________________________ Next project

Figure4.10 Thevalue management stages. (More emphasisat corporate level ismade
at the pre-investment stage with detailed SBU and project level involvement during the
investment phase)

48 OTHER RISK MANAGEMENT TECHNIQUES
4.8.1 Soft Systems M ethodology (SSM)

SSM isaqualitative technique and was developed in the late 1970s and
early 1980s. Its purpose was to overcome the inability of traditional de-
cisiontheory to solve adequately all but the most structured of problems.
A particular strength of SSM isthat it can begin with the simple desire
to ‘make things better’.

Smith (1999) statesthat SSM istypically employedinacycle of seven
stages, asindicated in Figure 4.11.

Thefirst two stagesinvolve finding out about the situation considered
as problematic, such as investigating the environment and culture in
which the problem exists, the specific problems considered, the reasons
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Take action to improve the
problem situation

A

Investigate environment addressed

—»| Define improvements that are
both feasible and desirable

A 4 .
Compare models with real-
Define the environment to be world action

addressed

A

v

Define root definitions of relevant .| Build conceptual models of the
systems of purposeful activity systems defined

Y

Figure4.11 Soft systems methodology (Adapted from Smith 1999)

why the situation is considered problematic, and the improvements that
are sought in the third stage of SSM. A view of the problem is selected
which providesan insight into how improvements can be achieved. This
is undertaken through the use of root definitions: that is, neutral defini-
tions of the activities or tasks to be undertaken which provide insight
into the problem.

The fourth stage involves the building of conceptual models that are
logical expansionsof the root definitionsgenerated in the previous stage.
The models developed are those of systems which can adapt to and
survive changes through their processes of communication and control.

The fifth stage of SSM requires that the models devel oped are com-
pared with reality. This provides a means of instigating debate into how
benefitsinthe systemscan beattained. Thisprocessdirectsattention onto
assumptions made, highlights alternatives, and provides an opportunity
for rethinking many aspects of real-world activity.

The purpose of the sixth stage of SSM is to define changes that will
bring about mediation benefits. Such changes have to meet criteria of
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systematic durability and cultural feasibility. Systematic desirability will
include factors such as mechanisms to determine effectiveness and en-
suring that logical dependencies are reflected in real-world sequential
actions, Cultural feasibility will make allowances for illogical human
actions, and the political environment in which decisions are taken.

Thefinal stage of SSM istheimplementation of the changes proposed.
Undertaking these changes alters the perceptions of theinitial problem
situation. If required, further cycles of SSM can be employed to seek ad-
ditional improvements. This process will have been made considerably
more straightforward through the structuring of the problem undertaken
in the first application of SSM (Smith 1999).

4.8.2 Utility Theory

Modern utility theory, developed from the work of Von Neumann and
Morgenstern, is concerned with anticipating consumer behaviour under
conditions of uncertainty and suggests that an individual will seek to
maximise expected utility. To accommodate the notion that consumers
arerisk averse, for instance, successively smaller incrementsof utility are
derived from each additional unit of wealth accumulated; it is generaly
assumed that they possess quadratic utility functions.

Indifference curves, such asthose labelled DI, D2, D3 in Figure 4.12,
are used to explain what combination of goods a consumer will choose.

Good X

D3

D2

Pl/ Budget Line

Good Y

Figure4.12 Typical indifference map (Adapted from Coyle 2001)



Risk Management Tools and Techniques 93

The optimum point is where the consumer’s budget line is tangent to an
indifference curve on the indifference map. Thus a consumer will show
no preference between combinations of goods X and Y that lie on the
same indifference curve, but in seeking maximum expected utility, the
consumer will prefer a higher indifference curve to a lower one, that
is D3 rather than D2. The point of tangency between the budget line
and an indifference curve indicates the consumer will bein equilibrium,
maximising utility where relative prices are equal to the marginal rates
of substitution.

The concept of utility theory could be applied to the central problem
of decision making under uncertainty — the attitude of decision-makers
to risk; however, in most industries utility theory tends to be regarded
as atheoretical technique, not easily applied. Hertz and Thomas (1983)
describe efforts to turn theoretical utility theory into a practical tool.
They conclude that, for the present, it is important to alert managers to
the possibility of biasin decision making.

4.8.3 Risk Attitude and Utility Theory

With arudimentary knowledge of probability, it is possible to calculate
the expected monetary value (EMV) for decision outcomes (Rafferty
1994). Using this one can pursue the maximisation of EMV as a de-
cision criterion when dealing with decisions under risk. However, it is
frequently seen in practice that rational consumers will prefer an alter-
native to the option that offers the highest expected value.

Utility theory offers a model for understanding this behaviour. Per-
sonal attitudes to risk are measured by understanding and studying in-
dividual trade-offs between gambles and certain pay-offs. From thiswe
can place individuals into three, self-explanatory categories:

e risk neutral
e risk seeking
e risk averse.

The comparisons are usually made from the use of the * Basic Reference
Lottery Ticket' (BRLT). For example, suppose an individual owns a
lottery ticket which has an even chance of winning .£10 000 or nothing
at all. The EMV for theticket is given in the following expression:

EMV = (£10000 x 0.5) + (£0.00 x 0.5) = £5000



94 Corporate Risk Management

Now if you were to ask the three different groups of individuals what
price they would be willing to pay for the ticket, their responses will
vary asfollows:

e Risk neutral. Thisgroup would, in theory, be willing to sell the ticket
for aminimum price of £5000, which isthe EMV. The seller would
be indifferent between the two outcomes; for instance, for this group,
the certainty equivalent of the gambleis £5000.

e Risk seeking. This group would want to retain the ticket for the thrill
of the gamble and may not be willing to part with the ticket until
the prospective purchaser was willing to pay well over itsEMV. This
seems mathematically irrational.

e Risk averse. Here the group may decide that it is worth selling the
ticket, which has a 50% chance of winning nothing, for a sum less
than the mathematical EMV.

Figure 4.13 shows how, but not why, rational people sometimes prefer
outcomes which do not have the highest monetary value. Utility the-
ory suggests that instead of maximising EMV, people maximise their
own utility. Utilities vary from person to person. The utility function of
an individual is unlikely to be identical to the utility function of that
individual’s employing organisation.

Utility
Risk Seeking Risk Neutral Risk Averse
0 2 3 4 5 6 7 8 9 10

(*000)

Figure4.13 Risk options (Adapted from Coyle 2001)
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4.8.4 Nominal Group Technique

Nominal group technique (NGT) is a variant of brainstorming. It isa
method of generating ideas which has been developed in an attempt to
overcome some of the perceived failures of brainstorming. InNGT, each
group member records a number of risks and these risks are presented
to the group for discussion. During the presentation, members of the
group individually score each risk and the scores are ranked. The scores
are then mathematically aggregated to yield a group decision (Frosdick
1997).

485 StressTesting and Deterministic Analysis

A dtress test is basically a deterministic model typically run in Mi-
crosoft Excel. The inputs are derived from factors such as cash flow
magnitude, cash flow start and end points, production cost and an es-
timate of potential project cost escalation over and above the project
contingency. Each project stakeholder is responsible for developing a
range of possible outcomes, usually as a percentage and typicaly for
their respective factors. For example, marketing is responsible for sales
volume and pricing assumptions, manufacturing is responsible for the
cost data and project engineering is responsible for project cost escala-
tion assumptions. These factors are typically single point sensitivities.
The financial model calculates IRR, NPV and payback period. After
the model has been run for the base casg, it is then run for a variety of
sensitivity caseswith each variable set independently for best and worst
predicted outcome. The result is either a spider diagram or a tornado
diagram showing the individual impact of each factor on project eco-
nomic parameters such as NPV. Additionally these same impacts are
then put into a project risk table that identifies the risk and its NPV
impact on the project. The model is then run for the worst case sce-
nario by setting all input variables to their worst anticipated outcomes
thereby giving the worst project outcome. Conversely, each input is
then set to the most optimistic case giving the best case scenario. Once
these scenarios have been compiled, the assumptions are challenged
by the various stakeholders in a brainstorming-type format. It is the
stakeholders' responsihility to thoroughly challenge or ‘ stresstest’ each
assumption. Only after the respective stakehol ders agree with the project
assumptions is the appropriation request sent forward for corporate
approval.
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Table4.4 Stresstest strengths and weaknesses

Strength Weakness

Uses more than one analysis tools to Usesrelatively weak financial model in that
evaluate risk only single point assumptions are used

Seeks to challenge assumptions by Relies on individual groups to come up
brainstorming methods with point assumptions

Reasonably simple to use with minimal ~ Being simple to use, bringswith it alack of
inputs required to generate an output robustness that more advanced

techniques possess

Full breadth of risks analysed even Does not, typically, take into account
though outliers may not be overly interdependence of input variables
realistic

Aswith Monte Carlo relies on historical
subjective data for variances from base.

Risks tend to be overestimated to ensure a
high degree of comfort

Does not output aformal document
identifying risk owner or mitigating
actions

The strengths and weaknesses of this methodology contains some
strengths not found in Monte Carlo analysis due primarily to the fact
that it contains not one but a variety of different risk management tools
al rolled into one. Despitethisfact, the methodol ogy hasinherent weak-
nesses that the authors feel are better addressed by Monte Carlo tech-
niques. Table 4.4 contrasts these perceived strengths and weaknesses.

The stress test methodology, while outputting a variety of sensitiv-
ities and having many similarities to established practices, cannot be
pigeonholed into any one category. The methodology outputs do iden-
tify the risks and magnitude, but do arelatively weak job of tying down
respective probahilities. The tendency is to overestimate the risks and
put enough cushion in the appropriation to ensure a viable project.

In contrast, the concept of Monte Carlo simulation, in principle, is
fairly simple. Project risk inputs are given probability distributions and
run through a mathematical model to generate a resultant risk probabil-
ity curve. However, depending on the application these models can be
highly complex and give misleading results to the inexperienced user.
If the user disregards the tails on a distribution, this can eliminate up to
30% of the cumulative probabilities. As with any analysistool the user
needsto fully understand the mechanism, itsadvantages and weaknesses
when applying it. Monte Carlo analysis has proven itself avaluable risk
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analysistool if used correctly. Conversely, if used incorrectly it canraise
as many questions as answers.

4.8.6 Tornado Diagram

The Tornado diagram is derived from the sensitivity analysis technique.
Activities within a project can be subjected to percentage increases or
decreases based on the uncertainty at the time of analysis.

Initially those activities, for example those shown in Figure 4.14, are
considered to have various outcomes. The effect of risk is expressed
quantitatively on each of the items which are then illustrated on a Tor-
nado diagram. The best case scenario is the one that shows a positive
saving and the worst case scenario shows the potential 1osses on each
of the activities. The best and worst case scenarios are the outer lines
in Figure 4.14. The inner line represents the savings and losses after
risk mitigation. For example, before risk mitigation, metal prices have
a range of minus $400 and plus $600. This is identified as the most
sensitive activity. Insurance, on the other hand, is seen as less sensitive,
having a range of plus $250 and minus $150. The risk associated with
these activities can then be mitigated by buying forward in the former
case and changing insurers in the latter case. Similarly the other ac-
tivities are mitigated and the inner line can now be drawn to show the
worst and best cases for each activity. The smaller the area between the
worst case and best case line the less the uncertainty in the scheduled
activities.

4.9 COUNTRY RISK ANALYSIS

Country risk assessment was considered to be anew discipline at a pre-
mature stage with unclear boundaries and terminology (Leavy 1984). In
order to support this argument, a comparison with ‘sovereign risk’ and
‘political risk’ assessment was put forward. * Sovereign risk assessment’
istheterm normally usedinthe banking worldto refer totherisksrelated
to the provision of loans to foreign governments, while ‘political risk
assessment’ is the technique used to predict the political stability and
the non-business risk in conducting operations in the different socio-
political environment. Notable research has been carried out in the area
of political risk, resulting in commercially produced inventory check-
lists, specialised publications and quantitative approaches, which are
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Figure4.14 Typica Tornado diagram for project schedule elements

based mainly on decision-tree analysis, systematic Delphi techniques
and other multivariate statistical analyses used to assess political risk
factors, particularly in less developed countries (Desta 1985).

Leavy (1984) stated that ‘ country risk assessment’ aims at the evalua-
tion encapsulating the total risk, non-business (alpharisk) and business
(betarisk) borne by a country, which may influence foreign investment.
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Techniques and frameworksto serve this purpose have been actively de-
vel oped, with researchers seeking the most suitable system to extract and
evaluate information. Blank (1980) reported that the primary analytical
methods used by companies in a formalised country risk assessment
process are standardised checklists, scenario development, structured
quantitative formats, statistical analysis, computerised investment mod-
els and Delphi techniques. Many of these methods are also used by
corporations investing in their countries of origin, and are thus not spe-
cific to overseas investment.

49.1 Country Risk Sources—the Checklist

The country risk appraisal amsto identify all the external factors affect-
ing an organisation, resulting in a thorough assessment of the project’s
viability. The prevailing country risk assessment methodsgenerally clas-
sify the risk components into three categories — political, financial and
economic risks (Sealy 2001). Leavy (1984) mentioned the necessity
to consider the intricacies arising from socio-cultural differences when
operating in aforeign country.

Nagy (1979) stated that in order to carry out the country risk assess-
ment, it isimperativeto have agood knowledge of the country’spolitical,
economic and social structure, including the individual and collective
character of the ruling government. The legidlative, institutional and
regulatory framework is equally crucial. This may be ameliorated by
familiarity with the facts and figures about past and current political
trends that can be used in alogical and systematic manner to assess the
possibility of events occurring in the future.

4.9.2 Political Risk

Categorised under political risk are political events that may affect the
prospects for the profitability of a given investment (Haendel 1979). In
the view of Gutmann (1980) this area is of major interest to compa-
nies in their investment decisions. This is confirmed by the fall of the
Shah of Iran, which signified the dramatic impact of political events on
al financial transactions. Many internationally founded projects were
expropriated by the new regime, invoices went unsettled and the local
currency was devalued.
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The elements of political risk drawn from IBC USA'’s international
country risk guide in the order of their criticality as quoted by Seay
(2001), combined with various other sources of the literature, are:

e government stability

e S0Ci0-economic conditions

e investment climate

e internal conflict and military intervention in politics

e external conflict

e corruption

e religious and/or ethnic tensions

policy system and management of economy

e |law and order

e democratic accountability and quality of the bureaucracy.

4.9.2.1 Government Stability

Government stability reflects both the government’s ability to carry out
its declared programme and its ability to stay in office (Sealy 2001).
It is comprised of the government’s unity, intergovernment relations,
its legiglative strength and the level of support from the people. This
includesthe possibility of change in the regime under which the country
operates, rebellion for political power and coups (Thunell 1977).

The probability of atake-over by an extremist government is consid-
ered to be high when the present government is incompetent or weak,
when either the democratically elected government is based on a small
majority or an authoritarian government hasashaky power base, or when
there exists awell-organised extremist group (Nagy 1979).

4.9.2.2 Socio-economic Conditions

Sealy (2001) citesthat the presence of socio-economic pressuresin soci-
ety, including high levels of unemployment and poverty, could restrain
government action or fuel social dissatisfaction. A government of a
country with alow per capitaincome may beforced to delay debt repay-
ments when it requires a reduction in the standard of living because of
arestrained budget in other expenditures. Gutmann (1980) mentioned
that unfavourable social conditions, such as extremes of wealth due to
unequal income distribution between social classes or regions, may lead
to discontent in the society and riots.
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Leavy (1984) has carried out a more in-depth study of the socio-
cultural factors of a country, including the type of economy, ideology
(capitalist, social democratic, democratic or communist), demographic
pattern, level of education, social norms/values/beliefs, social mobility
and structure and culture.

A government’s incapability to resolve structural problems such as
excessively rapid population growth, disparities in income distribution,
substandard labour relations and illiteracy contributes to heightening
socio-economic problems (Nagy 1979). A project is proneto therisk of
astrike, particularly in acountry that has a history of widespread labour
unrest, wherestrikesarelegal, the government isweak inimposing strike
bans, wages are low, labour unions are strong and the labour market is
tight.

49.2.3 Investment Climate

The risk associated with the investment profile may be a standalone
factor or aresult of other components of political, economic and finan-
cial risks. Thunell (1977) and Haendel (1979) quote the variables of the
investment climate: namely, the constitutional support for foreign own-
ership, discrimination and control over foreign business activity, capital
repatriation, stability of thelocal currency and domestic prices, political
stability, willingness to grant tariff protection and availability of local
capital. Sealy (2001) identified the risks surrounding an investment in a
project: namely, contract viability or expropriation probability, repatri-
ation of profits and payment delays.

4.9.2.4 Internal Conflict and Military Intervention in Politics

In assessing the risk of internal conflict, Sealy (2001) pointed out the
need to evaluate the extent of political turbulence in the country and its
impact on the government. Countries whose government has no armed
opposition and does not indulge in arbitrary violence against the civilian
population are favoured by investors. On the other hand, the risk of
internal conflict is considered to be high in a country that experiences
frequent demonstrations and guerrilla activities or is embroiled in an
ongoing civil war, terrorism/political violence and civil disorder.
Strong involvement of military forcesin politics diminishesthe demo-
cratic accountability of acountry, indicating that the government isinca-
pable of functioning effectively, which poses an obstruction for foreign
businesses to carry out their operations efficiently. Moreover, it raises
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the possibility for the formation of an armed opposition, which brings
about the danger of amilitary take-over in an extreme case.

49.25 External Conflict

Pressure from foreign action can affect the ruling government, in the
form of non-violent influences such as diplomatic pressure, withhold-
ing aid, trade restrictions, territorial disputes and sanctions and violent
influences ranging from cross-border conflicts to all-out war. The way
such external conflict may adversely affect foreign businessis cited by
Sealy (2001): namely, the possibility of restricting operations, trade and
investment sanctions, distortion in the alocation of economic sources
and forced changein the societal structure.

4.9.2.6 Corruption

Corruption within the political system is regarded as a threat to for-
eign investment because it may disrupt the economic and financial en-
vironment, reduce the efficiency of government and business by the
appointment of incapable personnel under unfair patronage and cause
instability in the political system (Sealy 2001). Evidence of corruption
can be found in actual or potential situations of excessive patronage,
nepotism, job reservation, ‘favours for favours’, misallocation of public
funds and secret party funding. The damaging effect of corruption can
be strong enough to cause the fall or overthrow of the government, the
restructuring of the country’spolitical institutionsor abreakdowninlaw
and order.

In practice, corruption is commonly found in the financial processin
the forms of bribery for import and export licences, exchange controls,
tax assessments, grant of permission, tender and bid procedures, police
protection or loans. Corruptive practices impede a country’s devel op-
ment in various ways. they reduce growth, drive away foreign investors
and deprive the country of development funds.

4.9.2.7 Religiousand/or Ethnic Tensions

Thedegreeof risk ispronounced by the extent of tensionwithinacountry
attributable to religious, racial, nationality or language differences that
undermine the country’s stability (Gutmann 1980).

Thesupremacy of asinglereligiousgroup inthesociety or government
suppresses the religious freedom of the minority and may even lead to
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the introduction of religious law to replacethe civil law and the division
of a country in the worst cases, particularly when the group is vocal,
strongly backed, well organised, well armed and under the influence of
afanatical, impulsive and irresponsible leader (Nagy 1979). A country
with intolerant and openly conflicting, opposing religious and ethnic
groupsis clearly considered to be risky under this classification.

Thereisahigh probability of riots, disorder and civil war arising when
thereis deep-seated or bitter antagonism between segments of the popu-
lation due to ethnic, tribal, religious or ideological differences, coupled
with the government’s inability to control the situation through struc-
tured reforms. In the case of riots, civil disorder or revolution, the debt-
servicing ability of the country will decline, since these incidents will
possibly resultinadrain onthecountry’ sresources, production paralysis,
decrease of productive capacity, capital flight, loss of entrepreneurial,
managerial and technical expertise, and, of course, impairment of the
country’s ability to borrow abroad.

4.9.2.8 Policy System and Management of Economy

The policy factors cited by Goodman (1978) are concerned with the
quality of a country’s economic and financial management in relation
to the country’s political leadership. Poor quality or mismanagement of
the economy may result in adverse economic devel opments.

49.2.9 Law and Order

Sealy (2001) mentioned the importance of evaluating the strength and
impartiality of thelegal systemin place, including thelevel of adherence
toitin practice.

4.9.2.10 Democratic Accountability and Quality of the Bureaucracy

Democratic accountability is measured by assessing whether or not the
incumbent government is employing a proactive approach towards the
people (Sealy 2001). It ranges from a high degree of democracy to au-
tocracy in extreme cases. A favourable, highly democratic country is
signified by freedom and fairness in the election of the government,
the existence of active political parties, the transparent control and
monitoring of the government’s executive, legidative and judicial ac-
tions, the evidence of justice and constitutional or legal guarantees of
individual liberty. Democratic accountability is often indicated by the
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non-dominating, alternating attainment of authority. On the other hand,
autocracy refers to the unrelenting leadership of the state by a single
group or person either by means of military force or by inherited right.

49.2.11 Economic Risk

Appraisal of the economic risk is an exercise that aims to produce a
review of acountry’s economic strengths and weaknesses. It revea sthe
condition of the current balance of payments and serves as a means of
projecting thelong-term growth prospects of the country under scrutiny—
provided that correct interpretation is used (Nagy 1979).

In an economic appraisal, the indicators used by IBC USA’'s interna-
tional country risk guide as quoted by Sealy (2001) are:

e gross national or domestic product (GNP or GDP) per head
e real GNP or GDP growth

e annual inflation rate

e budget balance as a percentage of GNP or GDP

e current account as a percentage of GNP or GDP.

Anoverview of acountry’scurrent level of development can be obtained
from the total GNP, the balance of payments and the current account. It
isgenerally acceptable that a country with alarger economy, that is one
with a high value of these three indicators, offers greater opportunity,
diversity and stability for investment (Goodman 1978).

In areview of a country’s economic situation, Ariani (2001) raised
several supplementary considerations, namely level of unemployment as
an element of economic development stage, assessment of the economic
development plan and itsfeasibility, including main bottlenecks, and the
resource base, the condition of natural and human resources and their
availability.

Gutmann (1980) pointed out theimportance of the country’ssupply of
energy associated with the distribution of world energy resources. The
disparity between producing and consuming countries is underlined by
the sharp risesin the price of oil imposed by OPEC since 1973, which
till continues today. The extent to which a country is dependent upon
imported energy, particularly oil, and the level of utilisation of indige-
nous energy resources, should be taken into account when assessing
the country’s long-term economic prospects. A country that relies on
imported oil for a large proportion of its energy supplies is considered
vulnerable under this criterion.



Risk Management Tools and Techniques 105

Cyclical recession occursand spreads as part of the economic process,
and its effects are particularly damaging to a country that is economi-
cally vulnerableto external shocks (Nagy 1979). Severe deterioration of
the general economic condition, including overheating of the economy,
a tight labour market, a decline in the current account or balance of
payments, high and ever-increasing interest rates, steep pricerisesand a
decline in the country’s business, may result in an economic recession.

49.3 Financial Risk

According to Sealy (2001) the essence of financial risk isconcerned with
the country’s ability to ‘pay itsway’, which includes the official, com-
mercia and trade debt obligations. In practice, this covers awide area,
incorporating all of the existing financial support systems and frame-
works available to a particular country. The financial risk components
are:

¢ foreign debt as a percentage of GDP

¢ foreign debt service as a percentage of exports of goods and services
e current account as a percentage of exports of goods and services

¢ net international liquidity as months of import cover

e exchange rate stability.

According to Goodman (1978), the financial risks are directly or in-
directly associated with the net international liquidity of a country. A
favourable condition is achieved when the foreign assets and liability
decrease whilethe maturity increases. The measure of assetsis obtained
from the value of international reserves to imports and the measure of
liability is drawn from the debt—service burden of the country under
question.

While Gutmann (1980) argued that among these financial indicators,
theonesrelated to acountry’ sexternal debt, particularly thedebt—service
ratiothat depictsthe current debt burden, serveasthemost relevant guide,
an assessor should bear in mind the fact that the available information
often excludes unguaranteed private debt, recently signed debt and the
due liability of debt repayments of the current contract.

Asarefinement of thefinancial analysisof acountry, Gutmann (1980)
stated that the quality of itsfinancial institutionsisan essential matter. A
country having a fundamentally strong financial establishment — com-
prising an efficient central bank and a sound institutional framework —
is considered to be proficient in its debt management and international
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financial relations. Institutional support isvaluablein providing stability
for the financial performance, in the event of political or social distur-
bances.

The political, economic and financial risks of a country discussed
above are the mgjor areas that are closely related to and considered to
have substantial effects on foreign investment. A systematic procedure
to provide an early warning of risks should be developed to facilitate
a thorough appraisal, especialy in view of the volatile international
business environment.

4.9.4 Organisational Usage of Risk Management Techniques

Thefollowing points summarisetheresultsfrom arecent survey interms
of the risk management techniques used at each level of an organisation
(Merna 2003).

The risk management techniques used at the risk identification stage
are asfollows:

e Brainstorming isavery popular technique which is used at corporate
and strategic business levels.

e Checklists are very popular at the project level, with over 70% of
targeted organisations using them.

e Prompt lists or risk measures are a popular technique at the project
level.

¢ Risk registersareused throughout organisations. Over 70% of targeted
organi sationsusethistechniqueat strategic businessand project levels.

e Very little value management is exercised at corporate and strategic
businesslevels. Value management is primarily seen asaproject-level
tool; however, thebusiness case stage of the val ue management process
isnormally undertaken at the corporate level.

The risk management techniques used at the risk analysis stage are as
follows:

e Interviews are very popular techniques used at the corporate level.

¢ VValue management is amore project-oriented tool and not used at the
corporate level.

e Probability impact tables are more commonly used at strategic busi-
ness and project levels.

e Decision trees are seen to be a project-level technique, with over 60%
of targeted organisations using them.
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e Monte Carlo simulation and sensitivity analysis are seen more as
project-level-oriented techniques.

e The mgjority of risk analysis occurs at the project level, followed by
the strategic business level and then the corporate level.

e The mathematics-oriented techniques are primarily carried out at the
project level.

410 SUMMARY

The choice of risk management technique and application is extremely
important in the assessment of project and business investments. Con-
tingency sums should not be added to a project or business without a
thorough assessment.

Risk management techniques are generic to all risk assessment. The
tools and techniques chosen by an organisation will be based on thetype
of investment or project to be undertaken. It isimportant to note thereis
no ‘ specific’ techniqueto analyseaparticular risk. Theuse of aparticular
risk management technique is at the discretion of the practitioner.

This chapter has described the choices of tools and techniques, both
qualitative and quantitative, used in the risk management process that
can be applied at corporate, strategic business and project levels. The
key features of the value management process and its application have
also been described.
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Financing Projects, Their Risks

and Risk Modelling

5.1 INTRODUCTION

Itisimportant to understand the diff erence between corporateand project
finance. Corporate financeistraditional finance where payment of loans
comesfrom the organi sation, backed by the organi sation’sentire balance
sheet, not from the revenues of projects. Lenders look at the overall
financial strength or balance sheet of an organisation as a prerequisite
for lending for a project (Merna and Njiru 2002). In project finance,
projects are undertaken by a special project vehicle (SPV), owing to the
fact that the project is an off-balance-sheet transaction. Lenders have no
recourse to the main organisation’s assets.

In this chapter the main sources of finance are discussed. It then
briefly describes the major stages of risk faced during the management
process, namely identification, analysisand response. Therisksaffecting
financial optionsareoutlined along with how theseriskscan be managed.
The chapter also outlines the uses and benefits of risk management
software and modelling.

5.2 CORPORATE FINANCE

Corporate finance is the specific area dealing with the financial deci-
sions corporations make and the tools and techniques used to make the
decisions. The discipline as awhole may be divided between long-term
capital investment decisions and short-term working capital manage-
ment.

Figure5.1 summarisesthe corporatefinance processandillustratesthe
three categoriesof corporatefinancial decision making. Thesecategories
include:

e Objectives — investment decisions. Management must alocate lim-
ited resources between competing opportunities. Corporate-level
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Objecti
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Financial Decisions
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Financial Techniques Available

Figure5.1 The hierarchy of corporate finance objectives

management face these decisionson aregular basisand devel op exper-
tise and specific industry knowledge which aids the decision-making
process.

e Financial decisions. Any corporate investment must be financed ap-
propriately. Thefinancing mix canimpact the val uation of an organisa-
tion (and hencethelevel of risk an organisation faceswill be affected).
Management must therefore identify the ‘ optimal mix’ of financing —
the capital structure that resultsin maximum value (Damodran 1997).

e Financial techniques available — dividend decisions. Management
must decide whether to invest in additional projects, reinvest in exist-
ing operations, or return free cash as dividends to shareholders. The
dividend is calculated mainly on the basis of the organisation’s un-
appropriated profit and its business prospects for the coming year. If
there are no NPV positive opportunities then management must re-
turn excess cash to investors. Techniques which can be applied to this
decision-making process include (Damodran 1997):

o present value

o financial statement analyses
o risk and return

o option pricing.

Most corporations are financed through a mixture of debt and equity.
The gearing of a corporation is determined by the ratio of debt to eg-
uity. A highly geared corporation will have high debt borrowing and a
low geared corporation a high equity stake. Many corporations seek to
identify the weighted cost of capital. Table 5.1 shows an example of the
weighted cost of capital.
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Table5.1 Theweighted cost of capital

Gearing Percentage Cost%  Weighted cost

Debt £40 million 6.5 2.6
Equity £60 million 11 6.6

Therisksto corporations regarding the debt—equity ratio are twofold.

1. A high debt—equity ratio requires debt to be serviced as per the terms
of theloan often at the expense of sharehol dersthrough low dividend
payments.

2. A high proportion of equity can result in the risk of the corporation
losing control of the entity to shareholders.

5.3 PROJECT FINANCE

The concept of project finance iswidely used in business and financein
developed countries, although thereis currently no precise legal defini-
tion of ‘project finance'.

The term project finance is used to refer to awide range of financing
structures. However, these structures have one feature in common —the
financing isnot primarily dependent on the credit support of the sponsors
or the value of the physical assets involved. In project financing, those
providing the senior debt place a substantial degree of reliance on the
performance of the project itself (Tinsley 2000).

Mernaand Owen (1998) have described the concept of project finance
in the following way:

Each project is supported by its own financial package and secured solely on that
project or facility. Projects are viewed as being their own discreet entities and
legally separate from their founding sponsors. As each project exists in its own
right, SPV's are formulated. Banks lend to SPV's on a non or limited recourse
basis, which means that loans are fully dependent on the revenue streams gen-
erated by the SPV, and that the assets of the SPV are used as collateral. Hence,
although there may be a number of sponsors forming the SPV, the lenders have
no claimto any of the assets other than the project itself.

Project financing refersto the long-term financing of infrastructure, in-
dustrial projectsand public services based upon non-recourse or limited
recoursefinancial structureswhere project debt, mezzaninefinance (usu-
ally inthe form of bonds) and equity are used to finance the project and
paid back from the cash generated by the project (International Project
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Finance Association in 2003). Private sector organisations use project fi-
nance asameans of funding major concession projects off balance sheet.
The essence of project finance is to create a robust financing structure
for the private enterprisesin which risks are contained within the project
itself, leaving no recourse to the project’s sponsors.

Esty (2004) concurs with the definitions of project finance given
above, but states that the following should not be considered as project
finance: secured debt, vendor-financed debt, subsidiary debt, lease, joint
ventures or asset-backed securities, since all these infer recourse to as-
sets.

5.3.1 Basic Features of Project Finance

Within project finance there are features which form an integral part of
the finance tool (Nevitt 1983). Below is a brief description of each of
these features.

5.3.2 Special Project Vehicle (SPV)

An SPV is a separate company from the promoter’s organisation and
operates under a concession, normally granted by government. Usually,
the seed equity capital for the SPV is provided by the sponsors of the
project company (Spackman 2002). An SPV is usually highly geared,
through a high debt to equity ratio.

5.3.3 Non-recourseor Limited Recour se Funding

In non-recourse funding the lendersto the project have no recourseto the
general fundsor assets of the sponsorsof the project. However, inlimited
recourse, access to the sponsor’s general assets and funds is provided
if the sponsors provide a guarantee of repayment for certain identified
risks.

Advantages are as follows. Lenders will have more confidence be-
causethe project is not burdened with losses or liabilitiesfrom activities
unrelated to the project. Non-recourse lending also helps to protect the
security interests of the lenders in the project company with a right
to replace the project management team in the event of poor perfor-
mance of the project or even to foreclose and sell the project (step-in
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clauses) to recover their interestsin the project to the maximum possible
extent.

A disadvantage could be that investors are left with a partially com-
pleted facility that haslittle or no residual value. Lenderstherefore have
to act very cautiously and completely satisfy themselvesthat the project
facility will be able fully to meet its debt, bonds and equity liabilities,
and on top of that earn areasonable margin of profit for the sponsors to
retain their interest (Mernaand Dubey 1998).

5.3.4 Off-balance-sheet Transaction

The non-recourse nature of project finance provides a unique tool to
project sponsors to fund the project outside their balance sheet. This
structure enables funding of a variety of projects which might not
otherwise have been funded, particularly when the sponsors:

e either are unwilling to expose their genera assets to liabilities to be
incurred in connection with the project (or are seeking to limit their
exposure in this regard)

e or do not enjoy sufficient financial standing to borrow funds on the
basis of their general assets (Benoit 1996, Heald 2003).

5.3.5 Sound Income Stream of the Project asthe Predominant
Basisfor Financing

The future income stream of the project is the most critical element in
any project financing. The entirefinancing of the project isdependent on
an assured income stream from the project since lenders and investors
have recourse to no funds other than the income streams generated by
the project, once it is completed, and assets of the project that may or
may not haveany residual value (Spackman 2002). The project sponsors,
therefore, haveto demonstrateevidence of futureincomethrough various
means such as a power sales contract for a power plant, a concession
agreement for atoll road project allowing the collection of tolls, or tenant
leases for a commercia real estate project (Tinsley 2000). Modelling
proj ects through computer software can be an effective way of securing
finance. Expected costs and revenues can be input into a simulation
model and decisions can be made as to whether the project should be
sanctioned.
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5.3.6 Projectsand Their Cash Flows

Broadly speaking, a project may be said to pass through three major
phases:

1. project appraisal
2. project implementation
3. project operation.

Cash flow is defined by the sum of cash inflows and cash outflows
through the project stagesin a particular time period. The cash flow of a
project isthe only source of incomefor the promoter. After servicing the
debt, paying the dividends on equity, paying the coupon rate on bonds,
spending for general operation and maintenance, and tax to the govern-
ment, the promoter is left with either a surplus or a deficit. The amount
of surplus or deficit depends on the terms of repayment, the revenue
generation capacity of the SPV and the risks involved in the project. A
project can still be considered arisk until it crossesthe break-even point.
During the appraisal phase, the projected cash flows of a project would
be the basis on which various contractual agreements with the parties
involved are shaped and a decision whether to sanction the project or
not is made.

Cumulative cash flows, also known as net cash flows, are defined as
the sum of cash flowsin each fiscal year of the project. The cumulative
flow for a particular year in the life cycle of the project is calculated
by adding the net cash inflows to the net cash outflows (Turner 1994).
Cumulative cash flows can be used to determine surpluses or deficits
within each time period.

A typical cumulative cash flow curve for a project is illustrated in
Figure5.2.

The precise shape of the cumulative cash flow curve for a particular
project depends on variables such as:

e the timetaken in setting up the project’s abjective
e obtaining statutory approvals

e design finalisation

e finalisation of the contracts

e finalisation of the financing arrangement

e the rate and amount of construction

e Qoperation speed.
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Figure5.2 Typical cumulative cash flow stages of a project

Negative cash flow, until a project breaks even, clearly indicates that a
typical project needs financing from outside until it breaks even. The
shape of the curve aso reveals that in the initial phase of the project
relatively less financing is required. As the project moves on to the im-
plementation phase thereisasteady increasein the finance requirement,
which pesks at the completion stage. This point is defined as the cash
lock-up (CLU) in the project. The rate of spending is also depicted by
the steepness of the curve. The rate of spending is often termed the
“cash burn’, which is the rate at which cash is spent over a specified
period of time. The steeper the curve, the greater the need for finance
to be available. Once the project is commissioned and starts to yield
revenues the requirement of financing from outside the project becomes
less. Finaly, the project starts to generate sufficient resources for the
operation and maintenance and also a surplus of cash. However, even
after the break-even point, the project may requirefinancing for short pe-
riods, to meet the mismatch between receipts and payments (Mernaand
Njiru 2002).

In project financing, it is this future cash flow forecast that becomes
the basisfor raising resources for investing in the project. It isthe job of
thefinance manager of the project to packagethiscash flow in such away
that it meets the needs of the project and at the sametimeis attractive to
potential agencies and individuals willing to provide resources to the
project for investment. In order to achieve this objective effectively,
a thorough knowledge of the financial instruments and the financial
markets in which they are traded is essential (Khu 2002).

Cash flows and their relationship to portfolios are discussed in
Chapter 6.
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54 FINANCIAL INSTRUMENTS

Organisations procuring projects need to raise cash to finance their in-
vestment activities. In most cases capital is raised through issuing or
selling securities. These securities, known as financial instruments, are
in the form of a claim on the future cash flow of the project. At the
same time, these instruments have a contingent claim on the assets of
the project, which acts as a security in the event of future cash flows not
materialising as expected. The nature and seniority of the claim on the
cash flow and assets of the project vary with the financial instrument
used.

The authors describe financial instruments as the tools used by an
organisation/promoter to raise finance for a project.

Traditionally, financial instruments were in the form of either debt
or equity. However, developments in the financial markets and finan-
cial innovations have led to the development of various other kinds of
financia instruments which share the characteristics of both debt and
equity. These instruments are normally described as mezzanine finance
instruments, particularly bonds. Debt is senior to all other claims on the
project cash flow and assets (Merna and Njiru 2002).

Ordinary equity refers to the ownership interest of common stock-
holders in the project. On the balance sheet, equity equals total assets
less all liabilities. It has the lowest rank and therefore the last claim on
the assets and cash flow of the project. Equity is best described as ‘risk
finance'.

Mezzanine finance occupies an intermediate position between the
senior debt and the common equity. Mezzanine finance typically takes
the form of subordinated debt, junior subordinated debt and preferred
stock, or some combination of each.

Besides debt, equity and mezzanine finance a project may also utilise
certain other types of instruments such as leasing, venture capital and
aid.

5.5 DEBT

Debt instrumentsrefer to theraising of term loansfrom banksor other fi-
nancial institutionswhich include commercial, merchant and investment
banks, development agencies, pension funds and insurance companies,
debentures and export credits.
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551 Term Loans

Term loans are negotiated between the borrower and financial institu-
tions. For large projects agroup of banks and financial institutions pool
their resourcesto provide the loansto the project. Thisisknown as syn-
dicated lending. Banks and financial institutions set their own internal
exposure limitsto particular types of project. Thishelpsin spreading the
risk. Generally an investment bank or a merchant bank acts as the agent
or lead bank to manage the debt issue. Many banks specialise in lend-
ing to certain types of infrastructure projects of which they have both
technical and financial experience. For example, development banksin
transitional and devel oping countries.

Thetermsand conditions of loans vary between different lenders and
borrowers. There can be a fixed interest rate or floating interest rate.
Repayment of the loan could be between 7 and 10 yearsfor an oil sector
project to 16 and 18 years for apower project (Mernaand Owen 1998).
Onereason for varianceisthe ‘gestation lag’ of the project. The type of
loan is determined by the project’s characteristics and availability of the
instruments.

According to Mernaand Smith (1996) the cost of raising debt capital
includes certain fees besides the interest. These are:

e Management fee. A percentage of the loan facility for managing the
debt issue, normally to be paid up front.

e Commitment fee. Calculated on the undrawn portion of the loan to be
paid when the loan is fully drawn.

e Agency fee. Normally an annual fee to be paid to the lead bank for
acting as the agent to the issues after the loan has been raised.

e Underwriting fee. Paid up front as a percentage of the loan facility to
the bank or financial institution which guarantees to contribute to the
loan issueif it isnot fully subscribed.

e Success fee. Paid up front as a percentage of the total loan once al
loans have been secured.

e Guarantee fee. Paid annually on the outstanding loan amount if it is
guaranteed against default.

All, none or some of these may be present in a specific loan proposal.
In certain cases the lenders submerge all the fees in the interest rate
they offer. A careful analysis of the cost of loans offered from different
sourcesistherefore required. Still the overall cost of raising aterm loan
is less compared with any other mode of large-scal e financing because
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the project hasto negotiate and deal with only asmall number of lenders
of money through a lead manager of the issue. Also, in the event of
default it is easier to renegotiate a term loan compared with any other
instrument of financing (Tinsley 2000).

5.5.2 Standby Loans

An organisation/promoter may arrange standby loans with the lenders.
Standby loans are more expensive than term loans, since they are used
to meet draw-down in excess of term loans, which are often dueto lower
than expected revenues in the early phase of the operation (Merna and
Njiru 2002).

5.5.3 Senior and Subordinate Debt

Senior debt ranks the highest among the financial instruments in terms
of claims on the assets of a corporation/project. This means that in the
event of default, the lenders of senior debt have theright to claim on the
assetsof the projectsfirst (Khu 2002). Lenderstakeinto account the debt
service coverage ratio (DSCR), defined by Merna and Smith (1996) as
theannual cash flow availablefor debt servicedivided by theloan balance
outstanding. In the UK lenders seek atypical DSCR of 1.2 based on the
economic parameters of the worst case scenario. In developing markets
the DSCR can be ashigh as 2.8, basically thisis a contingency required
by lenders (Lamb and Merna 2004b). Each industry sector tendsto have
atarget DSCR ratio based on the characteristics of the industry. Tinsley
(2000) claims that the risk adjustment is made in project financing and
the project financier hasto adjust a specific project financing structureto
generateitscorresponding target DSCR. Typically, power sector projects
have alower DSCR than infrastructure projects whereas infrastructure
projectstend to be lower than mining, oil and gas and tel ecoms projects.

Subordinate debt is subordinate to senior debt and generally has only
second claim to the collateral of the project company. This means that
in the event of default by the promoter, al senior debt claims must be
met before any claim can be made by subordinate debt lenders. Asitis
second to senior debt in terms of claims on assets, lenders seek higher
returns on subordinate debt. Theinterest rate onit isusually higher than
theinterest rate on senior debt (Khu 2002). For example, theinterest rate
on senior debt may be London interbank offered rate (LIBOR) plus 200
basis points, but the interest rate on subordinate debt could be LIBOR
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plus 400 basis points. Subordinate debt is often used for refinancing
needs or for the restructuring of the finance package of a project.

5.6 MEZZANINE FINANCE INSTRUMENTS

There are many financial instruments in this category. They are senior
with respect to an equity issue and lower than debt. Some of them are
close to a debt issue and some of them share features of an equity issue.

Higgins (1995) defines bonds as a fixed income security. The holder
receives aspecified annual interest income and aspecified amount at ma-
turity (unless the organisation goes bankrupt). The difference between
bonds and other forms of indebtedness such as term loans and secured
debenture is that bonds are a subordinate form of debt compared with
term loans and secured debentures. Similar to debentures, these are is-
sued by the borrowing entity in small increments, usually $1000 per
bond in the USA. After issue, the bond can be traded by investors on
organised security exchanges.

Khu (2002) identifiesthevariableswhich characteriseabond, namely:

e par value

e coupon rate

e maturity date

e bondyield

e yield to maturity.

In a sinking fund arrangement, bonds can be either repaid entirely at
maturity or repaid before maturity. The repayment takes place through
a sinking fund. A sinking fund is an account maintained by the bond
trustee for the repayment of bonds. Typically the borrower makes an
annual payment to the trustee. Depending on the indenture agreement,
the trustee can either purchase bonds from the market or select bonds
randomly using a lottery and purchase them, generally at face value.
A sinking fund has two opposing effects on the bondholders: it acts
like an early warning system, for the lenders, when the borrower isin
financial difficulties and unable to meet the sinking fund requirements;
and it is beneficia to the borrowers both when the price of the bond is
high aswell aswhen it islow. In the event of lower market bond price
the borrower buys back the bonds at the lower market price and in the
event of higher market bond price the borrower still buys the bonds at
the lower face value (Tinsley 2000).
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5.6.1 Bond Ratings

The success of abond issue, inter alia, depends upon its credit quality.
There are many companies which analyse the investment qualities of
publicly traded bonds. The findings are published in the form of bond
ratings. The ratings are determined by using various financial param-
eters of the borrowing agency, general market conditions in which the
borrower operates, the political situation of the country in which the
project islocated, and other sources of finance which have been tied up
by the project. Theratingsare based, in varying degree, on thefollowing
considerations:

e the likelihood of default by the bond issuer on its timely payment of
interest and repayment of principal

e the nature of the bond

e provisions of the obligations.

The ratings are normally depicted in letters such as A, B or C or a
combination of letters and numbers such asin certain financial markets;
public issue of bondsis not permitted if the bonds have not been rated,
such as the US bond market. Rating is aso important because bonds
with lower ratingstend to have higher interest costs. Therating agencies
keep reviewing the financial performance of the borrower, the genera
market situation and the political situationinthe country of the borrower.
Depending upon the emerging situationsthe ratings are revised upwards
or downwards.

An organisation’s ability to honour interest payments and principal
payment on schedule is important to bondholders. Some organisations
arefinancially stronger than othersand thisaffectstheir ability to honour
thedebt. Anorganisation’sability to pay off itsdebt israted. Bond ratings
are areflection of the creditworthiness of an organisation and are based
on:

e thelikelihood an organisation will default on its interest repayment
e thelikelihood an organisation will default on its principal repayment
e the creditors' protection in the event of a default.

The two leading bond-rating organisations are Standard and Poor’s
(S&P) and Moody’s. Table 5.2 explains the ratings and the definitions
of the types of bonds available.
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Table5.2 Bond ratings (Adapted from Khu 2002, Merna 2002)

Bond ratings
S&P Moody's Comments
High-grade bonds
AAA Aaa Capacity to pay interest and principal is very strong
AA Aa
Medium-grade bonds
A A Strong capacity to pay interest and repay principal, although it
BBB B is somewhat more susceptible to the adverse effects of
changes in circumstances and economic conditions. Both
high-grade and medium-grade bonds are investment-quality
bonds
L ow-grade bonds
BB Ba Adeguate capacity to pay interest and principal, athough
B B adverse economic conditions or changing circumstances are
ccc Caa more likely to lead to a weakened capacity to pay interest
cC Ca and principal. These are regarded as mainly speculative
bonds, with CC and Ca being the bonds with the highest
degree of speculation
Very low-grade bonds
C C Thisrating is reserved for income bonds on which no interest
isbeing paid
D D Thisrating isin default, and payment of interest and/or

repayment of principal isin arrears

5.6.2 Typesof Bonds
5.6.2.1 Plain Vanilla Bonds

A plain vanilla or fixed rate bond is a bond for which the coupon rate
is fixed at the time of issuing the bond. The disadvantage of a fixed
rate bond is that the bondholder will be at aloss if inflation rises and
interest rates move up during the maturity period. On the other hand, the
bondholder will be in profit if interest rates fall, as the bondholder will
be getting coupons at the previously agreed rate.

5.6.2.2 Floating Rate Bonds

These are bonds for which the coupon rate is adjusted periodically ac-
cording to a predetermined formula. The coupon rate is tied to some
short-term interest rate such asthe six-month LIBOR. In this case, when
the inflation and interest rates fluctuate during the maturity period, the
coupon rate will be adjusted accordingly following the predetermined
formula. Generally floating rate bonds sell at or near par.
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5.6.2.3 Zero Coupon Bonds

These are also known as a deep discount or pure discount bonds, or
original issue discount bonds or zeros. Zero coupon bonds do not pay
interest through thelife of the bonds. Instead, investors buy zero coupon
bonds at a deep discount from their par value, which is the amount the
bond will be worth when it matures or comes due. When a zero coupon
bond matures, the investor will receive one lump sum equal to theinitial
investment plustheinterest that it hasaccrued. Theselong-term maturity
dates allow an investor to plan for along-range goal, such as paying for
achild's college education. With the deep discount, an investor can put
up asmall amount of money that can grow over many years.

5.6.2.4 Junk Bonds

These are a'so known as high-yield bonds or low-grade bonds and with
arating of BB or Ba or lower generaly pay interest above the return
of more highly rated bonds. Junk bonds are considered for high-risk
projects. For example, a casino, which is considered as a high risk, can
be funded through junk bonds (now referred to as high-risk bonds).
A casino could also be funded by a revenue bond, whereby investors
income is directly related to the project’s income/revenue.

5.6.2.5 Municipal Bonds

Thesearebondsissued by the state or local government unit. The advan-
tage of such bondsis that they are exempt from government tax. They
may also be exempt from state and local taxes.

5.6.2.6 Income Bonds

These are bonds similar to revenue bonds, which are linked directly to
the borrower’s income. They are similar to conventional bonds except
that the coupon payment is made only when the project’s income is
sufficient. For example, income bonds used to finance a casino would
only pay coupons related to the profits made by the casino which cannot
be accurately forecasted at the time of sale.

5.6.2.7 Wrapped and Unwrapped Bonds

Wrapped bondsare guaranteed by amonolineinsurer, which makesthem
very creditworthy. Monolineinsurance companies provide guaranteesto
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issuers often in the form of wraps that enhance the credit of the issuer.
Issuerswill often go to the monoline company either to boost the rating
of one of their debt issues or to ensure that a debt issue does not become
downgraded. Asaresult of the guarantee the bonds are rated AAA/Aaa,
therefore reducing the cost of borrowing. Unwrapped bonds have no
guarantor and the bond is rated on the project itself. The bond pricing
will, in turn, be driven by the project’s rating.

The use of bond finance, through private placement, usually depends
onthesizeof thefinancerequired. The Office of Government Commerce
(2002) suggeststhat in the UK bond finance tends to be used in projects
requiring in excess of .£90 million. For projects between £60 and £70
million, bond finance needs to be assessed in greater detail by monoline
insurers to determine whether such finance can be cost effective owing
to the costs associated with raising bond finance. Monolineinsurers, for
example, seek areturn of 1% to 2% of the total bond finance raised to
cover identified risks.

Table 5.3 illustrates the characteristics of bank and bond financing.

At the time of writing the first edition of this book in 2005 interest
rates have tended to increase worldwide. In 2005 interest rates in the
UK, USA and EU were 4.75%, 1.25% and 2.0% respectively. At the
time of writing this edition of the book the UK base rate is 5.75%, the
USA baserateis 4.75% and the EU base rate 3.0%.

These low interest rates have meant that investors have sought debt
rather than bonds to finance projects. Many authors also suggest that
the sharp decline in the use of bonds since 2002 in the USA is dueto
the Enron scandal. Debt is the cheapest form of lending and the most
flexible, and as such has seen greater demand than bond financing over
the last three years.

57 EQUITY
5.7.1 Ordinary Equity and Preference Shares

Merna and Owen (1998) define equity capital as pure equity for the
provision of risk capital by investors to an investment opportunity and
usually resultsin the issue of shares to those investors.

Rutterford and Carter (1988) define ashare as an intangible bundle of
rightsin an organisation, which both indicates proprietorship and defines
the contract between the shareholders. The terms of the contract, that is
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Table5.3 Characteristics of bond and bank financing (Adapted from Office of
Government Commerce 2002)

Financial characteristic

Bank financing

Bond financing

Source of funds
Arrangement of funds

Certainty of funds

Maturity repayments
Flexibility

Receipt of funds
Assessment of project

risk
Costs

Ongoing project scrutiny

Optimum size

Opportunities for
refinancing

Direct from bank(s)

Negotiations between
bank and lender

After agreement: certain

Up to 30 years

High: Early payments can
be made, and
refinancing is possible

Staged: Works on a
draw-down process

Banks assess risks

Interest of the funds
borrowed, and a
commitment fee for
funds yet to be drawn
down

Significant. Possible step
in clauses

No optimum size

Yes, if project risks
become less than those
assumed in the initial
financing

Bond investors
Viabond arranger

Less certainty: Only know
if fundingis
forthcoming when the
bond goes on sale

Upto 38 years

Very little. No room for
negotiation on interest
and capital repayment

Whole: After the bond is
sold

Bond arranger assesses
risks

Interest to the bond
investors, afeeto the
bond arranger and an
insurance fee (optional)

Very little. Bond investors
have little influence on
the project onceit is
funded

Approximately £100-400
million

Unlikely. Bond terms tend
to befixed for the life of
the project

the particular rights attaching to a class of shares, are contained in the
article of association of the company (Merna 2002).

Equity is the residual value of a company’s assets after all outside
liabilities (other than to shareholders) have been allowed for. Equity is
also known as risk capital, because these funds are usually not secured
and have no registered claim on any assets of the business, thus freeing
these assetsto be used as collateral for theloans (debt financing). Equity,
however, shares in the profits of the project and any appreciation in
the value of the enterprise, without limitation. Equity holders are paid
dividends on the performance of the organisation (dividends are the
amount of profits paid to shareholders). No dividends are paid if the
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business does not make a profit. Dividends to the shareholders can be
paid only after debt claims have been met. The return on the equity,
therefore, isthefirst to be affected in case of financia difficulties faced
by the project entity. This means that equity investors, in the worst case
scenario, may be left with nothing if the project fails and hence they
demand greater return on their capital in order to bear a greater risk.
This explains the genera rule that high-risk projects use more equity
while low-risk projects use more debt.

A high proportion of equity means low financial leverage and high
proportion of debt equals high leverage. Leverage is measured by the
ratio of long-term debt to long-term debt plus equity. Leverage is also
called gearing or explained in terms of the debt—equity ratio. High finan-
cial leverage meansthat relatively more debt capital hasbeen usedinthe
project, signifying more debt service and fewer funds being available
for distribution as dividend payments to the equity holders. However,
once the project breaks even and profits start to accrue, shareholders
receive a higher dividend. The seed capital provided by the sponsors
of the project, which is normally a very small amount compared with
the total finances raised for the project, is also known as founders or
deferred shares. These are lower in status compared with ordinary and
preference shares in the event of winding up.

In non-recourse financing the debt—equity ratio may be higher if the
interest rateis high, provided lenders are satisfied with the risk structure
of the project. If, however, aproject is considered innovative then more
equity will be demanded by lenders and the equity will be drawn down
before debt becomes available to the project (Khu 2002).

Ordinary share capital israised fromthe general public. Holding these
shares entitles dividends, provides the right of one vote per share held,
and the right to a pro rata proportion of the project’s winding up. The
right to participate in the assets of the project provides the opportunity
for highest return on the capital invested (Merna 2002).

Preference shares are the shares that possess priority rights over ordi-
nary shares. These shares give the holder a preferential right over lower
ranked ordinary sharesin terms of both dividend and return on capital in
the event of liquidation. Normally the preference shareholders have the
right to a fixed annual dividend, the right to receive repayment of any
amount paid up on the preference shares on awinding up, and restricted
voting rights. The board of directors of the issuing organisation may
decide not to pay the dividend on preferred shares and this decision may
have nothing to do with the current income of the issuer organisation



126 Corporate Risk Management

(Merna2002). The dividends payable on the preference shares are either
cumulative or non-cumulative. If cumulative dividends are not paid in
aparticular year they are carried forward. Usually both the cumulative
preferred dividend and the current preferred dividend must be paid be-
fore ordinary shareholders can receive anything. Unpaid dividends are
not treated as debt. Theissuer organisation may decide to defer the pay-
ment of dividend on preferred shares indefinitely. However, if it does
so the ordinary shareholders also do not receive anything. It is argued
that preferred shares are in fact debt in disguise. The preferred share-
holders receive only a stated dividend, and a stated value in the event
of liquidation of the issuing organisation. However, unlike interest on
debt, dividend on preferred shares is not deductible before determining
the taxable income of the borrower (Merna 2002).

Other formsof financial instruments, such asdepository receipts, |lease
finance and venture capital, are discussed by Merna and Njiru (2002).

5.8 FINANCIAL RISKS

The following financia risks are thought to have the most impact on
the financial viability of an organisation/project. Theserisksall have an
effect on the shape of the cumulative cash flow curve. Their effects on
projects are identified by Mernaand Njiru (2002):

construction delay
currency risk
interest rate risk
equity risk
corporate bond risk
liquidity risk
counter-party risk
maintenance risk
taxation risk
reinvestment risk
country risk.

5.8.1 Construction Delay

This is the risk that the construction will not be completed on time or
to specification. An uncompleted project is unlikely to generate any
revenue and therefore the lenders will not be repaid. Long delays could



Financing Projects, Their Risks and Risk Modelling 127

also increase the cost of the project and therefore reduce its commercial
viability, specifically its ability to generate revenues. There are many
factorsaffecting project delay: themore usua onesincludedesign flaws,
government regul ations, finance problemsand sponsor management. All
the above risks would have an adverse effect on a portfolio’s economic
parameters (Leiringer 2003).

5.8.2 Currency Risk

This ariseswhen thereisacross-border flow of funds. With the collapse
of fixed paritiesin the early 1970s, exchange rates of currencies are free
to fluctuate according to the supply and demand for different currencies.
The operation of speculators in the money market has added to the
volatility of theexchangerates. Foreign exchange transactionsinvolving
any currency arethereforesubject to currency risk (Merna2002). Insome
cases, however, if anentity hasaforeign currency payment and can match
this payment with currency receivable, then the net exposureis zero. A
convertible currency is one which can be freely exchanged for other
currencies or gold without specia authorisation from the appropriate
central bank. The introduction of the euro to most EU countries has
reduced currency risk for companies trading within these economies
(Merna 2002).

5.8.3 Interest Rate Risk

Interest rate risk directly affects both the borrowing and the investing
entity. The exposure depends on the maturity of the funds raised and
developments in the financial market from where the funds have been
raised.

Interest rate risk can broadly be classified in two categories. Firstly,
risk on securities or financial instruments which are used for raising
short-term finance. Thesefacilitiesmature during ashort period. Interest
raterisksonthesefacilitieslargely depend on devel opmentsinthe money
market. Secondly, financia instruments which have a longer maturity,
but where the longer period is split into smaller periods (Tinsley 2000).

5.84 Equity Risk

Equity risk is derived from the rise and fall of share prices which affect
the entity holding the instrument. They also, however, affect company
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shares which are publicly quoted. Such companies may find it difficult
to raise finance if the market price of their shares significantly fallsin
value (Logan 2003).

5.85 Corporate Bond Risk

Corporate bondswhich are junior to debt and senior to equity in terms of
call onthebusinessassetsareissued by corporatebodiesto raisefundsfor
investment; the funds raised may be used to inject capital into a project
or portfolio. Bonds are credit rated by S& P and Moody’s. For example,
if they award an AAA rating it means the bond is almost as safe as a
government stock; thesewoul d be classed ashigh-grade bonds. M edium-
grade bondswould berated A, speculative grade bondswould berated B
and high-risk bonds, often referred to as junk bonds, rated E. The rating
of abond is determined by the risk associated with the organisation and
the business to be funded by the bond. Clearly, corporate bodies must
know therisksassociated with aninvestment, asmust therating agencies.
Project risk and business risk must therefore be addressed before bonds
arerated and issued (Mernaand Dubey 1998, Khu 2002).

586 Liquidity Risk

Liquidity risk isan outcomeof commercial risk. If aproject or portfoliois
not ableto generate sufficient resourcesto meet itsliabilitiesit entersinto
liquidity risk. Liquidity risk is the potentia risk arising when an entity
cannot meet payments when they fall due. It may involve borrowing
at excessive rates of interest, or selling assets, in some cases projects
within a portfolio, at below market prices. Liquidity risk is extremely
important because most of the borrowing, whether loan or bond, has a
‘cross-default’ clause. This meansthat if the organisation has defaulted
on any of its obligations then a debt with a ‘ cross-default’ clause may
be called back by lenders for immediate repayment. If this provisionis
triggered then the organisation may face even more liquidity problems
and may be forced to declare bankruptcy. Liquidity risk is generaly
described as a cash flow problem (Khu 2002).

5.8.7 Counter-party Risk

Any financial transaction involves two or more parties, and the parties
run the potential risk of default by the other parties. This is known as
counter-party risk. For example, if an organisation has a tied line of
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credit from a bank or a financial institution then it runs the risk of the
lender not being able to meet its commitments in providing the funds at
the right time. On the other hand, after the loan has been dispersed the
lender runstherisk of default in repayment and interest payment by the
borrower. The magnitude of the counter-party risk depends on the size
of all outstanding positions with a particular counter-party and whether
or not any netting arrangement isin force (Galitz 1995, Smithson 1998).
Fraser et al. (1995) also covers risks identified by Merna and Njiru
(1998), but defines the following risks specific to the banking sector:

e Credit risk. The risk that the bank will not get its money back (or
payment will be delayed) from aloan or an investment. This has been
the cause of most major bank failures over the years.

e Operational risk. The risk that operating expenses, especially non-
interest expenses such as salaries and wages, might be higher than
expected. Banks that lack the ability to control their expenses are
more likely to have unpleasant earning surprises. Over an extended

e time in a competitive market environment, banks with excessively
high operating costs will have difficulty surviving.

e Capital risk. Therisk of having inadequate equity capital to continue
to operate. This may be viewed either from an economic perspective
so that inadequate equity capital occurs when customers refuse to
leave their funds with the bank (causing a liquidity crisis), or from
aregulatory perspective (where the bank regulatory authorities close
the bank because capital is below regulatory minima).

e Fraud risk. The risk that officers, employees or outsiders will steal
from the bank by falsifying records, self-dealing or other devices.
Fraud risk is associated with unsound banking processes that could
result in bank failure.

5.8.8 Maintenance Risk

Maintenance risk arises when the completed project does not function
efficiently. Operating risks include the operator’'s experience and re-
sources, supply of skilled labour, and other party risk (Khu 2002).

5.8.9 Taxation Risk

Profits made within a country are subjected to tax. Promoters will most
probably include the cost of paying these taxesin their model. However,
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the model s often do not take into account tax increases, and if they do oc-
cur they could seriously compromisetheproject (Mernaand Njiru 1998).

5.8.10 Renvestment Risk

Reinvestment risk results from the fact that interest or dividends earned
from an investment may not be able to be reinvested in such a way
that they will earn the same rate of return as the invested funds which
generated them. For example, falling interest rates may prevent bond
coupon payments from earning the same rate of return as the original
bond (Fabozzi 2002).

5.8.11 Country Risk

A large number of projects are undertaken by corporate and strategic
businesses in overseas countries (Ariani 2001). Hefferman (1986) de-
fines country risk as ‘the risk associated with publicly guaranteed loans
or loans made directly to aforeign government’; however, thisisavery
narrow definition. The identification of country risks is discussed in
Chapter 4.

5.9 NON-FINANCIAL RISKSAFFECTING
PROJECT FINANCE

Theserisksal so affect the shape of the cumul ative cash flow and therefore
the commercial viability of a project or portfolio. The risksinclude:

e dynamic risk

inherent risk
contingent risk
customer risk
regulatory risk
reputation/damage risk
organisational risk
interpretation risk.

5.9.1 Dynamic Risk

Dynamic risk is concerned with maximising opportunities. Dynamic
risk means that there will be potential gains aswell as potential losses:
that is, risking the loss of something certain for the gain of something
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uncertain. Every management decision has the element of dynamic risk
governed only by practical rules of risk taking. During a project, losses
and gainsresulting from risk can be plotted against each other (Flanagan
and Norman 1993, Merna 2002).

5.9.2 Inherent Risk

The way in which risk is handled depends on the nature of the business
and the way that business is organised internally. For example, energy
companies are engaged in an inherently risky business — the threat of
fire and explosion is aways present, asistherisk of environmental im-
pairment. Financial institutions on the other hand have an inherently
lower risk of fire and explosion than an energy company, but they are
exposed to different sorts of risk. However, the level of attention given
to managing risk in anindustry isasimportant asthe actual risk inherent
in the operations which necessarily must be performed in that industry
activity. For example, until very recently repetitive strain injury (RSI)
was not considered to be a problem; however, it is now affecting em-
ployers' liability insurance (International Journal of Project Business
Risk Management 1998). Another example is Gulf War syndrome.

5.9.3 Contingent Risk

Contingent risk occurs when an organisation is directly affected by
an event in an area beyond its direct control but on which it has a
dependency, such as weak suppliers (International Journal of Project
Business Risk Management 1998). Normally a percentage of the overall
project valueis put aside to cover the costs of meeting such risks should
they occur.

5.9.4 Customer Risk

Dependency on one client creates vulnerability because that client can
take its business away, or be taken over by a rival. The risk can be
managed by creating a larger customer base (International Journal of
Project Business Risk Management 1998).

5.9.5 Regulatory Risk

Only by keeping abreast of potential changes in the environment can
a business expect to manage these risks. Recent examples in the UK
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include awards to women for discrimination in the armed forces, RSl
and windfall profits tax in exceptional years (International Journal of
Project Business Risk Management 1998, Merna2002). In October 2001,
Railtrack Plc, acompany listed on the London Stock Exchange, was put
into administration by the UK Transport Secretary without any consulta-
tion with itslenders or shareholders. Shareholderstaking the usual risks
of rises and fals in stock market value were quickly made aware of a
new type of risk (Merna 2002).

5.9.6 Reputation/Damage Risk

Thisisnot arisk inits own right but rather the consequence of another
risk, such asfraud, abuilding destroyed, failure to attend to complaints,
lack of respect for others. It isthe absence of control which causes much
of the damage rather than the event itself. In a post-disaster situation
an organisation can come out positively if the media are well handled
(Leiringer 2003).

5.9.7 Organisational Risk

A poor infrastructure can result in weak controls and poor communica-
tions with a variety of impacts on the business. Good communication
links will lead to effective risk management (Borge 2001).

5.9.8 Interpretation Risk

Thisoccurswhere management and staff i nthe same organi sation cannot
communicate effectively because of their own professional language
(jargon). Engineers, academics, chemists and bankersall have their own
terms, and insurers are probably the worst culprits, using words with
common meanings but in a specialised way. Even the samewordsin the
same profession have different meaningsin the UK and the USA.

5.10 MANAGING FINANCIAL RISKS

There are various methods of managing risks. The following number of
risksassociated with financial options, and possible means of mitigation,
are discussed below:

e construction delay
e currency risk
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e interest rate risk

e equity risk

e corporate bond risk
e liquidity risk

e counter-party risk
e maintenance risk

e taxation risk

e reinvestment risk
e country risk.

5.10.1 Construction Delay

A promoter can edge construction risk by using fixed price contracts,
typically lump sum turnkey contracts, and impose liquidated damages
on the contractors if they fail to complete a project on time. However,
if performance is better than expected the contractors could be awarded
bonuses. In most circumstances liquidated damages cover additional in-
terest repaymentsarising through delay, and compensate equity investors
for lost income and fixed costs incurred. However, Ruster (1996) states
that liquidated damages are always capped at a certain percentage of the
contract price (usually 10-15%).

The sponsor can also include contingency funds in the construction
budgets to cover unexpected cost increases. In some cases the promoter
will arrange for a standby loan to cover additional costs that may arise
in construction or early operation of the project. Standby loans are ex-
pensive to arrange and service and should be avoided if cheaper loans
are available to cover such costs (Merna and Smith 1996).

Insurance is another way of managing construction risk. Insurance
cover ranges from employee liability to acts of God.

5.10.2 Currency Risk

Fluctuations in exchange rates can cause problems if the revenue gen-
erated from aproject isin local currency and the loan repayment isin a
foreign currency. If theval ue of thelocal currency depreciatesagainst the
value of theforeign currency then the promoter would have to exchange
more local currency in order to service the debt, therefore eating into
the profits of the project and affecting its commercial viability (Ariani
2001). There are severa financial engineering techniques a promoter
can use to manage currency risk (Khu 2002) as follows.
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5.10.2.1 Currency Forward Exchange

Thiseliminatesrisk by fixing the exchangerate at which futuretradewill
take place. A forward contract is made which states the exchange rate
for several future payments at the current rate. The contract provides an
edge against future fluctuations in the currencies the project is dealing
with.

5.10.2.2 Currency Svaps

These areanother way of managing risk. The promoter borrowsin ahard
currency and finances the project in the local currency. The promoter
can enter into an agreement whereby the hard currency is swapped for
thelocal currency, allowing hard currency financing.

5.10.2.3 Currency Options

Thismethod of risk reductionisto fix the exchange but give the promoter
an option to buy from the open market if the rates are favourable to the
company.

5.10.2.4 UseLocal Currency

The use of local currency in developing countries to finance projects
can be an advantage because it reduces the project’s reliance on foreign
currency.

5.10.3 Interest Rate Risk

Volatility ininterest ratescan have significant consequencesfor an organ-
isation/promoter. However, financial engineering techniques have been
developed in the derivatives market to compensate for this problem.
These techniques include the following.

5.10.3.1 Interest Rate Forward Agreement (FRA)

These agreements are similar to futures contracts, although, according
to Glen (1993), they do have other advantages. These are that FRAs are
customised so that the maturity and amount can be written to correspond
more to the risk exposure, and FRASs are agreed with the local bank,
which means creditworthinessiseasier to prove. Consider asan example
of an FRA apromoter who wants to borrow £5 million in six months
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time when the current loan has been paid, but the promoter expects
the rate of interest to rise. This expected rise in interest rates can be
compensated for by arranging the FRA now, for the loan it will buy in
six months' time.

5.10.3.2 Interest Rate Swap

Aninterest rate swap is an agreement between two parties to pay each
other a series of cash flows, based on fixed or floating interest rates, in
the same currency, over agiven period of time.

Suppose that a company has assets which produce a fixed stream of
income unrelated to fluctuationsininterest rates. To financeitsactivities,
the company borrows funds at a floating rate. This creates a mismatch
betweenitsincome (whichisconstant) and itsoutgoings (which fluctuate
with changes in interest rates).

To protect against this mismatch risk, the company can enter into an
interest rate swap. It will pay the swap counter-party a fixed rate and
receive from the swap counter-party a payment which fluctuates with
floating rates, whichit can then useto serviceitsfloating rate borrowings.
The principal amounts are not usually exchanged and are expressed to
be notional. The parties typically agree to settle the payments on a net
basis, with the party owing the larger amount paying the excess to the
other.

5.10.3.3 RPI Swaps

Aninflation-linked or Retail Price Index-linked (RPI) swap allows par-
tiesto manage the risk of inflation being higher or lower than expected.

Suppose acompany isin receipt of aseries of fixed equal cash flows.
While the investor is certain of the magnitude of the flows, the investor
is concerned that the purchasing power of the flows will erode through
inflation. To hedge thisrisk he entersinto an RPI swap in which he pays
the swap counter-party thefixed flowsand receivesin return another flow
linked to RPI. With this swap, the investor has given up his certain cash
flow for a cash flow that will have the same purchasing power through
time.

One of the most popular types of RPI swap isthereal rate swap. This
issimilar to an interest rate swap, except that it uses‘rea’ interest rates,
that is net of inflation, rather than nominal interest rates (the ordinary
percentage figure). With this type of swap, a party, such as a pension
fund, caninvest in aportfolio of fixed-rate bonds and swap thefixed cash
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flows from the bonds for cash flows that match the timing and inflation
characteristics of its pension outgoings.

5.10.3.4 Capsand Floors

These canreducerisk. For example, the promoter agreesatermloanwith
abank of LIBOR + 2%. The promoter also buysacap for 7% and sellsa
floor for 5%, creating acollar. Under thisagreement the promater can pay
no higher than 7% if interest ratesrise. However, if theinterest rate falls
below 5% the promoter would have to pay the difference (Khu 2002).

5.104 Equity Risk

Equity risk can be managed either through reinsurance, or through hedg-
ing. For theissuer of the equity therisk of changesin the price of equity
is not direct but indirect. The market price of the equity is a rough
barometer of the health of the organisation. If the organisation has been
performing well or has agood potential for better performance then the
market price of the equity of such an organisation will be high. Moreand
more investors will like to own the shares of such a organisation. It will
provide good potential to raise additional funds either through the is-
sue of more equities or through debt instruments. Whereas the investors
in the equity can use the financial engineering instruments to manage
their risk, the issuers of the equity are not permitted to deal in their own
shares because they have internal information about the organisation
which may tempt them to indulge in undue specul ation at the cost of the
owners of the equity, who do not have access to such information. How-
ever, sometimes organisations in need of funds when their equity price
isfaling resort to issuing bonus shares to the existing equity owners at
below market priceto retain the interest of these investors in the organ-
isation and also to raise resources. In the long run the organisation must
show good resultsif it wants its equity to perform well (Cornell 1999).

5.10.5 Corporate Bond Risk

A convertible bond gives the holder of the bond the right to exchange
it for a given number of shares before the bond matures. Changing the
instrument from debt to equity will change the gearing of the company.
When the company is not doing well it will prefer alow gearing ratio.
However, in an idea world the holders of convertible bonds would like
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to retain the bond and not change it to equity because it could reduce
their investment (Merna and Dubey 1998).

5.10.6 Liquidity Risk

Successful management of the liquidity risk hinges on successful cash
management of the project. Delaysin construction and commissioning,
problemswith the operation of the project and problemsof input supplies
and off-take of the produce may lead to unmatched cash inflows and cash
outflows and hence liquidity risk.

The problem of liquidity due to cost overruns can be managed by
arranging astandby loan. Although standby loan facilities are expensive
compared with the normal type of loan, they provide a safety net in the
case of cost overruns.

Another method of managing liquidity risk isdebt—equity swap. If the
liquidity problemisfor ashort period and the project hasagood potential
of success then the providers of debt capital may agree to convert their
debt into equity. This givesthem an opportunity to sharein the profits of
the company in the future. Conversion of debt to shares totally changes
the nature of liability of the company. With shares, the company needs
to pay the shareholders only when a dividend is declared. This helps
manage the liquidity of the company but at the cost of reduced gearing.
Debt for equity swaps have been considered for the Channel Tunnel
(Mernaand Smith 1996).

Liquidity management is governed by eight key principles:

. Developing a structure for managing liquidity.

. Measuring and monitoring net funding requirements.
Managing market access.

. Contingency planning.

Foreign currency liquidity management.

. Interna controlsfor liquidity risk management.

. Therole of public disclosure for improving liquidity.
. Supervision.

ONOUAWNER

5.10.7 Counter-party Risk

Controlling counter-party risk is done through both parties involved in
the project by monitoring their credit risks and only releasing funds
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on completion of the other party’s obligations (Smithson 1998, Galitz
1995).

5.10.8 Maintenance Risk

Operation of the project by a reputable and financially sound operator
whose performance is guaranteed should minimise maintenance risk.
However, other waysof hedging operation risksinclude agreementswith
equipment and input suppliers, businessinterruption insurance, and loss
of profit insurance in the early years of operation (Tinsley 2000).

5.10.9 Taxation Risk

Taxation is an external influence which is beyond the control of the
promoter. Tax regimes greatly influence the commercial viability of a
project. However, governments can attract foreign promotersby offering
exemption from corporate tax for concessional periods (tax holidays),
and fixed tax structures for the concessiona period (Merna and Njiru
1998).

5.10.10 Reinvestment Risk

The present authors suggest that when investing returns from a project
or portfolio a careful analysis must be made to ensure that future invest-
mentswill generate higher returnsthan they would from being reinvested
in the original project or portfolio. Surplus cash generated from a port-
folio of projects can be used for cross-collateralisation or invested in
other commercially viable ventures.

5.10.11 Country Risk

The risks associated with investing in different countries can only be
managed through a complete country risk assessment before the project
issanctioned. Thiswill alow possiblerisksto beidentified and analysed.
Contingenciescan then be put in placeinthe event of therisk transpiring.
However, therisk analysiscould highlight thefact that the project carries
too many risks and therefore would not be sanctioned (Merna 2002,
Ariani 2001).
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To eliminate country risk it is important that the government takes
prime responsibility to provide security through the duration of the
project (Nagy 1979).

511 RISK MODELLING

Alabastro et al. (1995) define a model as a simplified representation
of a complex reality. Modelling is the act of developing an accurate
description of a system (Jong 1995). A model means to understand.

Computers are fast and efficient tools for evaluating data but it is
important that the users should not lose sight of the assumptions on
which software packages are based. The output from a computer model
is determined by the information input, which means that accurate data
areessential. Theideathat if the computer has produced something then
it must be right is a belief held by too many people and is certainly not
true.

It is essentia that the software should fit the project rather than the
modeller attempt to fit the project to the software. Software tools should
be matched to the kind of project work that isundertaken by an organisa-
tion and the way that the organisation manages its projects. The choice
of software, for use in project modelling, isvery important and requires
careful consideration.

It is difficult to find ‘off-the-shelf’ risk management programs that
match the project or portfolio characteristics and the project manager’s
needs. The majority of programs that are available off the shelf for
commercial use are designed to meet the needs of many different types
of businesses. Although these programs are user-friendly they tend to
lack the modelling flexibility that is required.

There are many advantages in using a computer to model a project or
aportfolio. Listed below are some of the more significant ones (Smith
1999):

¢ Flexibility. Computers are very flexible in the way in which they can
accept information, enabling most projects to be modelled using a
computer. The programs used to model projects can be either off-the-
shelf packages or tailored to the needs of the user (bespoke).

e Speed and accuracy. When the complexity of a model is such that
no manual analytical technique can be used, computers often provide
the only means available for modelling. A computer can carry out
many complex calculations very quickly, compared with humans, and
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reliance can be placed on the accuracy of the calculations. Thiscombi-
nation of accuracy and speed is essential for most of the probabilistic
risk analysis techniques.

e Additional reality. Computer simulation enables real-life complica-
tions, such as exchange rates, inflation rates and interest rates, to be
included in the project model, and to calculate their effect on the
project’s economic parameters.

e Assistancein the decision-making process. The project model enables
anumber of ‘what if’ questionsand possible scenariosto be simulated,
and shows the effects in terms of the outcome of the project. This
simulation process shows the way in which the project is expected to
react to certain events or changes and allows contingency plansto be
drawn up that can be used in the event that any of the scenarios occur.

e Scenario analysis. Often there are no historical data available, from a
similar project or portfolio, that relateto the project/portfolio scenarios
drawn up by the project organisers, so computer simulation is the
only way to see how the project or portfolio might react to particular
scenarios.

¢ Reduced dependence on raw judgement. Few people have a reliable
intuitive understanding of business risk, and risk modelling removes
the reliance on this intuition. A model provides a structure for the
project and outputs, which, although based on subjective inputs, gives
abasis for decision making.

Thereareanumber of limitationsto using acomputer to model aproject
or portfolio. Listed below are some of the more significant ones:

e Poor datalead to an inaccurate model. A model of aproject isonly as
good asthe datathat are input, so if these data are inaccurate then the
model will not accurately reflect the project.

e The model is not representative of the actual project. Even if the data
are accurate, it is possible for an inexperienced modeller to create a
model that isnot representative of the actual project. It isnecessary for
the project modeller to have athorough understanding of the particular
project to be modelled in order to create a representative model.

e |tistoo easy to createinaccurate models. Project modelling programs
are designed to be user-friendly, which increases the dangers associ-
ated with the inexperienced/novice modeller.

e Thereis aheavy reliance on subjective judgement. The data may not
always be available when the project is being modelled, and some
subjective assumptions may have to be made in order to complete
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the model. So as a result of the data requirement, a heavy reliance
is placed on subjective assumptions and personal judgement. Thisis
particularly the case when modelling the project variables or risks.

e |nability fully to reflect real-life complications. The model produced
is only amathematical representation of real life and, therefore, does
not necessarily accurately reflect the reaction of the actual project or
portfolio to real-life complications. It isimpossible to be sure that the
model will reactin exactly thesameway asthereal project, becausethe
project does not yet exist and everything is based on what is expected
to happen (unlessthe project being modelled isidentical to aprevious
project or portfolio).

¢ Reliance on computer output. Too much relianceis placed on the out-
put from computers and often there is insufficient checking of the
model or the program used to create the model. It is difficult to tell
whether aproject model isan accurate representation of reality or not.
If the model is very inaccurate it will be easily detected, but if it is
nearly accurate then thisis much more difficult to detect. Itisin situa-
tionswherethemodel isalmost, but not exactly, accuratethat problems
arise, because the model does not react to real-life complications in
the same way that the actual project would (Ould 1995).

512 TYPESOF RISK SOFTWARE

Many of the risk management software packages available that have the
capabilities to perform quantitative probability analysis generally use a
random number generator based on either the Monte Carlo or the Latin
Hypercube systems. Network packages also employ Markovian logic so
that the interdependence of project activities on the identified risks may
be simulated.

The types of risk software are described below.

5.12.1 Management Data Software Packages

Thesetend to belarge software systems based around database material.
Essentially they are designed to process dataand are therefore concerned
predominantly with the automating of administrative work. They may
be tailored for a specific application or be general in nature, depending
upon the users’ requirement. These software packages are expensive to
purchase. They are suitable if there is an adequate database from which
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information can be fed to the system; however, generally at the present
time the majority of companies do not have the necessary database to
make these programs economically and practically viable.

5.12.2 Spreadsheet-based Risk Assessment Software

This group of programs are used in the evaluation of risk in models
which are designed to carry out analysis for specific analytical require-
ments. These programs are generally add-in programs, that is programs
that are normally macro programs which are specifically designed to
combine with commercially marketed, proprietary software packages,
they import risk assessment analysis capabilities within the receiving
program.

5.12.3 Project Network-based Risk Assessment Software

This group of programs are also used in the evaluation of risk in mod-
els which are designed to carry out analysis for specific analytical re-
quirements. These programs may be add-in or stand-alone programs.
Add-in programs are normally macro programs specifically designed to
combine with commercial software and import risk assessment analysis
capabilitieswithin it.

5.12.4 Standalone Project Networ k-based Risk Assessment
Software

This type of software is intended to be self-contained in terms of the
construction of the risk model, the parameters and the variables that are
input. These programs also produce the required output of the risk ana-
lysis results and can generate comprehensive reports contained within
the program or they may be exported to other software packages if
necessary.

513 SUMMARY

Raising finance for projects is an important issue. Without finance the
project cannot go ahead. Therefore organisations/promoters need to de-
termine the sources of finance available.



Financing Projects, Their Risks and Risk Modelling 143

Debt (Senior)

v

Mezzanine/Bonds

v

Equity (Junior)

Figure5.3 Seniority of financial instruments

This chapter briefly described both corporate and project finance. It
also discussed the types of financial instrumentsthat are used asasource
of finance. The seniority of these instruments, in terms of their claims
on project assets in the event of default, areillustrated in Figure 5.3.

Debt isthe most used instrument to fund projects. With debt thereisan
interest charge on the loan. Bond issues are becoming popular amongst
promotersto raise project finance. Projects worldwide have been funded
partly by bonds. Equity is considered as risk capital because investors
bear a higher degree of risk than other lenders. Equity ranks the lowest
in terms of its claim on the assets of the project.

The debt—equity ratio assigned to a project investment is a measure
of therisk in that project investment. The greater the equity issue, the
greater the perceived risk.

Risk management involvesidentifying risks, predicting how probable
they are and how serious they might become, deciding what to do about
them and implementing these decisions.

Major risks associated with finance include construction risk, cur-
rency risk, interest rate risk, equity risk, liquidity risk, counter-party
risk, maintenance risk and taxation risk. There are different ways to
manage these risks, for example financial engineering techniques prove
to be an excellent way to manage currency and interest rate risks.

Modelling risk isanimportant element of therisk analysisprocessand
should only be performed with data that reflect the investment in terms
of cost and time. The choice of risk management software is paramount
to a successful risk assessment. Risk management software is readily
available and numerous programs have been devel oped to assess project
risk. The key is finding the right software for the project in hand.
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Portfolio Analysis and

Cash Flows

6.1 INTRODUCTION

Thischapter briefly defines portfolio analysisand outlines portfolio con-
struction, strategy and the concept of bundling projects. Modelsused in
financial marketsare then examined. Cash flowsand cash flow principles
are also outlined and an example of portfolio modelling and its benefits
is discussed.

6.2 SELECTING A PORTFOLIO STRATEGY

Ghasemzadeh and Archer (2000) define portfolio selection as the peri-
odic activity involved in selecting a portfolio of projects which meets
an organisation’s stated objectives without exceeding the available re-
sources or violating other constraints. The present authors suggest that
a corporate body can consider its SBU as part of a portfolio of busi-
nesses and similarly an SBU can consider its projects as a portfolio of
investments.

Giventheinvestment objectivesand theinvestment policy, theinvestor
must develop a ' portfolio strategy’ . Portfolio strategies can be classified
as either a passive or active portfolio.

Anactiveportfolio strategy usesavailableinformation and forecasting
techniquesto seek a better performance than if the portfolio was simply
diversified broadly. Essential to all active strategies are expectations
about the factors that influence the performance of the class of assets.
For example, equity forecasts may include earnings, dividends or price—
earnings ratios (Fabozzi 2002).

A passive portfolio involves a minimum expectational input and in-
stead relies on diversification to match the performance of some index.
In effect a passive strategy assumes that the marketplace will reflect all
available information in the price paid for securities.

Whether an active or passive strategy is chosen depends on the in-
vestors' view asto how ‘price efficient’ the market is and the investors
risk tolerance.
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Figure6.1 Typical risk/return profile

In today’s volatile business environment, it is essential to have an
understanding of individual project risk. Thenotionof ‘ norisk, noreturn’
is widely accepted in the business world. All projects have risk — the
zero risk project is not worth pursuing. It is commonly acknowledged
that investment projects/programmesthat are likely to yield the greatest
returns on capital employed are fundamentally likely to be more risky
asshown in Figure 6.1.

Therefore achieving the goa of maximising return on capital em-
ployed (ROCE) requires an element of risk taking in an environment
where risk/return outcomes are increasingly more uncertain. Therefore,
successful businesses, portfolios are likely to have effective risk man-
agement processes and practicesin place that ensure an optimal balance
between risk and return as shown in Figure 6.2.

A company in Zone 1 is not taking sufficient risk, and its capital is
being underutilised. The company would be advised to increase risk
through growth or acquisition or to bring capital down by increasing
dividends. In Zone 3, the company is taking too much risk. The level
is above and beyond its risk absorption capability in terms of capital
and/or risk management capability. In Zone 2, the company has found
its optimal portfolio — the ‘ sweet spot’ that optimises risk and ROCE.

6.3 CONSTRUCTING THE PORTFOLIO

Anefficient portfolioisonethat providesthe greatest expected return for
agivenleve of risk, or, equivalently, the lowest risk for agiven expected
return (Fabozzi and Markowitz 2002).



Portfolio Analysis and Cash Flows 147

Zone 1 Zone 3
Insufficient Excessive
Risk Taking Risk Taking

Zone 2
Risk Taking
Risk Sweet-Spot
Adjusted
Return

Risk

Figure6.2 Risk adjusted return/risk profile (Pressinger 2005)

Indexing projectsis a popular passive strategy. A portfolio is assem-
bled that attempts to match the performance of an index. The amount
a particular project is worth should be equal to the index it is being
compared with.

Cash flow modelling is also a popular method to assess portfolio
strategy. Discounting cash flow models begins by projecting cash flows
of a project or security over their expected concessional period or life.
Thenthediscounted value (or present val ue) of each cash flow isobtained
by using theappropriatediscount rate. Thesum of all expected cashflows
isthetheoretical valueof theproject or security. Itisthetheoretical value,
or aggregate, that is then compared with the market price or expected
value. It can then be decided whether securities are fairly priced or not.
Inthe case of projectsthe NPV or IRR can be analysed beforeand during
the project’slife to determine the commercial viability of the project or
portfolio.

Discounted cash flows can be used to calculate the expected value
rather than thetheoretical value. Thisisdone by starting with the market
price and the expected cash flows. The expected return is then based on
theinterest ratethat will makethe present val ue of the expected cash flow
equal to the market price. A more commonly used namefor the expected
returnisIRR. The procedure for computing the IRR involvesreiterating
different interest rates until oneisfound that makes the present value of
the expected cash flows equal to the market price.

Many organisations have difficulty in assessing the strategic perfor-
mance of each of their business units and allocating their resources
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selectively. De Wit and Meyer (1994) believe diversified industries need
aformal tool such as portfolio planning.

Thefollowing datafrom the Meta Group’s research (2002) show that
avery small proportion of organisations practise effective portfolio risk
management:

e 89% of organisationsareflying blind with virtually nometricsin place
except for finance

e 849% of organisations do not carry out business cases for any of their
projects or do them on a‘select only’ principle (key projects)

e 849% of organisations are unableto adjust and align their budgets with
business needs more than twice a year.

6.4 PORTFOLIO OF CASH FLOWS

Projects in general and more specifically construction projects have a
cash flow ranging over aperiod of timefrom5to 25 years. Thisisknown
asthelifecycle.

Establishing and attaching risks cannot be carried out using modern
portfolio techniques. A project is deemed long term relative to securi-
tiesand future costs and revenues are forecast on the basi s of the current
economic climate and demand. Project time and cost data can be mod-
elled and future cash flowssimul ated. Current risk management software
packages can attach risks through probabilities or ranges. Such software
iswidely available; however, the choice of software depends on the eco-
nomic inputs and outputs used to assess the commercial viability of the
project. Cooper et al. (1998) suggest that financial analysisin terms of
portfoliosis widely undevel oped.

In order to assess a portfolio of projects, specifically through the
project’s cash flows, the present authors suggest that a software package
capable of ng the worst, base and best case scenariosis required.
It is of paramount importance that the same software is used to assess
individual projects as a combination of individual project cash flows.

Software can be used to generate the worst, base and best case cash
flows for individual projects. By assigning risks to each project a com-
bination of all the cash flows can be computed as a portfolio cumulative
cash flow through the application of a spreadsheet. Thereis no limit to
how many projectstheanalyst can add to aportfolio. Outputscaninclude
aportfolio cash flow with theidentified risks attached for the base, worst
and best case scenarios. Economic parameters such as the IRR, NPV,



Portfolio Analysis and Cash Flows 149

CLU and PB period can be generated. The result is a flexible package
which can take into account various changes in the micro- and macro-
economic climate. An example of thisis shown later in this chapter.

6.5 THE BOSTON MATRIX

The Boston matrix is amanagement tool devel oped to assist in portfolio
planning. It has two controlling aspects, namely market share (mean-
ing relative to the competition) and the rate of market growth. Each
individual product or project in a portfolio is placed into the matrix to
determinerelative market share. Thisissimplistic in many ways and the
matrix has some understandabl e problems, but the authors consider that
the balanced mix described by Johnson and Scholes (1999) below can
be assessed within a portfolio:

e A star isaproject where costs are reducing over time.

e Thequestion mark (or problem child) isaproject wherecost reductions
are unlikely.

e The cash cow is a project which is a cash provider.

e The dog may be a project that is a drain on company finances and
resources.

In many cases, only projects with robust revenue streams are likely to
be financed through the private sector. However, investors with high-
earning/low-risk infrastructure stock may be willing to accept less
attractive stock (piggybacking) which may offer rewards in the long
term (Mernaand Smith 1999).

6.6 SCENARIO ANALYSIS

Scenario analysis is a derivative of sensitivity analysis, which tests al-
ternative scenarios as options. When undertaking a scenario analysis
the key variables are identified together with their values (Flanagan and
Norman 1993). The present authors suggest that a financial engineer
may wish to assess anumber of different financial instrumentsin a port-
folio of projects. If the instrument of choice is debt then the scenarios
will be based on the most likely, optimistic and pessimistic forecasts
of three possible interest rates. The results will represent the range of
possible outcomes. The effects of these changes in one project can then
be assessed with changesin the portfolio of projects.
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6.7 DIVERSIFICATION

Pollio (1999) statesthat diversification isused to minimisetherisk of the
overall loan portfolio and thus stabilise interest income. Diversification
isthe key to the management of portfolio risk becauseit allowsinvestors
to lower portfolio risk significantly without adversely effecting return.

The authors believe both the above statements to be relevant when
defining diversification.

Depending on an organisation’s current financial position and future
needs, the organisation would most probably hold money in anumber of
investments, which together form a portfolio. Some fundswould go into
low-risk, fixed interest, easily liquidated savings accounts or securities,
and the remainder might go into high-income capital growth securities
according to need. The attraction of sinking all funds into one security
is that it may realise a high return on the investment; however, there
is also a danger that all the investment could be lost if the security is
risky. Investing in morethan one security, therefore, does not necessarily
reduce the risk.

Correlation is the glue that allows investors to aggregate returns on
individual assets into a return for the portfolio. This is the process of
identifying how the risks in the portfolio are related to each other. If
two risks behave similarly — they increase for the same reasons or by
the same amount — they would be considered highly correlated. The
greater the correlation of identified risks in the portfolio, the higher the
risk. Correlation isakey concept in risk diversification. Correlation can
range from —1.00 to 1.00. For example, a portfolio with a correlation
of 1.00 means that its returns move in the same direction as the index,
whereasacorrelation of —1.00 meansthat it movesintotally theopposite
directiontotheindex. |deally, acompany should ook to select portfolios
that have varying degrees of correlation amongst themselves.

If several investments are in the same related industry, and their cash
flows react in a manner similar to changes in the general economy, the
investmentsare said to be positively correlated. Figure 6.3 illustratesthat
changesin cash flow ‘A’ are reflected closely by cash flow ‘B’. Clearly,
there is no reduction in risk from combining such investments.

When the cash flows of two investments behave in exactly opposite
wayswithin the same economic climate, the correlation between thetwo
issaid to be negative. Risk isreduced by this combination in aportfolio.
Figure 6.4 illustratesthat equivalent amountsareinvestedin‘A’ and‘D’.
Theresult isthat rising and falling cash flows are combined to yield the
smoothed-out return ‘C’ over time.
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Figure6.3 Positively correlated cash flows

M ost securities and business projects are nearer to positive than nega-
tivecorrelation, althoughthey arevery rarely perfectly correlated. There-
foretherewill always be some benefit in combining projects of an unlike
nature in terms of risk diversification.

6.7.1 Diversification of Risk

Portfolio managers need to be concerned with the different stages in
maturity of the portfolio, which varies according to the sizes of the
projects, the geographical location of the projects, the different stages
each project is at within the portfolio, the operational track record of
each project, and the experience and creditworthiness of sponsors and
counterparts (Silk et al. 2002).

It isclear that the diversification of risk profiles between the projects
within aportfolio alow sponsorsto finance more economically. Projects
with strong revenues may offset and diversify therisk on those that have
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Figure6.4 Negatively correlated cash flows
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Figure 6.5 Interdependencies of projects within a portfolio

lessrobust cash flows. Interms of addressing individual risksof projects,
lenders demand a higher level of interest to protect their investment. In
some cases higher DSCRs are required and enhanced sponsor support,
especially where construction risk is identified.

Figure 6.5 illustrates how a portfolio can, through cross-collaterali-
sation, support a project in the event of a negative impact or a number
of projects in the portfolio. Cross-collateralisation is discussed further
in this chapter.

However, contracts binding the portfolios should contain clauses
allowing projects to maintain some degree of independence, so in ex-
treme cases external influences do not affect the whole portfolio.

6.8 PORTFOLIO RISK MANAGEMENT

There are two reasons for adopting portfolio risk management:

1. Risks inherent in projects cannot be separated from the aspects of
general business management.

2. All projects are unique, therefore risk and uncertainty belong to a
significant part of project business. Whether or not these risks are
brought through to the portfolio is a different matter.
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Asfar asthe risk management associated with project portfoliosis con-
cerned, there may be several aspects in anaysis and making strate-
gic choices associated with the projects at the strategic business level.
For example, for an organisation operating in international markets,
country and area and specific local risk need to be taken into account.
The country risks may not affect a project alone, but may affect the
whole portfolio indirectly (Ariani 2001). Country risks are discussed in
Chapter 4.

Particular geographical regions, customers, product types, lines of
business and other important aspects can serve as criteria against which
project portfolio risk should be considered, such as the local credit-
worthiness of different project portfolio areas of an organisation.

The process of portfolio risk management is very similar to project
risk management. It consists of the following stages:

risk identification
risk classification
risk analysis

risk response.

Portfolio risk management can have the following benefits:

e Reduces the cost of capital by managing portfolio risk rather than
individual project risks.

e Reduces the risk of projects from developing their own inertia and
boundary definition.

e |ncreases the awareness of the critical risks by senior managers.

e Reduces project overrun and overspend.

e |dentifies which risks exploit competitive advantage.

e Protects and enhances shareholder value.

The authors suggest that portfolio risk management should first consider
therisks associated with the economic parameters of each project within
the portfolio and project interdependencies before assessing the portfolio
of projects as one entity.

6.8.1 Bundling Projects

Dybvig (1988) first used the term bundling to represent the particular
consumption of a bundle of similar commodities, in this case electric-
ity, purchased from different electricity generating organi-sations. The
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distribution price of the bundleis determined by setting a margin above
the purchase price(s) and then devel oping an average sale price that the
market will bear for sale to consumers. The word ‘bundling’ is used
today throughout the business world and in particular in private finance
initiative (PFI) projects.

Bundling is the grouping of projects or services within one project
structure in a manner which enables the group to be financed as one
project. Porter (1987) suggests that projects with similar characteris-
tics and interdependencies can be aggregated as a bundle of projects
rather than disaggregated stand-alone projects. The key benefits are that
this allows small projects to be financed by increasing the overall debt
within the bundle to an economic level and allows various projects to
cross-collateralise each other. Key issues are that cash flows from the
single project are robust (a single cash flow is often preferred) and the
liabilities of each party, particularly those of the public sector partners,
are adequately addressed in the event of, for example, partial or full
termination (Frank and Merna 2003).

Many possibilities of bundling are being considered. Someinitiatives
involve the construction, refurbishment and operation of projects into
manageabl e bundles; these are often described as batches (Public Private
Partnership-Initiative NRW 2003). However, bundling can also involve
bringing together pre-existing projects and refinancing/restructuring
them by using financial resources more efficiently. Examples include
providing lower interest rates than those currently in place and extend-
ing the term of original debt (Foster 2002).

In September 2004, the I rish-based bank Depfabundled .£394 million
of PFI loansrelating to 25 PFl schemesinto aspecially created financial
entity. Floating rate notes will be issued against .£31.75 million worth
of thisdebt, while £358 million of it will be matched by a credit default
swap, a financial derivative that provides what amounts to insurance
cover for the credit risk. The floating rate notes will be issued in six
trenches with preliminary ratings by credit rating agency S&P, ranging
from AAA to BB (Financial Times 2004).

The private sector should be more willing to invest in schemes with
greater than critical mass, as such schemes bring greater scope to offer
innovation and deliver more cost-effective solutionsin terms of finance,
capital, life cycle and operational costs. Bid costs per project reduce
as the number of projects increase (McDowall 2001, Lamb and Merna
20043).
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Projects can also be considered for refinancing. This is particularly
true of projects where construction has been completed and certain
risks have passed. A more favourable rate of financing can then be
negotiated.

L oan refinancing, bond refinancing, leasing, and debt to equity swap
areidentified by Mernaand Njiru (2002) aswaysof financerestructuring.
Refinancing is defined as repaying existing debt and entering into anew
loan, typically to meet some corporate objective such asthe lengthening
of maturity or lowering the interest rate. In other words, refinancing
involves paying off an existing loan with proceedsfrom anew loan, using
thesame property ascollateral. Similarly, in some cases, corporate bonds
with along maturity and identifiable coupon payments can be issued to
refinance short-term loans.

There are two situations where the project needs to be refinanced or
restructured. First of all, if the current interest rate is lower than the
rate on the debt, refinancing may be considered so that short loans can
be rolled over into longer-term maturity loans. Secondly, if a project
is having difficulties in generating sufficient revenues the promoter has
to restructure its financing techniques to maintain its project financial
viability. When the project is facing difficulties but has great poten-
tial for growth the debt to equity swap technique can be employed.
The benefit of debt to equity swap is reducing the level of debt pay-
ment so the project can be given sufficient time to overcome such
difficulties.

The authors believe, in the capital-incentive refinery industry for ex-
ample, that when the final financial package has been determined, the
borrower can look at the prospects of refinancing a particular facility
after the completion of the project; similarly; the promoter also needs
to consider the refinancing risk if the project risks such as delay or cost
overrun occur. This can be assessed by the cash flow modelling which
is discussed later.

Consideration could be given to bundling projects for refinancing to
provide larger debt. This alows aternative methods of financing to be
considered. Construction companies could refinance to provide them
with an exit strategy once the project is up and running (PFl Fact Sheet
2003).

Although there are many advantages of bundling projects, if the
projectsare not managed properly costswill bealot higher than expected
because of the multiplier effect (Munro 2001). Paddington Hospital, the
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government’slargest PFI hospital schemewhichinvolved bundling three
hospital schemes, was estimated to cost £360 million, but because of
redesign, inflation and mismanagement, the costs are expected to exceed
£1 billion (Leftly 2003).

Capital markets' funding will tend to concentrate on larger projects
and is therefore not available as an option for smaller projects. The
transaction costs on projects with a capital value of around £10 million
can be disproportionately high and severely affect returns and value for
money (VFM) (McDowall 2001, Spackman 2002).

Bundling projects can provide cash flows sufficient to produce area-
sonable return after operating and debt service costs are addressed. It
can also spread the risk for funders between different projects and loca-
tions. Smaller projects that would not be economically viable individ-
ually may be economically viable when in bundles (Frank and Merna
2003). The present authors suggest that bundling projects can allow
ethical, non-commercially viable projectsto be procured through cross-
collateralisation of funds.

Benefits of bundling to the public sector include:

e single contract for construction
e simplified monitoring
e simplified payment.

Benefits of bundling to project management according to Frank and
Merna (2003) and Lamb and Merna (2004a) are:

effective use of resources, one project team, one set of advisers
simplified chain of reporting/command

improved VFM

economies of scale

replicability

economies through innovative finance, such asthe use of bond financ-
ing with larger deals

e spread procurement and transaction costs.

Bundling projectsconsolidatesoperational, financial and strategic activi-
tiesinto one package. Thisisan option governmentsare now considering
in order to sanction smaller PFI projects. However, the task can be diffi-
cult. Public—private partnerships (PPPs) often involve the private sector
partner providing a bundle of services such as the design, construction,
operation and maintenance, and both soft and hard services. Bundling
thus differs from traditional contracting out whereby separate contracts



Portfolio Analysis and Cash Flows 157

are let for each service. Bundling can provide VFM which cannot be
obtained by contracting services separately. Integration of design, oper-
ation and maintenance over the life of an asset, within a single-project
finance package, improves performance and reduces project life costs
(McDowall 2001).

When considering bundling a group of projects the opportunity cost
of capital should be taken into account. Thisis‘the highest price or rate
of return an alternative course of action would provide'.

6.8.2 Considerations

Bringing projects together for financing, however, must consider the
following issues (Frank and Merna 2003):

¢ Different commencement times. If projects have staggered commence-
ment times the project company will not want to borrow until funding
isneeded. This could happen when planning permission isdelayed on
one of the sites of the project.

e Partial completion. If one part of the project is completed before the
othersthen the project company will want servicesto start in that area
first before the other areas are completed.

e Partial termination. The project may falter in one area. This does not
necessarily mean the whole project is not viable — the viable parts
could still go ahead. The project company would need to ensure that
the funders were in agreement and that the financial viability of the
overall project was not affected.

e Variations. Bundled projects may be more prone to variations or
changes and additional debt may need to be raised to cover this.

Each of these complexities needsto be addressed in both the project and
financial documentation.

6.8.3 Bundling Projectsinto a Portfolio

Figure 6.6 illustrates how aproject or bundle of projectstranspiresfrom
an idea by the principle through to the financing of the venture.

The bundle could be funded by one ‘lead bank’. However, depending
on the risks and the size of the bundle, the loan could be syndicated
through a number of banks, therefore reducing the risk to the lead bank
(Frank and Merna 2003).
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Figure6.6 Thelending ladder

Projects 1 — n must have cash outflows and generate revenue streams
over defined concessional periods. Different financial instrumentswill be
used depending on the project size and the prevailing economic climate
(Frank and Merna 2003, Merna and Young 2005).

6.9 CROSS-COLLATERALISATION

Most projects are traditionally procured on a standalone or stranded
basis, their commercial success being dependent on the revenues gener-
ated by the project’s assets, athough projects procured using corporate
finance often receive financial assistance from the corporate body when
they suffer short-term liquidity problems. In standalone projects it is
prohibited to offset gains and losses from one project to another. When
projects are bundled together in a portfolio, cross-collateralisation can
take place by combining project cash flows over the length of the con-
cession or by one project’s revenues cross-collateralising with another
project’s over a specified duration before combining cumulative cash
flow in aportfolio.

A typica definition of cross-collateralisation is when collateral for
one loan also serves as collateral for other loans. For example, in real
estate situations cross-collateralisation can occur when a person already
owns a house, and wants to buy ancther one.
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The authors define cross-collateralisation as;

Theuse of fundsgenerated by one proj ect with strong cash flowswithin a portfolio,
tofund another project within the same portfolio, which may be experiencing cash
flow difficulties and defaulting on debt repayments.

Cross-collateralisationisarelatively new expression. Itisbasically the
use of collateral generated from one project to fund another project that
may be experiencing cash flow deficiencies, and thus unable to service
debt payments, in terms of principal and interest. These deficiencies
may arise from the numerousrisks a project is susceptibleto over itslife

cycle.

6.10 CASH FLOWS

Cash flows are a measure of a project’s health. They are ssmply cash
recei pts minus cash payments, over agiven period of time. Itisthecycle
of cash inflows and outflows that determines business solvency (Turner
1994).

Cash flow management is the process of monitoring, analysing and
adjusting business cash flows. The most important issue of cash flow
management is to avoid extended cash shortages, specifically lack of
liquidity at any given time over the project life cycle. To avoid these
shortages cash flow management needs to be performed on a regular
basis. Cash flow forecasting can be used to head off cash flow problems.
Most project accounting programmes have built-in features to make
forecasting quicker and easier. Cash flow management requires the de-
velopment and use of strategies that will maintain adequate cash flow
within a project (Hwee and Tiong 2001).

Cash flows are generated from a cycle of business cash inflows and
outflows, with the purpose of maintaining adequate cash for a project,
and to provide the basis for cash flow analysis. Thisinvolves examining
the components of a business that affect cash flow, such as accounts
receivable and payable (counter-party risk), credit terms and finance
payments. By performing a cash flow analysis on these separate com-
ponents, cash flows can be managed. Smith (2002) suggests that the
success of aventureis largely dependent on the effort expended during
the appraisal stage preceding sanction. The authors concur with Smith
and suggest that cash flows and their associated risks are paramount to
the appraisal stage.
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Figure 6.7 Cumulative cash flow curves of a typical base case for discounted and
non-discounted inflows and outflows of cash

Theauthors describe acash flow asafinancial model of the project. In
its ssimplest form a cumulative cash flow can provide vital information
to a manager. It is concerned with the flow of money in and out of the
account per unit of time. The net cash flow is the difference between
cash in and cash out. In its cumulative form it is described as the net
cumulative cash flow (Yeand Tiong 2000). A cumulative cash flow curve
is a graphic presentation of the flows of money mentioned above. The
cumulative net cash flow curve depicts net project cash outflows as a
negative function and net project cash inflows as a positive function.
Thisrepresentsthe true nature of project cash flow: an outflow resultsin
anegative cash position and an inflow resultsin apositive cash position.

Figure 6.7 illustrates the cumulative cash flow of atypical base case
for discounted and non-discounted inflows and outflows of cash from
the following economic parameters which can be computed:

NPV

IRR

PB

maximum CLU
discounted net return
e discounted PB period
e discounted CLU.

The base case cumulative cash flow is defined by Esty (2004) as the
cash flow projection with variables measured at their expected values,
that is, acash flow that is not subjected to any risks over itslife cycle.
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6.10.1 Cash Flow Definition for Portfolios

The authors define a cash flow as an external flow of cash and/or securi-
ties(capital additionsor withdrawals) that isclient initiated. Transfers of
assets between asset classeswithin aportfolio or manager-initiated flows
must not be used to move portfolios out of composites on atemporary
basis. The cash flow may be defined by the organisation asasingle flow
or an aggregate of a number of flows within a stated period of time. In
cases of multiple cash flows over an extended period of time, organisa-
tions should refer to the discretion section of the guidance statement on
the definition of composites and consider whether the portfolio should
be classified as non-discretionary.

Figure 6.8 illustrates the effects of combining base case cumulative
cash flows. Figure6.8(c) illustratesthe cumulative base case cash flow of
combining the base case cash flows of Project 1 and Project 2 illustrated
by Figures 6.8(a) and (b) respectively. New economic parameters can
now be computed for the combined base case cumulative cash flows
which can be described as a portfolio of two projects.

M any organi sationsusethismethod of combining base casecash flows
to assessthe economic parametersof acombination of project cashflows.
This method does not, however, take into account risks associated with
individual projectsand only provides abasic approximation for decision
making.

Currently many organisationsusethered linemethod for ngthe
commercial viability of the portfolio. Thistypically involves computing
aworst case scenario for the portfolio cash flows by assuming a risk
range, for example 10% negative risk, illustrated by ared line below the
base case cumulative cash flow of the portfolio.

Figure 6.9 illustrates the base case cumulative cash flow of a port-
folio and the red line case below it. The area between the two curves
is deemed to be robust in terms of meeting a minimum acceptable rate
of return. Should the base case cumulative cash flow fall below the red
line, decisions can be made to reassess individual projects as part of the
portfolio.

Dedling with large, external cash flows in a portfolio is a com-
mon struggle for most investment managers. These large flows, of
cash and/or securities, can have a significant impact on investment
strategy implementation and, thus, on a portfolio’s and composite’s
performance.
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Figure 6.8 Cumulative combined base case cash flow for (a) Project 1, (b) Project 2
and (c) Projects 1 and 2
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Figure6.9 Comparison of the red line (lower curve) cumulative cash flow

6.10.2 Reasonsfor Choosing Cash Flow Curves

A project or portfolio isacommercial venture. All the important parties
associated with a project, such as the promoter, the contractor and the
providers of capital, invest in the project with the aim of achieving
some desired benefits or returns. Normally the most important financial
objectiveisalways profitability and liquidity. Smith (1975) suggeststhat
profitability implies making an adequate return on the capital and assets
employed in the enterprise, whereas liquidity implies an adequacy of
cash flows to enable the unit to pay its way and ensure continuation
of the operation. Financial management in a business hinges on the
management of cash flows. Whether or not a business survives is a
matter of suitable cash flows, rather than profitability, which isrealised
at a later stage in any project. Profitability is dependent on the cash
flow. Good management of a project is, therefore, not only dependent
on achieving the triple constraints of specification, budget and schedule
but is also dependent on being able to manage the liquidity (cash flow)
of aproject. Cash flow curves are highly sensitive to changes in project
conditions and therefore can act as an early warning system, in case
of problems, to help initiate proper rectification measures, for example,
a change in the design of the project which increases or decreases the
project cost, delays leading to cost overruns, fluctuations in the interest
rate affecting the cost of capital used and fluctuations in the input and
output costs can be easily depicted on a cash flow curve.

6.10.3 Projects Generating Multiple IRRs

Some project cash flows can generate NPV = 0 at two different discount
rates (Brealey and Myers 2000). An investment project in which the
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Figure6.10 Cumulative cash flow-generating multiple IRRs

summary cash flow numbers are characterised by aternating cash in-
flows and outflows can have more than one, or multiple, IRRs. Projects
can be denoted by (— +, —) or (+, — +) where the signs correspond
to the sequence of the cash flows. There can be as many IRRs as there
arereversalsin the direction of cash flow (Werner and Stoner 2002). In
projects procured by project finance an existing revenue, followed by
a cash outflow and a further revenue, may form part of a concession
contract (Mernaand Smith 1996). Figure 6.10 illustrates the cumulative
cash flow of such aproject.

Typically a project generating two positive IRRs and a positive NPV
is considered to be commercially viable.

6.10.4 Model Cash Flow

The following five stages to build a model cash flow curve are recom-
mended by the present authors:

1. Compile the base case cash flow simply by adding the costs and
revenue over the entire life cycle of the project or contract.

2. Refine the base case cash flow to take account of delays between
incurring a commitment and paying or receiving the money.

3. Calculate the resulting cost and benefit together with the investment
required.

4, Consider therisk and uncertainty.

5. If necessary, examine the implications of inflation.

The model cash flow curve depicts the forecasted pattern of money in-
flows and money outflows, in money termsor real terms, of the accounts
of the project during itslife. However, it is not realistic to expect avery
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Figure6.11 Risk envelope for project or portfolio

high degree of accuracy in any financial prediction based on this cash
flow because it uses certain assumptions and estimates. In order to over-
come this problem, normally a range of possible changes in the cash
flow, both beneficial as well as adverse, as a result of risks and uncer-
tainty, are built into the model. This provides a band around the model
cash flow.

Cumulative cash flows can be devel oped to show the worst, base and
best case cumulative cash flows of projects or portfolios. Figure 6.11
illustratesthe envel ope bound by theworst and best case cumul ative cash
flows. Thecloser the curves of theseworst and best case cumulative cash
flows, the less risk or uncertainty is assumed in the project or portfolio.
A robust finance package is one that will service principal, interest,
dividends and coupon payments for any economic outcome that may
occur within the risk envelope.

6.11 AN EXAMPLE OF PORTFOLIO MODELLING

Thefollowing example uses arisk management software package based
on Monte Carlo simulation to generate worst and best case scenarios
from risks identified by the techniques discussed in Chapter 4.

Figure 6.12 illustrates the probability of a project’s/portfolio’s cash
flow over acertain period of time.

The trend line of the cash flow can be produced as follows:

1. Set each year’'s cash flow as aforecast.

2. After completing asimulation of cash flow forecasts for each year a
trend chart illustrating the certainty ranges of all the forecasts can be
prepared as shown in Figure 6.12.
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Figure6.12 Trend chart of probabilitiesin terms of cumulative cash flow over time

3. Thechoice of certainty bands can be determined to suit requirements.
Trend chartsdisplay certainty rangesfor multipleforecastsin aseries
of bands. Each band represents the certainty ranges into which the
actual values of forecastsfall. For example, the 50% band shows that
the cash flow has a 50% chance of being in this range.

Analysing projects on a project-by-project basisisarelatively smple
operation. Many software packages exist which can accommodate the
financial appraisal in terms of economic parameters and carry out sen-
sitivity and risk analysis, using Monte Carlo simulation. The financial
analysis of these bundled projects can be considered as a portfolio of
projects. Eachindividual project will havedifferent cost and revenueim-
plications and be subjected to different risk scenarios. When projectsare
considered individually somemay becommercially viable as standalone
projects and others may not be commercially viable on a standalone ba-
sis. However, when the projectsare bundled together theoverall portfolio
of projects may meet a promoter’s MARR (minimum acceptabl e rate of
return) and be deemed commercially viable. These non-commercially
viable projects can, however, be financed by cross-collateralisation of
funds to make them viable as part of a portfolio of projects.

Traditionally the commercial viability of a portfolio of projects has
been assessed on the correlations between returns when calculating the
portfolio standard deviation (Cuthbertson and Nitzsche 2001) or on a
project-by-project basis. The present authors, however, have devel oped
afinancia risk mechanism to provide economic parameters based on
risk ranges for a portfolio of projects by combining an existing risk
management program with spreadsheets. The outputs from the program
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and spreadsheets indicate the economic parameters of the base, worst
and best case scenarios of the portfolio of projectsin terms of economic
parametersillustrated by cumulative cash flows as one project.

6.11.1 Financial Instruments

Asdiscussedin Chapter 5, individual projectsaretypically financed by a
combination of financial instrumentsthat often include debt, mezzanine
finance (bonds) and equity. Mernaand Khu (2003) state that the types of
financia instruments available for project financings have always been
of concern to investors and promoters. In many infrastructure projects
the debt—equity ratio is seen to be a measure of the risk in a project,
the greater the risk the greater the equity contribution. In effect equity,
particularly ordinary equity, can be described as risk capital in project
financings.

The modelled portfolio of projectswill identify the economic param-
eters based on individual project financing. The financing of individ-
ual projects can be reassessed by substituting debt for equity to deter-
mine the effect on the portfolio of projects. Economic parameters of the
amended portfolio will reflect such changesinindividual project financ-
ings. For example, anindividual project may be deemed to besufficiently
risky to require equity in its financing, but when considered as part of a
portfolio of projects cross-collateralisation can be used to service debt
rather than apotentially more expensive equity contribution. Clearly the
financial instruments used in individual projects can be reassessed once
the economic parameters of the portfolio and associated risks have been
identified.

6.11.2 Development of the M echanism
The mechanism depends on the identification of the following outputs:

CLU
NPV
IRR

PB.

Each project P; to P, is assessed on the basis of an individual project.
Typically thesearebased onanetwork of project activitieswhicharetime
and cost related. The software is used to assess the economic parameters
of the base case without risks being considered. Ranges representing
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risks are then attached to activities in the network to determine the sen-
sitivity of each activity to risk and aprobability distribution iscomputed.
Each project is assessed in asimilar way (Merna and Khu 2003).

The outputsin terms of worst, best and base case can be combined to
determine the overall economic parameters of the portfolio of projects.
The economic parameters can then be assessed to determine the com-
mercial viability of the portfolio rather than of the individual project.

6.11.3 Spreadsheets
6.11.3.1 Financial Modelling in Excel

With advances in technology and improvements in Excel itself, Excel
has become the preferred tool for creating all but the largest and most
computationally intensivefinancial models. The advantages of Excel for
financial modelling are numerousand arediscussed in Chapter 5. Excel’s
application for business management and analytical requirements has
severa benefits which are useful within a business environment, these
include:

e Familiarity—Most business professional sarealready familiar with the
Microsoft Excel application. This translates into a faster acceptance
and shorter learning curve to users presented with an Excel-based
solution disseminated within an organisation.

e Customisation — The flexible nature of Excel makes applications de-
veloped with it relatively easy to customise to specific end user re-
guirements. Such customisation may be accomplished within the ap-
plications themselves or, where application is protected or locked,
through separate workbooks and modules that interact with the main
application.

e Scalability — Theabilitiesto link formulas and call compiled modules
from separate workbooks in Excel make devel oped solutions scalable
to meet growing demands of analytical (especially banking) require-
ments. As business needs evolve over time, additional functionality
can be developed and integrated with the original application.

e Interoperability — With the proliferation of Microsoft Office as the
choice of operating software for many organisations worldwide,
Excel-based solutions can interoperate with other Office applications
both within and between organisations.
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Figure6.13 Straight-line interpolation of base case cumulative cash flow

However, despite its power, Excel has many limitations, and there are
many financial models — some even relatively simple ones — that either
cannot be created in Excel or will be overly complex or cumbersome to
create in Excel. What’'s more, when you create a highly complex model
in Excel, it can be difficult to understand, debug and maintain (Sengupta
2004).

In this case study portfolio the development of spreadsheetsis based
on an approximation of the cumulative cash flow curves. The risk sim-
ulation output data form the basis of the model. Through a straight-
line interpolation between the four points — Start, CLU, PB period and
NPV — each project is represented by three activities as illustrated in
Figure 6.13. The cumulative cash flow for the worst, base and best cases
are devel oped stochasticaly.

The outputs from a portfolio of projects can then be illustrated on a
spreadsheet. The economic parametersfor the base, worst and best case
are then computed. The output shows the commercial viability of the
portfolio rather than of individual projects. The envelope created within
the best and worst case cash flows indicates the riskiness of the portfolio
compared with the base case cash flow.

It is possible to create different scenarios by changing project start
dates, or to assess interdependencies by reprogramming individual
projects and adding or subtracting individual projects to determine the
effect on the portfolio. The complexity of the spreadsheet is dependent
on therisk practitioner’s experience.

Figure 6.14 summarises the bundling mechanism stages.
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NPV
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IRR
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plotting

v

Combine project cumulative cash flows into
spreadsheet

v

Cumulative cash flow for portfolio of projects
in terms of CLU, NPV, IRR, and PB period for
optimistic, base and pessimistic case

-

Model combinations of projects in terms of
numbers, start, finish and durations

v

Perform risk management on each project and
combine to portfolio (Scenario Analysis)

.

Assess riskiness of each project or combination
of projects with respect to different financial
aspects

Figure6.14 Mechanism for portfolio assessment
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6.11.4 A Portfolio of Oil and Gas Projects

Theexampleusedinvolvesthe construction of seven new projectsandthe
refurbishment and operation of eight existing facilities. The projectsare
to be procured using project finance. The cost of constructing seven new
projectsis estimated at .£956 484 900 and the cost of the refurbishment
of the eight existing facilitiesis estimated at .£290 000 000.

Table 6.1 shows the individual and total construction, finance, opera-
tion costs and revenues (£ x 10) of the 15 projects. The debt to equity
ratio for al 15 projects in the portfolio is approximately 89:11. This
would not be considered arisky portfolio due to the small equity, risk
capital contribution. Projects 9, 11 and 15 are seen to have no equity
contribution at all and thus perceived to have minimum risk. Projects 4
to 7 inclusive have a debt to equity ratio of 90:10, implying there is a
small amount of risk in these projects. Projects 10, 12, 13 and 14 have
debt to equity ratios of 80:20 meaning that they are perceived to be the
riskiest projects in the portfolio. If these latter projects sought finance
individually they may not be financed dueto their individual risk. Under
aportfolio, however, risk inthese projectsisdiluted dueto the strength of
the less risky projects, particularly in their ability to generate revenues.

The 15 projects were individually modelled in a program based on
Monte Carlo simulation to determine their economic parametersand as-
sociated upstream and downstream risks. The economic parameters are
then assessed using the bundling mechanism devel oped by the authors.

Forecasting is an essential part of the preparation of any economic
evaluation asit is based upon the best information available at any given
time. It is often necessary to alter the forecast from time to time as
information or conditions change. These changes can be simulated to
determine the optimistic and pessimistic scenarios.

The authors devel oped two batches of projects, these being the seven
new projects and the refurbishment and operation of eight existing facil-
ities. Table 6.2 givesthe economic parametersfor the seven new projects
procured as a batch.

The eight refurbished facilities were also developed as a batch. The
economic parameters of this batch are given in Table 6.3.

The batch of new projects is commercialy viable having worst
and best case IRRs of 20.65% and 26.10% respectively as shown in
Table 6.2.

In the refurbished batch of projects the IRRs of the worst and best
cases, that is5.82% and 11.73% respectively as shown in Table 6.3, are
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Table6.2 Worst, base and best case economic parameters for a batch
of seven new projects

Economic parameters

Worst Base Best
NPV ($) 3910471970 5447793760 6149 026 810
CLU (%) —724881590 —712709240 —705 301990
IRR 20.65% 24.54% 26.10%
PB period (years) 7.07 6.55 6.43
Duration (years) 29.00 29.00 29.00
Time of max. CLU 3.00 3.00 3.00

not commercially viable since a promoter would expect an MARR of at
least 15% IRR.

However, by procuring the 15 projects in a portfolio as given in
Table 6.4, the relative strengths of combining the batch of the seven
new projects with the batch of eight refurbished projects, a commer-
cialy viable portfolio can be achieved.

By combining the two batches of projects into a portfolio it can be
seen from Table 6.4 that the worst case IRR is 18.07% and the best
case IRR is 23.28%. Clearly the combination of the batches resultsin a
commercially viable portfolio in terms of meeting a higher MARR.

Figure 6.15 illustrates the cumulative cash flows of the portfolio. The
cash burn rate of the base case is approximately £316.0 million/year
and the PB period is 7.02 years. The steepness of the cumulative cash
flow line from the 3-year CLU point to the 7.02-year PB point shows
that thereisvery little chance of liquidity risk in thisportfolio asrevenue
generation can meet operational costs and service debt.

Table6.3 Worst, base and best case economic parameters for a batch
of eight refurbished facilities

Economic parameters

Worst Base Best
NPV ($) 127 720 000 240 400 000 380 200 000
CLU (9 —246008960 —245350680 —244 975450
IRR 5.82% 8.82% 11.73%
PB period (years) 10.10 9.46 8.88
Duration (years) 20.00 20.00 20.00

Time of max. CLU 3.00 3.00 3.00
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Figure 6.15 Cumulative cash flow for a portfolio of projects (worst, base, and best
cases)

Theportfolio can now be expressed in termsof aproject of threeactiv-
ities, namely cash expenditure, revenue generated to PB, and PB to NPV
asshownin Figure 6.11. Oncethe projects have been combined to make
a portfolio they can be assessed using sensitivity and probability anal-
yses. Figure 6.16 illustrates the sensitivity of the portfolio’s economic
parameters of PB, CLU and NPV in relation to the IRR. Figure 6.17
illustrates the portfolio *S' curve in relation to the portfolio IRR. Sensi-
tivities and probabilities can also be carried out in relation to the NPV,
CLU and PB. In both cases the more inelastic (steeper) the curves, the
less sensitive the variables are to perceived risks.

Sensitivity Diagram: IRR

16
[ ,/
1 / CON1(CLU)
Parameter —30 -25 -40 -15 -10 -5 5 1p 15
Change(%) // _: / OP1(PB)
v -
7 -10
// OP2(NPV)
=15
Variable Change (%)

Figure6.16 Sensitivity analysesfor portfolio shownin Table 6.4 for economic param-
eters CLU, PB and NPV inrelation to IRR
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Figure 6.17 Probability analyses for portfolio shown in Table 6.4 for economic pa-
rameters for mean, best and worst casesin relation to IRR

Figure 6.17 illustrates an approximation of the risks associated with
the outcome of the IRR. In this case the worst case gives an IRR of
approximately 18% and a best case of 23% as given in Table 6.4.

The mechanism devel oped by the authors clearly illustrates the best,
worst and base case economic parameters and cumulative cash flows
of aportfolio of 15 small oil and gas projects. The authors have shown
how the mechanism in conjunction with a risk management program
combined with spreadsheets can be used to combine individual projects
or batches of projects to produce a portfolio.

Table6.4 Worst, base and best case economic parametersfor a
portfolio of 15 projects

Economic parameters

Worst Base Best
NPV ($) 4038191970 5688193760 6529226810
CLU (9 —970890550 —958059920 —950 277 440
IRR 18.07% 21.65% 23.28%
PB period (years) 7.52 7.02 6.86
Duration (years) 29.00 29.00 29.00

Time of max. CLU 3.00 3.00 3.00
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The eight refurbished facilities are considered unviable both in terms
of individual projects and as a batch of projects. However, when com-
bined with acommercially viable batch of projects, the overall viability
of the portfolio is shown to be commercially viable as it exceeds the
MARR desired.

The output mechanism depends solely on the NPV, CLU, PB period
and rel ative start date of individual projects. The mechanism can be used
by stakeholders such as lenders, insurers, constructors or promoters to
assess their returns from the portfolio. Promoters and constructors will
find the mechanism extremely useful when deciding whether to bid for
aportfolio of projects.

Themechanism, initssimplest form, provides an effective method for
assessing portfoliosor programmes of projectsthat have aproject period
followed by arevenue generation period. The mechanism allowsthe user
to add or subtract costs or revenues during any period over the portfolio
project and thus provides a strategic project tool. The start date of any
individual project or number of projects can be changed to determine
the effect on the portfolio’s economic parameters. If, for example, the
start date of one individual project is moved forward by two years then
the CLU may be reduced.

Sensitivity analysis can be used to identify the most sensitive projects
or activities prior to probability analysis. It isalso possible to consider a
portfolio of projectswith no financing element attached to any individual
project and then assume financing the portfolio as one project and thusto
determine the base, best and worst case scenarios based on this financial
package.

6.12 SUMMARY

Within any portfolio the potential for uncertainty increases with the
breadth of the portfolio and the range of the projects or investments.
Thelevel of interdependencies and interrel ationships will also affect the
potential for positive or negative risks.

Portfolio selection and strategy, scenario analysis and diversification,
and portfolio risk management were discussed in this chapter.

Considerations of bundling projects and financing bundles were also
examined. Thebenefitsof cross-collateralising projectswithin portfolios



Portfolio Analysis and Cash Flows 177

were discussed and how cross-collateralisation can be used in portfolios
of projects to improve economic parameters.

Cumulative cash flows, how they are developed and how economic
parameters are computed were also discussed. A humber of examples
of how cumulative cash flows are combined to assess a portfolio’s base
case were discussed and suggestions for modelling portfolio cumulative
cash flows presented.






-
Risk Management at

Corporate Level

7.1 INTRODUCTION

There has been very little research carried out as to what risks are
assessed at the corporate level, who carries out these risk assessments,
and the general functions of the corporate body in relation to risk
management.

Thischapter briefly outlinesthe history of the corporation, the powers
it has, those involved in decision making within the corporate body, the
functions carried out at the corporate level and the risks deemed to affect
the corporate body, SBUs and projects.

7.2 DEFINITIONS
French and Saward (1983) define a corporation as:

An association of personsthat isitself regarded in law as a separate entity which
may be put into legal relationships (such as the owner of a property, a party to a
contract, or a party to legal proceedings) and which continues in existence until
dissolved in accordance with the law.

The persons who are associated together in a corporation are called
‘corporators’ or ‘members’ of the corporation.
The Dictionary of Management (French and Saward 1983) states:

A corporation is a succession of persons or body of persons authorised by law
to act as one person and having rights and liabilities distinct from the individ-
uals forming the corporation. The artificial personality may be created by royal
charter, statute, or common law.

The most important type is the registered company formed under the
Companies Act. Corporations aggregate are composed of morethan one
individual, such as alimited company. Corporations can hold property,
carry on business and bring legal actions, in their own name.

The authors agree with the above statements, but for the pur-
pose of this book the authors suggest that corporations are profit-
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pursuing enterprises, whose goals include growth, efficiency and profit
maximisation.
Chambers and Wallace (1993) define management as:

The members of the executive or administration of a business or organisation.
They will not necessarily be the owners of the business, but will be selected
by the owners to be responsible for the different functions of the organisation.
Management may be motivated by different factors to owners, such as by market
share or by success in sales, rather than profitability and dividends.

Chambers and Wallace (1993) aso define a management technique
as.

A variety of approaches that have been introduced into decision making to help
improve the quality of the final outcome. Some are based on taking a certain
approach to decision making, such as management by objectives or human re-
source management. Other approaches are based on the use of models and
statistical techniques, such asforecasting methods, operationsresearch and ratio
analysis. These techniques are used as aids to decision making and still require
managers to weigh up the results in the light of other experience.

For the purpose of this book corporate management is defined as:

The management of the activities carried out by the corporate body and those
organisations forming part of the corporation which utilise tools and techniques
to aid decision making processes.

The London Stock Exchange (2002) definesitself as:

An organised market for securities formed in 1973 by the amalgamation of the
London Stock Exchange and several other exchangesin different cities. Thewhole
exchangeis administered by a council. Members of the council are elected annu-
ally and can be listed under two categories.

Members are of three types: individual persons, unlimited companies
(members of which must be members of the London Stock Exchange)
and limited companies (directors of which must be London Stock Ex-
change members). Only individual persons are entitled to elect council
and unit committees but individuals are not alowed to transact busi-
ness on their own behalf — all business must be transacted in the name
of an unlimited company or limited company member or in the name
of a partnership of individual members. All partnerships and company
members must submit annual audited accounts to the council.
Transactions must only take place in securities listed by the council
and government stocks. Each company trading as ajobber must provide
alist of securitiesit will deal in. Brokers must normally deal only with
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jobbers and may not deal directly with each other unless no jobber deals
in the particular security required.

The FTSE index simply lists the companies that deal on the London
Stock Exchange for the use of traders. The authors suggest that the main
function of the stock market isto raise funds, through the sale of shares.

The shareholders need to be aware of the risks taken by the corporate
body on their behalf.

The FTSE illustrates the performance of corporations in 39 business
sectors listed on the London Stock Exchange. The stock market reports
information regarding acorporation’sshare price, increasein valuefrom
the previous day, 52-week high and low share value, volume of shares
sold, yield from each share and the profits/earning (P/E) ratio. Share
values are given, in most cases, in pence or pounds sterling although
some share prices are denominated in euros, US dollars or yen.

Stock market investors assess current share price against predicted
changes in a corporation’s profit performance and share value when
making decisions on buying and selling shares. The FTSE listings give
investors a quick appraisal of how a sector or a specific corporation is
performing.

Anather function of the FTSE isto rate organisationsin terms of their
respective socia and environmental record. Cole (2002) explains:

For Good takes the top 300 companies and rates them according to their envi-
ronmental and social record.

These listings al so affect an organisation’s share price.
Taylor and Hawkins (1972) believe:

The corporate entity must clarify its own attitude towards shareholders, not for
the day of reckoning but for every day. It must make the effortsto define corporate
objectives: that set of principles which will pin point why the company is in
business, and set out criteria for its conduct and measure its progress.

The present authors concur with this statement.

7.3 THE HISTORY OF THE CORPORATION

The corporation is an ingenious device for acquiring rights and shed-
ding responsihilities. This was not, however, how the institution was
conceived. The solicitor Daniel Bennett has written a brief history of
corporate emancipation (Bennett 1999). He notes that the first corpo-
rations in Great Britain were charitable institutions, churches, schools
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and hospitals, which used incorporation to avoid the legal and financial
problems—such as death duties— encountered by abody which outlived
its founders. These organisations were licensed by the Crown, which
determined what they could and could not do. Engaging in profitable
commercial activities was forbidden.

As time moved on the monarch began to award ‘charters of incor-
poration’ to trade associations. The associations were granted royal
monopoly in certain economic sectors, but did not buy and sell in
their own right. Businesses had to join an association in order to trade.
However, over time the system began to break down and transformed
itself into a profit-making company of shareholders, jointly owning
the stock which previously belonged to its member businesses. Other
trade associations swiftly followed suit, and soon the Crown and Par-
liament began to license them as commercial corporations. Gradually
they acquired many of the legal rights hitherto granted only to hu-
mans. Governments lost the ability to destroy them if they exceeded
their powers.

Throughout the twentieth century companies learnt new ways of dis-
carding their obligations: establishing subsidiaries, often based offshore
and in possession of no significant assets, for example to handle con-
tentious operations. In 1998, aleaked letter from the Lord Chancellor’s
office revealed that the government was planning to protect UK-based
business from legal claims made against it by workers in the Third
World. In 1999, the court of appeal forbade 3000 South Africans suffer-
ing asbestos poisoning from suing Cape plc, the corporation alleged to
be responsible, in the UK courts, even though Cape is a UK company.
While they seem to be able to exempt themselves from national law,
multinational companiesalso remain immune from international human
rights law, which applies only to states. At the same time, however, cor-
porations in the UK are able to sue for libel, to call the police if their
property is threatened, and to take out an injunction against protestors
and workers. They may usethe law asif they are human beings, in other
words, but in key respects they are no longer subject to it (Monbiot
2000).

It is also true that many corporations are efficient and well man-
aged. But they are, by definition, managed in interests at variance with
those of the public. Their directors have a ‘fiduciary duty’ towards
the shareholders: they must place their concerns above all others. The
state, by contrast, has a duty towards all member states, and must strive
to achieve a balance between their competing interests. Surprisingly,
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Peter Mandelson, the minister regarded by many as the most amenable
to corporate power, appears to recognise this conflict. ‘It is not practi-
cal or desirable’, he wrote in 1996, ‘for company boards to represent
different stakeholder interests. Boards should be accountable to their
shareholders’ (Mandelson and Liddle 1996). ‘ The government of an ex-
clusive company of merchants', Adam Smith observed, ‘is, perhaps, the
worst of all governments for any country whatever.

Thedirectors of UK companiesareindividually responsiblefor keep-
ing the price of their shares as high as possible. If they neglect this
‘fiduciary duty’, they can be prosecuted and imprisoned. If, on the other
hand, they neglect to protect their workforce, with the result that an em-
ployeeiskilled, they remain, in practice, immune from prosecution. The
company, if it isunlucky, will suffer an inconsequential fine, which will
not touch the directors.

Around 360 people are killed at work every year in Great Britain.
Research suggests that around 80 of those deaths should result in pros-
ecution for corporate manslaughter, but only two companies, both of
which are relatively small, have ever been prosecuted (Slapper 1999).
The problem isthat while corporations have acquired many of therights
of human beings, they have managed to shed many of the corresponding
responsibilities. A company can be convicted of manslaughter only if
adirector or senior manager can be singled out as directly responsible
for the death. If the responsibility is shared by the board as awhole, the
firmisinnocent of reckless or intentional killing.

Theauthorsbelievethat the problem iscompounded by the reluctance
of the government’s Health and Safety Executive (HSE) to prosecute
anyone or anything. The Centrefor Corporate Accountability calculates
that of the 47 000 major injuriesin theworkplace reported between 1996
and 1998, only 11% were investigated by the HSE (Select Committee
on Environment, Transport and Regional Affairs 1999).

In 1996, the Law Commission reported that the corporatekilling laws
werein urgent need of reform. In 1997, two weeks after the Southall rail
crash, in which seven people died, the Home Secretary told the Labour
Party that he would introduce ‘laws which provide for conviction of
directorsof companieswhereit isclaimed that dueto aresult of dreadful
negligence by the company as a whole, people have lost their lives'. It
took two and ahalf yearsfor the Home Secretary to launch aconsultation
document on corporatekilling. Even so, while the government proposes
that companies could be convicted of corporate manslaughter whether
or not an executive has been singled out for the blame, it suggests that
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the directors of grossly negligent companies should no longer be subject
to no greater penalty than disqualification.

7.3.1 Equity Capital of a Corporation

The equity capital of acorporation isacquired through the sale of stock.
The purchasers of the stock are part owners (stakeholders) of the corpo-
ration and itsassets. | nthismanner, ownership may be spread throughout
the world, and as a result an enormous amount of capital can be accu-
mulated. Owing to the nature of shares, although the stockholders are
owners of the corporation and entitled to dividends (sharing profits),
they are not liable for debts of the corporation. Generaly the life of a
corporation is continuous, therefore long-term investments can be made
and the future faced with some degree of certainty, which also makes
debt capital easier to obtain.

There are many types of stock, but there are two of primary impor-
tance. These are common stock (ownership without special guarantees
of return on an investment) and preferred stock (certain privileges and
restrictions which are not avail able with common stock) (Sullivan et al.
2003).

74 CORPORATE STRUCTURE

Figure 7.1 depicts the multidivisional structure, cited by Johnson and
Scholes (1999). The multidivisional structure is subdivided into units
(divisions) on the basis of products, services, geographical areas or the
processes of the organisation. These divisions then carry out the neces-
sary functions.

However, for the purpose of thisbook the present authorshave adapted
Figure 7.1 asillustrated in Figure 7.2.

| Head Office |

| Division (A) | | Division (B) || Division (C) || Division (D) | | Division (E) |

| Functions | | Functions | | Functions | | Functions | | Functions |

Figure7.1 Multidivisional structure (Adapted from Johnson and Scholes 1999)
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| Corporate Entity |

Marketing Personnel

[sBu@) | [seu®] [sBu©] [sBu)] [seu@®]

i

| Projects | | Projects | | Projects | | Projects | | Projects |

> VAT AT A\
Functions

Key
SBU (A) - Production Companies
SBU (B) - Trading Companies
SBU (C) - Service Companies
SBU (D) - Holding Companies
SBU (E) - Project Companies

Figure7.2 Typical corporate structure (Merna 2003)

At thetop of the hierarchy in Figure 7.2 lies the corporate entity. This
isthelevel under which therest of the company trades. Hereall thefinan-
cia and acquisitiondecisionswill bemade. Secondinthehierarchy isthe
SBU level. These SBUs are divided into separate strategic business op-
erations, such as production companies, holding companies and service
companies. At the bottom of the hierarchy lies the project level. Here
projects are carried out under an SBU and with the necessary functions
being carried out, usually by undertaking projects to generate revenues.

7.5 CORPORATE MANAGEMENT

Corporate management, often referred to as corporate strategy, is con-
cerned with ensuring corporate survival and increasing its value not just
in financial terms but also by variables such as market share, reputation
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and brand perception. Thus the scope of corporate risk management is
wide ranging to support the corporate strategy.

A senior corporate manager owns the process and has the staff to
resource the analysis and administrative activities. A board member
champions the process ensuring access to information and resources.

A core group of corporate board members and strategic business unit
executives can draw additional input from stakeholders such as.

e shareholder representatives
e representatives from major customers, partners and suppliers
e external experts.

The scope covers the current markets and project portfolios of the SBU
and aso looks for potential new markets. Results fed back from the
SBU areassessed along with changesand trendsin international markets
(customers, suppliers and competitors), legislation, regulation, politics
and socia attitudes.

The authors believe that the information used often comes from a
range of sources, sometimes more than one, which may include:

e internally generated information

corporate strategy plan

corporate financial reports

business unit financial reports

feedback from business unit risk monitoring

information from the public domain

competitor, customer, supplier and partner financial reports
benchmarking and forecasts from professional bodies, such as the
Confederation of British Industry (CBI)

research papers

information from pressure groups

government-generated initiatives

economic statistics and forecasts

demographic and socio-economic trends

White and Green Papers (UK government)

consultation on proposed legislation

information purchased from specialist organisations, such asindepen-
dent research analysts

e consumer trends
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e technology forecasts
e information from past and present projects.

At the corporate level acorporate strategy plan (CSP) is often produced.
Johnson and Scholes (1999) believe the plan is produced within the
following objectives:

e Create and maintain a strategy that achieves the corporate intent, cor-
porate commitments and expectations of the customers, shareholders
and other stakeholders.

e |ncorporate and maintain the commitments and the requirements of
business sectors, specifically SBUs and process owners that support
the strategic direction.

e Communicate the strategic direction and relevant objectives and target
to each SBU.

e Manage strategic change to maintain or gain competitive advantage.

The corporate strategy is a portfolio of integrated business strategies
that will deliver the corporate intent and are consistent with the finan-
cial investments or constraints facing the group. The corporate strategy
comprises the following self-contained, but integrated, sub-processes.
analyse corporate strategic requirements, assemble corporate strategy
portfolio, commit to corporate strategy, manage strategic change, and
manage corporate risk.

However, with the ever-increasing diversification within corporations
senior managers are faced with new problems:

e How to manage awide spread of businesses? (Especially when firms
havelittle knowledgein each individual business and they arein com-
petition with firms which have core competencies in these individual
areas.)

How to organise the corporation?

How much power should the organisation delegate?

How isthe scarce capital allocated between the diverse businesses?
The risks associated with each business and its management.

The questions above could be summed up as ‘what are the advantages
to the shareholder of investing in this corporation?
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7.5.1 The Corporate Body

At the corporate level much of the responsibility for strategy often lies
with the top executives. The degree of responsibility and accountabil-
ity they face will depend on the degree of autonomy alowed, and the
constraints imposed, by corporate governance. However, the ultimate
responsibility for corporate management/strategy always rests with the
corporate board.

7.5.2 Thelegal Obligations of Directors

Loose (1990) states that a director of a firm is accountable, both indi-
vidually and jointly with the other directors, for the company’s viability
and futuresuccess. Thereforeadirector’ sresponsibility isfundamentally
different from a manager’s, because where a manager shares responsi-
bility with others, the director is ultimately accountable for the whole
company.

This accountability is to the company, not to the shareholders. If a
majority of the shareholders disagree with the decisions of the board
of directors, those shareholders are not normally free to change that
decision directly. Therefore, when the annual general meeting (AGM)
of acompany is held and the directors are proposing the payment of a
dividend, the sharehol dershave no powersthere and then to raisethediv-
idend. Similarly, the shareholders have no powers to order any specific
action by the employees of the company. Shareholders' real power re-
sidesintheir ability to removethedirectorsand replacethemwith others.

Parker (1978) suggests that a company’s chance of success depends
heavily on the quality of the board, senior management and the com-
pany’s competitive position. The authors agree with the above, but also
cite the general state of the economy, such as the rate of interest, infla-
tion and exchangerate, and external environmental factors, such asthose
concerned with politics, economics, society and technology, as critical
factors in determining the success of a corporation.

Unliketraditional shareholders, who often havealong-termvisionfor
the business and prefer to take a back seat approach to its management,
anew breed of shareholder activists are spurning the gentleman’s agree-
ment that complaints should be aired over coffee and biscuits. Hedge
funds and specul ators have found that a public campaign can oftenyield
quicker results. Barclaysisthe latest firm to have the activists breathing
down its neck.
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At the time of writing Atticus Capital, which owns around 1% of the
bank, valued at £47 billionistrying to halt the acquisition of ABN Amro.
Atticus has stated that Barclays are not the best owner for ABN Amro’s
sprawling collection of assets and if Barclays proceed with the acquisi-
tion Atticus will vote against the deal and encourage other shareholders
to do likewise. Atticus stated that continuing to pursue such a risky
acquisition would harm management credibility and anger sharehold-
ers, ultimately making Barclays vulnerable to a bid.

A major risk to corporations comes more and more from private
equity firms. Often these firms buy out established corporations and
cash in on the best revenue generators and sal eabl e assets, such asland.
Corporations aso need to consider the risks associated with take-overs
from government backed organisations.

Of course corporations and private companies can also mitigate the
risks associated with one or a number of strategic business units by
selling them off. Ford has recently sold Aston Martin and now seeks to
sell off Jaguar asthisis seen as aloss maker.

75.3 TheBoard

According to Houlden (1990) the board’s main roles are:

e to direct the company

e to appoint the managing director/chief executive

e to delegate the appropriate powers for running the company
¢ to monitor the performance of the company

e to take corrective action where necessary.

However, there are three characteristics of the board of directorsthat are
of particular importance:

1. Board structure. Different countries have different board structures.
Some countries, such as Germany and Finland, require a two-tier
system, whereas other countries such as the UK and Japan require
asingle-tier board. In France and Switzerland companies are free to
choose the system they prefer. In atwo-tier system there is aformal
division of power, with a management board made up of the top ex-
ecutives and adistinct supervisory board made up of non-executives,
with the task of monitoring and steering the management board.

In a onetier (or unitary) board system, executives and non-
executives (outside) sit on the board together.
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2. Board membership. The composition of aboard of directors can vary
sharply from company to company. Differences occur such as the
number, stature and independence of outside directors.

3. Board tasks. Tasks and authority of the board of directors also differ
significantly between companies. In some cases boards meet infre-
guently and are merely asked to vote on proposal s put in front of them.
Such boards have little or no power to contradict the will of the chief
executive officer (CEO). In other companies, boards meet regularly
and play a more active role in corporate governance, by formulating
proposals, proactively selecting new top managers, and determining
objectives and incentives. Normally, non-executive directors’ power
depends to alarge degree on how they define their own role.

It is important that corporate bodies note the importance of the CEO
and that they consider, in terms of risk management for example, the
following:

The effectiveness of risk management can be hugely enhanced or destroyed by
the chairman — chairmen can be major destroyers or major value adders to the
effectiveness of non execs.

(Pye 2001)

7.5.4 The Composition of the Board

Companies need good leadership. This should involve enthusiasm and
drive balanced with wisdom and good judgement (Houlden 1990).
Mintzberg (1984) statesthat in abroader view, the board of directorsare
only part of the governance system. For instance, regulation by local and
regional authorities, aswell as pressure from social groups, can function
as checks and balances to limit top management’s discretion.

7.6 CORPORATE FUNCTIONS

Every firm needs a corporate mission. This mission encompasses the
basic points of departure that send the organisation in aparticular direc-
tion. McCoy (1985) cites that the purpose of an organisation isthe most
important point of departure of strategy making, but also influential are
the values embodied in an organisation’s culture. Falsey (1989) believes
that values shared by an organisation’s memberswill shapewhat is seen
as ethical behaviour and moral responsibilities, and therefore have an
impact on strategic choices.
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Other reasons directing the corporation include where the corporation
wishes to focus its efforts, and the competitive ambitions or intentions
as an important part of the mission (Abell 1980, Pearce 1982, Bartlett
and Ghoshal 1994).

The corporate mission can be articulated by means of amission state-
ment, but in practice not everything that is called a mission statement
meets the above criteria. However, the present authors believe that com-
panies can have a mission, even if it has not been recorded on paper,
although thiswill increase the risk of divergent interpretations through-
out the corporate level (Pearce 1982, Collins and Porras 1996).

In general the corporate-level mission provides three important roles
for an organisation. Theseroles are:

1. Direction. The corporate mission should point the organisation in a
certain direction. Thisis done by defining boundaries, within which
strategi c choices and actions must take place. However, by specifying
the fundamental principles on which strategy must be based, the cor-
porate mission limits the scope of strategic options, therefore setting
the organisation on a specific course.

2. Legitimisation. The corporate mission can convey to all stakehold-
ers, on each level and outside the company, what the organisation
is pursuing, and that these goals and objectives will add value to
the company. By specifying the business philosophy that will guide
the company, itishoped stakeholderswill accept, support and trust the
corporate heads within the organisation, thereby generating support
throughout corporate, strategic business and project levels.

3. Motivation. In some cases, the authors believe that the corporate
mission can go one step further than the legitimisation, by actually
inspiring individuals and different levels of the organisation to work
together inaparticular way. By specifying thefundamental principles
driving an organisation, a ‘ corporate spirit’ can evolve, generating a
powerful capacity to motivate people over aprolonged period of time.

Within corporations a concept that is often confused with mission is
vision. A corporate vision is a picture of how the corporation wants
things in the future to be. While a corporate mission outlines the basic
point of departure, acorporate vision outlinesthe desired future at which
the company hopes to arrive. However, the above corporate themes are
very important considerations and a great deal of time and effort must
go into generating these at the corporate level (David 1989).
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7.6.1 Corporate Governance

At the corporate level an areathat requires attention is who determines
the corporate mission and regulates the corporate activities, that is cor-
porate governance: who deals with the issue of governing the strategic
choices and actions of top management (Keasey et al. 1997)?

Corporate governance is concerned with building in checks and bal-
ancesto ensure that top management pursue strategies that are in accor-
dance with the corporate mission. Corporate governance encompasses
al tasks and activities that are intended to supervise and steer the be-
haviour of top management. Thisisknown as the corporate governance
framework. It determines whom the organisation is there to serve and
how the purposes and priorities of the organisation should be decided. It
is concerned with both the functioning of the organisation and the distri-
bution of power among different stakeholders. Thisisstrongly culturally
bound, resultingin different traditionsand frameworksin different coun-
tries (Yoshimori 1995).

The Turnbull Report (1999) cites several principles of good corporate
governance. Firstly, there are the directors. Factors controlled by direc-
torsincludethe board, the chairman and the CEO, board balance, supply
of information, appointments to the board and re-election.

Every company listed on the London Stock Exchange should be
headed by an effective board which should lead and control the com-
pany. There are two key aspects at the top of every public company,
namely the running of the board, and the executive responsibility for
running the company’s business. There should be a clear division of re-
sponsibilities at the head of the company which will ensure a balance of
power and authority, such that no oneindividual hasunfettered powersof
decision.

The board should include a balance of executive and non-executive
directors (including independent non-executives) such that no individual
or small group of individuals can dominate the board’s decision taking.
It should also be noted that there should be a formal and transparent
procedure for the appointment of new directors to the board.

The purpose of the Turnbull Report (1999) isto guide UK businesses
and help them focus on risk management. Key aspects of the report
include the importance of internal control and risk management, main-
tenance of asound system of internal control with the effectivenessbeing
reviewed constantly, the board’s view and statement on internal control,
due diligence and the internal audit.
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Tricked (1994) cites the common definition of corporate governance

as ‘addressing the issues facing board of directors' . Attention must,
therefore, be paid to the roles and responsibilities of the stakeholders
involved at the corporate level.

Theauthorsbelievetherearethreeimportant functionsto be addressed

at the corporate level:

1

Forming function. The first function is to influence the forming of
the corporate mission. The task hereis to shape, articulate and com-
muni cate the fundamental principlesthat will drive the organisational
activities. Determining the purpose of the organi sation and setting pri-
orities among claimants are part of the forming function. Yoshimori
(1995) suggests that the board of directors can conduct this task by
questioning the basis of strategic choices, influencing the business
philosophy, and explicitly weighing the advantages and disadvan-
tages of the firm'’s strategies for various constituents.

. Performance function. This function contributes to the strategy pro-

cess with the intention of improving the future performance of the
corporation. The task here at the corporate level is to judge strat-
egy initiatives brought forward by top management and to participate
actively in strategy development. Zahra and Pearce (1989) believe
the board of directors can conduct this task by engaging in strategy
discussions, acting as a sounding board for top management, and
networking to secure the support of vital stakeholders.

. Conformancefunction. Thisfunctionisnecessary to ensure corporate

conformance to the stated mission and strategy. Thetask of corporate
governance is to monitor whether the organisation is undertaking ac-
tivities as promised and whether performance is satisfactory. Where
management is found lacking, it is a function of corporate gover-
nance to press for changes. Spencer (1983) believes that the board
of directors can conduct this task by auditing the activities of the
corporation, questioning and supervising top management, determin-
ing remuneration and incentive packages, and even appointing new
managers.

Hussey (1991) categorised the objectives/functions of a company as
primary, secondary and the corporate goals a firm wishes to achieve:

Primary objective. Profit is the prime motivation for all companies,
and many managers argue that achieving profit maximisation is their
prime function. However, in some cases the above may be untrue
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because no company iswilling to do anything for profit. For example,
few companies would be willing to work their employeesinto a state
of physical and mental exhaustion. When dealing with customers,
most purchases or transactions are likely to be repeated in the future,
therefore looking for ahigh one-off profit will have an adverse effect
on long-term profit.

e Secondary objective. At the corporate level the secondary objectiveis
adescription of the nature of the company’sbusiness. At thiscorporate
level the question should be asked, ‘What is my business? This can
be answered at corporate appraisal. However, thisis not an objective;
to overcome this the question ‘What should my business be? can
be asked. From this information the CEO and his or her immediate
managers, such as marketing, production and finance, can decipher
‘where’, ‘when’ and ‘why’ the company choosesaparticular direction.

However, the authors believe that it must be recognised that every
CEO has in mind ‘where’, ‘what’ and ‘how’ he or she wants the
company to operate, regardless of company strategy.

e Corporate goals. Goals are quantifiable objectives that provide a unit
of measurement, from which the CEO can confirm that his or her
strategies have been carried out. They are, therefore, more difficult
to formulate than profit goals because profit goals are directly related
to the strategies put in place. Goals are the landmarks and milestones
which mark the selected path the company takesto reach the reference
point (Handy 1999).

The authors believe that these corporate landmarks and milestones
should be quantifiable, allowing targets for each of the important com-
pany operations to be compared and in the long run achieved. There
should be as many goalsasit ispractical to develop. Thereislittle point
in developing figures or targets that the company has no intention of
addressing or that are of no relevance to the task.

The authors cite a number of practical goals to be carried out as a
governing meter at the corporate level:

e employment figures

ratios describing shares of defined market (percentage)
accounting figures such asliquidity ratio or gearing
minimum customer figures

maximum figures for hourslost in industrial disputes
return on capital employed

absolute sales targets



Risk Management at Corporate Level 195

e avalue for operational profit improvement
e staff turnover rate (lower targets each year, i.e. continuously improve
employees situation by listening).

7.7 CORPORATE STRATEGY

Corporate strategy is the pattern of decisions in a company that deter-
mines and reveals its objectives, purposes and goals. It produces the
principal policies and plans for achieving those goals and defines the
range of business the company isto pursue (Andrews 1998).

Ellis and Williams (1995) cite corporate strategy as a means of
adding value in respect of two equally important key areas of decision
making:

1. the overall scope of the organisation’s activities
2. corporate parenting.

Figure 7.3 illustrates the key components concerned with corporate
strategy.

At the corporate level organisational activities and scope can be de-
fined in terms of the business the organi sation wantsto bein. In making
additions to and deletions from the range of industries and markets in
which afirm competes, sources of additional corporate value added will
accrue to the extent that corporate managers judge whether individ-
ual businesses are able to achieve acceptable rates of return. If they do
not businesses should be divested from the company’s portfolio.

The second task is that of corporate parenting. This is concerned
with how corporate management should manage the various businesses
within the organisation. Goold and Campbell (1989) have discerned a

! | Organisational CorporateAddedVaIue| Corporate
Scope : HE : Parenting
e L ARt
Corporate
Strategy

Figure7.3 Key corporate strategy components
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number of principles that exist with regard to corporate parenting, as
described below:

e Parent companies add value to businessesin their portfolio either be-
cause the headquarters team has some specia skill which can be used
to help business, or because it can create synergy between businesses
in the portfolio.

e A company should add a business to its portfolio if it believesit can
create more parenting value in relation to the new business than other
potentia bidders.

e A company should divest a business in its portfolio when it believes
the businesswill perform better as an independent company or as part
of the portfolio of another company.

Strategic management can be differentiated through the use of two di-
mensions:

1. Planning. The influence and co-ordination of head office in formu-
lating business strategy.
2. Control. The type of performance control imposed by head office.

From these dimensions three styles of corporate management can be

identified:

1. Strategic planning. At the corporate level, thereis a strong emphasis
to influencethe direction of the businessthrough planning. Control of
thisis available through the use of both strategic and financial goals
(Hussey 1991).

2. Strategic control. Thisisleft to the management at the businesslevel.
The corporate level rarely getsinvolved here; however, the larger the
project, the more likely isits involvement.

3. Financial control. With this method, Ellis and Williams (1995) iden-
tify the use of delegation from corporate headquarters. Budgets are
set and become almost like a ‘contract’ between the corporate and
business levels. It is then up to the business level to achieve these
targets via strategy and the use of financial tools.

In the authors opinion risks identified at the corporate level must be
carried out with due diligence to alleviate such risks being absorbed by
SBUs or the projects undertaken by SBUs. Pavyer (2005) suggests that
the key to successful risk management is aformalised process of iden-
tifying, assessing and responding to and controlling risk. The demands
of Sarbanes-Oxley (SOX), for example, in terms of accountability can
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be simply demonstrated with an effective risk management process that
maintains accountability of all the participants in a business. Pavyer
also states that to comply with SOX, businesses must be forthcoming to
shareholders, thefirst step being a documented process. Armed with re-
liable and up-to-date information, management can ensure that material
changes in financia condition or operation of the company’s projects
are communicated to shareholders in atimely manner.

Conklin and Tapp (2000) cite a movement away from the traditional
hierarchical structure of a corporation. More common is the fact that
organisations have decentralised decision-making units operating with
some independence within the overall corporate structure. For such or-
ganisations, strengthening the creativewebisaninternal challenge. With
the shift of responsibility from ahierarchical corporate structure to sep-
arate but related work groups, a central issue is the set of systems that
can best foster ‘intrapreneurship’.

7.8 RECOGNISING RISKS

For real-world companies in viciously competitively environments, it
is not good enough simply to protect the physical and financial assets
of the corporation through a combination of good housekeeping and
shrewd insurance and derivative buying. The pressure on marginsistoo
intense and the vulnerability to volatility simply too gresat for that to bean
adequate strategy for most companies, even small ones. The focus must
shift to the far greater and far less tangible world of expectations and
reputation, and thereby sustaining investor value —hence the inexorable
rise of risk management and its sudden popularity in the board room
(Monbiot 2000).

Equity and credit analysts are increasingly focusing on risk and the
quality of risk management within the companies they analyse, which
is further sharpening focus in the board room. Analysts want to be able
to tell current and potential investors that the corporate managers know
what they are doing and that they are using the company’s capital in the
most effective manner possible, and that they arein control of the SBUs
and consequently future profits.

Senior management areincreasingly using company reportsand press
departments to boast about their latest risk management initiatives and
policies, but learning the vocabulary associated with risk management
and simply dlipping the words into glossy brochures does not constitute
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risk management. Corporations that want to report the stable, secure,
socially responsible and ever-increasing earningsthat investorsand other
stakeholders demand must take risk management seriously and put such
words into practice (Parkinson 1993).

In the corporate sector, more enlightened senior management have
hired overall risk managers, more often than not promoted from the
insurance management function. Here these individuals' core responsi-
bility has normally been the identification, measurement and mitigation
of risk, as well as arranging its funding when feasible and desirable.
In many cases these individuals have attempted to co-ordinate the risk
management activities of other departments and to promote a risk man-
agement culture throughout the organisation.

A recent survey of CEOs and risk managers in the UK, Europe and
the USA has shown constantly that the main perceived issuestoday are:
corporate governance; extortion, product tampering and terrorism; envi-
ronmental liability; political risk; regulatory and legal risk; fraud; and a
whole host of risks ushered in by modern technologies (M onbiot 2000).
The causes of this shift in emphasis are of course many, varied and in-
extricably interrelated. But, essentially, corporate and financial risk has
grown in scale and complexity in tandem with the globalisation of the
world economy. The globalisation of trade and the removal of barriersat
national and international levelshaveled to amassive process of consoli-
dationinall sectorsasessentially uneconomic organisations, which pre-
viously relied on a combination of customer ignorance, lack of external
competition and government assi stance, have been forced to adapt or die.

Inthisglobal, relatively and increasingly service-dominated economic
environment, corporate success increasingly comes to rely on two key
drivers — perception and knowledge. Risk management is an integral
part of these and athorough understanding of the concept will drive an
organi sation one step further to success. Companiesmust havethe ability
to source raw materials at a good price and turn them into a marketable
product at apricethat deliversahealthy margin. However, contingencies
must be put in place, through the use of a complete, structured and up-
to-date risk management system.

One major risk to corporations is from hostile bids. Corporations
often increase their financial gearing to employ more debt than equity
and thus make themselves less attractive to opportunistic take-overs.
Shareholders, however, do not necessarily want too much debt, as debt
service is senior to dividend payment and may result in poor or no
dividends to shareholders.



Risk Management at Corporate Level 199

The authors cite that companies in the UK are not legally classified
as monopolies until they own 26% of the market in which they trade.
If one assesses all the major sectors in which superstores trade, then
Tesco, the largest, emerges with 17% (twice as high as two years ago),
and Sainsbury’s has 13%. If on the other hand you assess the sales of
groceries, then Tesco emerges with 26% and Sainsbury with 20%.

Hopes that Internet shopping would provide opportunities for new
companies to challenge the dominance of the big stores have also been
banished. Tesco, the market leader in the grocery business, has already
emerged as the biggest online grocer in the world. At the beginning of
2000 it boasted annual Internet sales of £126 million and claimed it
would treble that number by the end of the year. In this example Tesco
took the risk of developing a new market long before its competitors
identified the benefits of Internet shopping.

Some analysts have argued that the UK’s biggest chains collectively
meet the legal definition of a monopoly. The five biggest supermarket
chainssell 74.6% of all groceries sold in the UK. This could be the most
concentrated market on earth and is seen by many as a cartel which
sets the prices of groceries and thus reduces the risks of competition
from smaller organisations in the grocery market. Their profits have
long been higher than those of similar chains anywhere in continental
Europe (Monbiot 2000).

The four large UK banks, Barclays, HSBC, Lloyds TSB and Royal
Bank of Scotland, control approximately 86% of small-business bank-
ing. These banks are currently being investigated by the Competition
Commission and face the risk of being fined for fixing charges to
customers, thus reducing competition.

The authors believe that outsourcing is amgjor tool in which corpo-
rations and SBUs relieve risks. Many businesses transfer risk by out-
sourcing specific activities to other parties. A major supermarket chain,
for example, often outsources the storage, quality checks, security and
transport of its grocery itemsto the supplier as amethod of transferring
risks that are outside its control.

7.9 SPECIFIC RISKSAT CORPORATE LEVEL

For corporate manslaughter the current situation is that companies
should be prosecuted and convicted for the same general offences as
individuals and subject to the same general rules for the construction of
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criminal liability. Thelaw should recognise and give effect to the widely
held public perceptions that companies have an existence of their own
and can commit crimes as entities distinct from the personnel compris-
ing the company. The best method of ng whether a company
possesses the requisite degree of blameworthiness is through adoption
of the corporate mensrea doctrine. Whilethisinevitably will raise prob-
lems of how to assess policies and procedures to ascertain whether they
reflect the requisite culpability, such atask isnot impossible (M okhiber
and Weissman 2001).

The message is clear: there is now a momentum, fuelled by strong
public opinion in the wake of recent disasters, for companies and their
directors to be held accountable when death and serious injury occur
owing to their perceived failures. In the wake of these events, corpora-
tions are subject to new risks and must therefore incorporate sufficient
guidelinesinto their health and safety legislation.

In seeking to reducerisk, opportunitiesfor privatisation are now more
limited than in the mid 1980s because the more accessible possessions
of the state have already been procured, and public resistance is greater
for more ambitious schemes. Now many of the larger corporations have
chosen a new route to growth — consolidation. By engineering a single
harmonised global market, inwhichthey can sell the same product under
the same conditions anywhere in the world, corporations are looking to
extract formidable economies of scale. They are seizing, in other words,
those parts of the world that are still controlled by small and medium-
sized businesses. The authors suggest that decisions associated with
investments on a global basis must take into consideration the country
risks described in Chapter 4.

Consolidation in the print and the broadcast mediaindustries has also
enabled afew well-placed conglomeratesto exert aprodigiousinfluence
over publicopinion. They haveusedit to campaignfor increased freedom
for business. Glaobalisation, moreover, has enabled companiesto hold a
gun to the governments’ head. Governments refusing to meet corporate
demands will be threatened with dis-investment, or shifting the whole
operation to different countries, such as Thailand, resulting in wide-
scale unemployment. The result is unprecedented widespread power for
corporate bodies (Monbiot 2000).

Oil companies often suffer from cash flow risk when crude oil prices
fall because the companies cash flows are based on higher crude oil
prices. The risk associated with crude oil pricesis normally outside the
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control of theoil companiesand can oftenresultin projectsbeing delayed
or decreasing output (Energy Information Administration 2001).

7.10 THE CHIEF RISK OFFICER

The present authors suggest that the key to making the enterprise or inte-
grated approach actually happen is through the appointment of one key
individua who takes charge of the whole process and is given the power
at board level to follow through al ideas. Often the person nominated is
the chief risk officer (CRO). However, despite the success of firms us-
ing this method, many corporate activities do not have a designated risk
officer. According to Blythe (1998) there were aslittle as 60 designated
CROsworldwide, and thereislittle evidence to suggest that this number
has increased in the last four years to more than 100. From al the text
acknowledging the importance of risk management this growth rate in
the number of CROs is nowhere near asfast asit should be.

There are, of course, those who argue that none of the so-called new
risks identified are new at al and it is simply a last-ditch attempt for
risk managers to be recognised. There are also those who believe that
most business risks are simply those that come with any commercial
enterprise and that if you attempt to take them away, you are removing
alarge portion of the value in any company.

711 HOW RISKSARE ASSESSED AT
CORPORATE LEVEL

Managing corporate risk is a continuous process in which the main
principle in risk management is used as identified by Thompson and
Perry (1992). Thisincludes:

e identification of risks/uncertainties

e analysis of implications

e response to minimum risk

e alocation of appropriate contingencies.

The objective to managing the corporate risk is to understand the risk
that is known to be associated with the corporate strategy plan. This
corporate risk management plan will enable the communication of the
risks and risk treatments to be passed down to the SBUs that may be
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impacted by the risk and maintenance of the corporate risk register.
Harley (1999) states that:

Riskisnow beginning to beconsolidated asa fundamental threat that runsthrough
an organisation’s entire structure and a company’s approach to risk is coming to
be seen as just asimportant as its approach to operations, finance, or any other
basic corporate function. The way a company engineers its risk structure is a
fundamental part of corporate strategy.

Although risks are evaluated at the corporate level, the power they main-
tain over governments and consumersis phenomenal. A number of cor-
porations respond to legislative and regulative risks by demanding tax
breaks, threatening governments with relocation of SBUs and forming
cartelstofix pricesin certain industry sectors. Thefollowing quote from
Monbiot (2000) further reinforces this:

Whiletaxpayers money isbeing given to corporations, corporationsarerequired
to contribute ever decreasing amounts of tax.

7.12 CORPORATE RISK STRATEGY

Corporate risk strategy often entails planned actions to respond to iden-
tified risks. A typical corporate risk strategy includes the following:

e Accountabilities for managing the corporate risk.

e A corporate risk register will be maintained as arecord of the known
risksto the corporate strategy plan; the types of mitigating actions can
then be taken, and the likely results of the mitigating action recorded.

e Treatment plans areidentified that form part of the corporate strategy
and will be communicated to the SBUSs, so they in turn may manage
the risk which may affect them.

A first estimate of potential effects can be determined using assumption
analysis, decision tree analysis and the range method. These models
can then be used to evaluate the effectiveness of potential mitigating
actions and hence select the optimum response. Chapman and Ward
(1997) believe mitigating actions can be grouped into four categories
and potential action includes:

1. Risk avoidance:
e cancel aproject
e move out of a market
e sdl| off part of the corporation.
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2. Risk reduction:
e acquisitions or mergers
e move to the new market
e develop anew product/technology in an existing market
® business process re-engineering
e corporate risk management policy.
3. Risk transfer:
e partnership
e corporate policy on insurance.
4. Risk retention:
e a positive decision to accept the risk due to the potential gain it
alows.

Many of the mitigating actions at the corporate level generate (or
cancel) individua projects or entire programmes conducted at lower
levels.

Theauthorssuggest that risksaffecting the corporatelevel may bemit-
igated through GAP anaysis. GAP analysis involves identifying ways
of closing the gap between the actual and the projected levels of perfor-
mance. Methods include:

e Change the strategy.

e Add businessesto or delete them from the corporate portfolio.
e Change SBU political strategies.

e Change objectives.

7.12.1 Health and Safety and the Environment

The need for safety in construction and manufacture has always been
evident, and one of the earliest written references to safety is from the
Code of Hammurabi, around 1750 BC. His code stated that if a house
was built and it fell down due to poor construction, killing the owner,
then the builder himself would be put to death. Corporate entities need
to accept that health and safety should be a major part of their risk
management system

Safety is defined as the freedom from danger of risks. Thisappliesto:

e danger of physical injury
e risk of damage to health over aperiod of time.
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The word safety has been defined by Merna (2007) as:

The elimination of hazards, or their control to levels of acceptable tolerance
as determined by law, institutional regulations, ethics, personal requirements,
scientific and technological capability, experimental knowledge, economics and
the interpretations of cultural and popular practices'.

Itsinterpretation is multi-faceted, and dependent on where in the world
oneisworking.
Accident is defined as:

An unexpected, temporarily limited occurrence entailing danger to life and limb
or property.

An accident is an unplanned process of events that leads to undesired
injury, loss of life, and damage to the system or the environment.
The UK Health and Safety Executive (1993) define an accident as:

Any unplanned event that resultsininjury or ill health of people, or damageor loss
to property, plant, materials or the environment, or loss of business opportunity.

Merna (2007) defines an incident as

An unexpected, temporarily limited occurrence within a technical systeminwhich
it cannot from the outset be excluded that a case of imperilment is occurring.

Accidents are unplanned and unintentional events that result in harm or
lossto personnel, property, production, or nearly anything that has some
inherent value. These losses increase an organisation’s operating costs
through higher production costs, decreased efficiency and long-term
effects of decreased employee morale and unfavourable public opinion.

7.12.1.1 The Domino Effect

Accidentsdo not just happen, they aretheresult of along processconsist-
ing of anumber of steps which have to be completed before an accident
can occur. If one of these steps is removed then the accident may be
prevented, or its effects mitigated against. The process of removing one
of the steps in the accident causation process is known as the ‘domino
effect’.

Events that lead to an accident are shown in Figure 7.4.

e Preliminary events—anything that influencestheinitiating event (long
working hours, poor or incomplete maintenance)

e |nitiating events—trigger event; it isthe actual mechanism that causes
the accident to occur.
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Preliminary Events Hazardous Condition

A 4
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Intermediate Events

Initiating Events

A
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A 4

Accident

Figure 7.4 Eventsleading to accidents

¢ Intermediate events—these can have two effects, they can either prop-
agate or ameliorate the accident. For example, defensive driving on a
highway will help usto protect ourselves from other drivers, or it will
ameliorate the effects of their bad driving.

7.12.1.2 Hazards and Risks

People often confuse hazards and risk since they are used interchange-
ably asif they have the same meaning.

Hazard is a condition that can cause injury, or death, damage or loss
of equipment or property, environmental harm.

A hazard as a so been defined by Merna (2007) as:

The source of energy and the physiological and behavioural factorswhich, when
uncontrolled, lead to harmful occurrences.

Hazards in the construction industry include the following:

e Physical injury hazards, e.g.
o excavations
o scaffolding
o falsework
o structural framework
o roof work
o Ccranes
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o transport, mobile plant and road works
o tunnelling
o sewers and confined spaces
o demoalition and contaminated sites
o work over water.
e Health hazards, e.g.
o Chemical
o Physica
o Biological.

7.12.1.3 Relationship of Hazard and Risk

A hazard can be the result of a system or component failure but thisis
not always the case; a hazard can exist without anything failing. Hazard
is concerned with the severity or the end result, whereas risk combines
the concept of severity of the accident consegquence and the likelihood
of it occurring.

Themost common safety human errorsandtheir causesareasfollows:

e Most common errors:
o misunderstanding of spoken or written instruction/information
o mistakein performing asimple familiar task
o failure to notice something is wrong
o forgetting completely or missing a step in atask
o mis-estimation of quantity of work and timeto do it
o taking inappropriate action
o mistake in performing complex/unfamiliar tasks
o failure to comprehend the full implications of decisions
o mistakesinvolving passing information from one person to another
o difficult and unfamiliar tasks are reported less often and giverise to
error.
e Causal factors:
o workload too high
o boredom
o emotional pressure
o time pressure
o interruptions
o environmental pressures
o feeling tired or unwell
o use of faulty informal/unapproved procedures
o faulty job and system designs
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o Objectives/instructions unclear
o absence of plan to deal with contingencies.

7.12.1.4 Environmental Management System (EMS)
1SO 14001:2004

SO 14001 is the generic name given to the family of standards around
which an EMS can be implemented. The ISO Standard devel opment
committee TC 207 started to develop the 1SO 14000 series including
SO 14001 in 1994 and this was published in September 1996.
The standard was revised in 2004 to become 1SO 14001:2004.
Thereareother environmental standardsand guidelinesthat have been
developed, most relevant being:

e |SO 14004: EMS — General Guidelines on Principles, Systems and
Supporting Techniques

e |SO 19011 — Guidelines for Quality and/or Environmental Systems
Auditing

One of the most effective ways to minimise environmental risks,
meet legislative requirements and demonstrate corporate governance
isthrough the implementation of an environmental management system
(EMS).

Certification to the internationally recognised EMS standard, 1SO
14001 from an accredited and reputabl e provider isbecoming apreferred
choicefor organisationslooking to demonstrate their environmental cre-
dentials worldwide.

An effective EMS certified to 1SO 14001 can help an organisation
operate in a more efficient and environmentally responsible manner by
managing its impacts, including those which can control and influence,
while also complying with relevant environmental legisation and its
own environmental policy.

The numerous benefits associated with a certified 1SO 14001 man-
agement system include:

e compliance with legidlative and other requirements by providing a
systematic approach for meeting current and identifying future legis-
lation

e helping you demonstrate conformance and that you are fulfilling pol-
icy commitments and making continual improvement against specific
targets to meet overall objectives

e competitive edge over non-certified businesses when invited to tender
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e improved management of environmental risk

e increased credibility that comes from independent assessment

e continual improvement which helps drive more efficient use of raw
materials and enhanced performance leading to cost reductions

e shareing common management system principleswith 1 SO 9000:2000
and OHSAS 18001 (Occupational Health and Safety Management
Systems) enabling integration of your quality, environmental and
occupational health and safety management systems.

7.13 CORPORATE RISK: AN OVERVIEW

Most failures are caused almost exclusively by human failure and by
an absence of satisfactory risk management controls. For example, the
recent terrorist attack on the twin towersin New York was an unforeseen
event; however, the risk management team should have taken measures
to evacuate personnel in the event of a terrorist attack based on the
data held by US government agencies. The UK security services use a
warning system to determine the current threat from potential terrorist
attacks on the UK mainland. This system hasfive levels: low, moderate,
substantial, severe and critical. The threat level can be accessed from a
UK Government website. This helps businesses and individuals to plan
(usually contingency planning) potential mitigation methods for each
level of aert.

The worrying fact for senior managers of all types of companiesis
that the potential for corporate disaster on alarge scaleisgrowing at an
alarming rate, and, worse still, the spectre of corporate Armageddon is
growing at a faster rate than the ability of most organisations to cope.
History showsthat corporate vulnerability ismainly dueto human error.
Avoidance of theserisks can be achieved by comparing old, painful risks
with some new, excruciating ones. Only 16 years ago, the majority of
risks faced by firms in the UK were related to day-to-day operations.
The most obvious oneswere physical, including standard property risks
such as fire and theft of plant and machinery, and human, including
standard liability, risks such as injury to the workforce or customers.
These risks still exist today and have not diminished in significance,
but many forward-thinking firms are now willing and able to retain a
much higher level of mainly ‘attritional’ risks, which helps them focus
attention on a whole host of new risks of an altogether more complex
and unpleasant nature (Jacob 1997).
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7.14 THE FUTURE OF CORPORATE RISK

In the 1970s ignorance was the best form of defence. Organisations
simply believed that adisaster wasfar morelikely to happen to someone
else. Money invested in loyalty programmes had created customers for
life, and it wasfirmly believed that customers would support rather than
reject the businessin a disaster.

In the 1980s, the rise of the auditor meant that businesses were more
aware of the risks they faced, but in reality this simply meant higher
levels of insurance. By the 1990s, attitudes had shifted again. Increasing
evidence showed that disaster could happen to any business and a spate
of terrorist activity compounded with emerging corporate governance
caused an overnight change. Now, in the twenty-first century, organisa-
tions declare that it won’t happen to them, because failure is no longer
an option.

With this new emerging environment comes new risks and a new
understanding of risk. The use of more technology will increase the
threat of hacking, virus attack and cyberterrorism. It should also be
noted that the manner in which business will view and subsequently
protect itself from risk will also change. Where risk may once have been
defined by itspoint of failure, the emphasi sismoving towardstheimpact
it has, usually financially, within the organisation (Jacob 1997).

Most importantly, when a corporation has proved to be a menace
to society, the state must be empowered to destroy it. The authors be-
lieve that we should reintroduce the ancient safeguard against corporate
governance: namely, the restrictive corporate charter. In 1720, after cor-
porations had exceeded their powers in Great Britain, the government
introduced an Act which provided all commercial undertakings‘tending
to the common grievance, prejudice and inconvenience of HisMajesty’s
subjects would be rendered void’' (The Bubble Act, S 18, 1720, cited by
March and Shapira (1992), the Creation and Development of English
Commercial Corporationsand the Abolition of Democratic Control over
their Behaviour, Programme on Corporations, Law and Democracy).
Corporationswhich broke the rules of their charters could be wound up.
Big business, once again, must be forced to apply for alicence to trade,
which would be revoked as soon asits terms were breached.

The Department of Trade and Industry’s booklet Protecting Business
Information (1996) advises executives to ‘ reduce the risk of damage to
your companies reputation’ by protecting sensitive information. Staff
should be gagged (‘ ensure aconfidentiality agreementissigned’) and all
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sensitive documents should be destroyed ‘ by approved cross-cut shred-
ding, pulverising, burning or pulping’. Amongst those from whom ma-
terial should be hidden are ‘investigative journalists' seeking ‘to obtain
newsworthy information’ (Department of Trade and Industry 1996).

However, the present authors believe that some government policies
have been approved which displease corporations: the introduction of
theminimumwage, for example, or energy taxes, limiting working hours
and the recognition of trade unions.

715 SUMMARY

The corporate level is concerned with the type of business the organ-
isation, as a whole, is in or should be in. It addresses such issues as
the balance in the organisation’s portfolio, and strategic criteria such as
contribution to profits and growth in a specific industry. Questions con-
cerning diversification and the structure of the organisation as a whole
are corporate-level issues.

This chapter defined the corporation and its history, the functions of
the FTSE, corporate structure, the board of directors — their functions,
obligations and membership — corporate functions, corporate risk strat-
egy and the future of corporate risk.

It also highlighted the power and control of the corporation, what it
considers as risks, and the relationship with the rest of the company,
namely the SBUs and the projects they carry out.



8
Risk Management at Strategic

Business Level

8.1 INTRODUCTION

This chapter outlines business formation and the differences between
private and public limited companies. It is primarily concerned with
SBUSs' functions, strategy and planning. Risks specific to the SBU level
are a'so outlined.

Thecorporate body operates separate SBUswhich are often managing
many different projects, therefore portfolio theory is described along
with abrief example using five different investmentsin separate markets
and identifying their associated risks. Matrix systems and programme
management are al so discussed.

8.2 DEFINITIONS
French and Saward (1983) describe business as.

The activities of buying and selling goods, manufacturing goods or producing
servicesin order to make a profit.

French and Saward (1983) also define strategy as:
A general method or policy for achieving specified objectives.
Callins English Dictionary (1995) defines a business as:
A commercial or industrial environment.

The present authors believe strategy to be a set of rules which guide
decision-makers about organisational behaviour and which go on to
produce acommon sense of direction. For the purposes of this book the
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authors believe strategic business management can basically be sum-
marised as the management of SBUs.

8.3 BUSINESSFORMATION

The birth of abusinessis different to that of a corporation. A business
often transforms into a corporation over time through acquisition and
growth.

The authors believe there are three essential requirementsfor starting
abusiness:

1. Thefinancial resources needed to support a business.

2. A product or service that is wanted outside the business, and can be
sold and exploited by it.

3. Sufficient people to operate the business.

When a business is formed the owners can choose from one of many
legal forms; however, most businesses start off as a sole trader and grow
accordingly. For the purposes of this book, the authors consider larger
companies, specifically SBUs, and their rel ation to corporate bodies and
the projects they undertake.

The law relating to incorporated companiesis enshrined in the Com-
panies Act. Themost recent and important changesin the UK were made
in 1985. Incorporated firms, or joint stock companies, are the most com-
mon form of business. Two types of limited company are found in the
UK: private and public limited companies.

A limited company, private or public, isalegally separate body from
its owners, the shareholders and its directors. The company can make
contracts and agreements, and can be held responsible and sued in its
own name. Under certain circumstances directors may also be sued, as
in the case of negligence, but the important aspect here is that they are
sued as well as the company.

Shareholders are not liable for the debts of the business beyond the
value of their shares. In other words, the financial responsibility islim-
ited. The value here isthe original price, or the original investment, not
the value based on the current price of the shares quoted on the stock
market. The company has alife of its own and can exist beyond the life
of itsoriginal owners.

Limited companiesin the UK have to be registered with Companies
House, and a strict procedure has to be followed if registration is to
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be granted. In particular, two key documents have to be prepared and
lodged with the Registrar of Companies, namely:

1. Memorandum of Association
2. Articles of Association.

The Memorandum of Association describes generally the objectives of
the company, and what the business is. It will contain the name of the
organisation, its registered address, its objectives and itsinitial capital.
It is a document relating to those outside the organisation, for external
stakeholder use.

The Articles of Association describe the rules that govern the opera-
tion of the company. They are an internal document in many ways, and
state how the business should be run. They must include a description
of therights of shareholders, election of directors, conduct of meetings,
and details of keeping financia accounts (Birchall and Morris 1992).

On payment of the correct fee, the Registrar will issue a Certificate of
Incorporation. After registration the company may sell shares and start
to trade. Each year thereafter it will have to report to the Registrar by
submitting as well as the directors' report, a set of accounts which will
normally consist of a balance sheet, a profit and loss account, a cash
flow statement, a set of detailed explanatory notes and a report from
the company’s auditors. However, this process does take time. Some
businesses are registered in advance, and in suitably vague terms, so
that they can be sold to people who want to register acompany quickly.
These are known as ‘ shell companies’ (Birchall and Morris 1992).

The present authors also note that it is simpler to become a limited
company than a public company. The answer as to whether an organi-
sation will be a public or private company is: ‘it all depends'.

There are specific rules governing the qualification of limited com-
panies or plcs. Table 8.1 lists the differences between a private limited
company and a public limited company.

Private limited companies tend to be regional, rather than national,
firms and are often family businesses. Senior managers, directors and
shareholderstend to be very close; sometimesthey are one and the same.
They tend not to be household names, unless they happen to be SBUs
of plcs.

Public limited companies often find it easier to borrow money from
banks, and tend to be much larger organisations than limited companies.
They tend to inspire greater confidence, but there is no ‘solid’ reason
why they should. Plcs seem to be the large companies in a country.
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Table8.1 Legal differences between private and public limited companies (Adapted
from Birchall and Morris 1992)

Private limited Public limited

company company
Memorandum of Association Must state that company is

apublic company
Name End with theword Ltd  Must end with word plc
Minimum authorised capital None £50 000
Minimum membership 2 2
Minimum number of directors 1 2
Retirement of directors No set age 70 unless resolved
Issue of sharesto public Saleonly by private May do on stock exchange
agreement by means of a prospectus

Company secretary Anyone Must be qualified as such
Accounts Modified accounts Must file B/S, P/L account,

and auditors’ and
directors’ report
Meetings A proxy may address A proxy cannot speak at a
the meeting public meeting

Thus there are far more limited companies in the UK than plcs, but the
majority of invested capital isin the latter.

84 STRATEGIC BUSINESSUNITS
Johnson and Scholes (1999) define an SBU as:

A part of the organisation for which thereisa distinct external market for goods
and services.

Langford and Male (2001) define an SBU asfollows:

Largefirmswill normally set up a strategic businessunit. [t will havethe authority
to make its own strategic decisions within corporate guidelines that will cover a
particular product, market, client or geographic area.

For the purposes of this book the present authors use the definition
developed by Langford and Male (2001).

Within an SBU effective financial management must address risk
as well as return. Objectives relating to growth, profitability and cash
flow emphasiseimproving returnsfrominvestment. However, businesses
should balance expected returns with the management and control of
risk. Therefore, many businesses include an abjective in their financial
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perspective which addresses the risk dimension of their strategy, for ex-
ample diversification of revenues streams through globalisation. Risk
management is an overlying or additional objective which should com-
plement the strategy chosen by the particular business unit.

8.4.1 TheNeed for Strategic Linkages

The need for strategic linkages is essentia for information transfer and
can operate as a top-down or bottom-up process. Toffler (1985) states:

A corporation without strategy islike an aeroplane weaving through stormy skies,
hurling up and down, slammed by the wind, and lost in the thunderheads. If
lightning or crushing winds do not destroy it, it will simply run out of fuel.

A major concern of both senior management and project participants
isthat projects seem to arise at will across the organisation. Confusion
normally arises from:

e alack of clarity asto how these projects align and link with the organ-
isation’s strategy

e the absence of a business process for selecting projects

¢ senior management’s apparent lack of awareness of the number, scope
and benefits of the projects being undertaken.

This results in many people feeling that they are working not only on
many unnecessary projects but also at cross-purposes with other areas
of the business.

Giving projects a strategic focus goes a long way to resolving these
concerns. Combining a strategic focus with a business process for se-
lecting and prioritising projects is an important step in creating an en-
vironment for successful projects. Some form of strategic planning is
done at al levels of organisations. For clarity and simplicity, Verway
and Comninos (2002) adopted the following terminology:

e Strategic planning at the organisational level resultsin aset of ‘organ-
isational imperatives'.

¢ The business managers convert these into business strategies.

e Business strategies are in turn carried out through projects whose
strategy is the ‘ project approach or plan’.
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8.4.2 TheWrappersModel

The wrappers model developed by Verway and Comninos (2002) is an
overall approach which integrates the organisation’s strategic business
and project management levels. At the core of the model isthe Business
Focused Project Management (BFPM) protocol, which contains the
Objective Directed Project Management (ODPM) process. Each level
‘wraps’ its functionality around the one within. The wrappers can be
peeled off or added as required. Figure 8.1 illustrates the wrappers. The
following subsections explain each wrapper layer in the model.

ODPM - Objective Directed Project Management
BFPM - Business Focused Project Management
STR-W - Strategic Wrapper
BUS-W — Business Wrapper

PRO-W - Project Wrapper

Figure8.1 The wrappers model
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8.4.2.1 The Srategic Wrapper

Theinner wrapper isthe strategic wrapper containing the organisation’s
vision, mission, goals and objectives. The executive level of the organi-
sation, which isresponsiblefor setting organisational strategy, primarily
owns this wrapper.

An organisation’s strategic planning develops vision, drives the mis-
sion and states which objectives/outcomes are necessary for success.
Organisational strategy is converted into action through business strate-
gies, which in turn enable the setting of goals and identification of a
potential portfolio of projects.

The strategic wrapper further defines the rel ationship between the or-
ganisation and its environment, identifying the organisation’s strengths,
weaknesses, opportunities and threats (SWOT). The context includes
social, technical, economic and environmental issues, political/public
perceptions, and operational and legal aspectsof the organisation’sfunc-
tions (STEEPOL). The SWOT and STEEPOL analysesform an integral
part of the organisation’s strategic planning.

In the absence of an organisation’s strategic planning, projects will
deliver resultsthat are not aligned with desired business outcomes. Port-
folio and project performance measures will exist in a vacuum created
by the lack of strategic direction (Verway and Comninos 2002).

8.4.2.2 The Business Wrapper

The middle wrapper is the business wrapper and is owned by senior
management. It receives project proposals from operations and func-
tions and considers them in a prioritisation and sel ection process. These
proposals are prepared in support of the organisation’s imperatives and
are generated by departments or at the executive level.

The result of the prioritisation and selection process is a portfolio of
projects. The executive or board sanction the portfolio, thus committing
organi sation-wide resources. The CEO champions the complete portfo-
lio, while an executive manager or senior management sponsor has the
responsibility for ownership of individual projects. Thisownership is of
utmost importance to successful project delivery.

A portfolio council, comprising representatives of the executive and
senior management, manages the project portfolio. Portfolio council
members usually own the organisation-wide resources required to de-
liver the projectsand therefore have astrong interest in ensuring that only
well-scrutinised projects are approved (Verway and Comninos 2002).
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8.4.2.3 The Project Wrapper

The outer wrapper is the project wrapper, representing the project man-
agement level. It isjointly owned by the project sponsors, project man-
agers and participating functional managers. It is here that projects are
initiated, planned, and executive and project results integrated into the
business. The project manager and the core team member primarily man-
age this level. Subject to the functional managers' mandate, core team
members represent their functional aress.

Authority to implement resources is given to the sponsor by the ex-
ecutive, and the sponsor is accountable to the executive for the results.
The project manager’s authority to manage the project is derived partly
from the sponsor and partly from interpersonal influences.

An essential part of BFPM is a project planning process that focuses
on measurableresultsand not on detailed planning, whichisdealt with at
teamlevel. Theseresultsareobjectiveor result directed and areaddressed
at ODPM level. They link to the performance measuresand givedirection
to team-level planning. Project managers and team members expand
these resultsto the next level —thetask deliverables. Team memberscan
now focus on the work required to achieve the deliverables.

Team members take on the responsibility for planning the work to
achieve the deliverables. These deliverables lead to results, which in
turn contribute to the intended business outcomes. From this planning
will flow an understanding of what each individual contributes towards
adeliverable and how itsindividual performance is measured (Verway
and Comninos 2002).

Johnson and Scholes (1999) stete:

It has been shown that there needs to be a compatibility between corporate-level
strategy and the strategy of the SBUs.

The relationship between the strategic business and corporate levelsis
often detached. The client enters into a contract with the SBU to carry
out projects. The corporate body is merely a trading name listed on
the stock exchange, so there is no contract between a client and the
corporate entity. However, if a project does not go to plan, resulting in
action by the client, the corporate body will often step in, although it
is not obliged to. This is the case because the SBU, which is part of
the corporation, does not want bad publicity, resulting in a damaged
reputation.
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8.4.3 TheBusiness Management Team

Often the chairmen of SBUs are members of the corporation’s board of
directors and are duly responsible for ensuring that corporate policies
are introduced into their respective SBUs.

A corporation is conceived of as a number of SBUs, with each SBU
responsible for maintaining aviable position in the sale of products and
services and maintaining its core competencies (Prahalad and Hamel
1998).

8.4.4 Strategic Business Management Functions

In general, the roles and responsibilities of strategic business managers
are asfollows:

e They are responsible for managing and co-ordinating various issues
at strategic business level, and for ensuring coherency with and con-
formity to the corporate strategy implementation plan as well as the
strategic business plan.

e They will be concerned with macro aspects of the business. These
include:

o political and environmental issues

o finding aniche in the market and exploiting it

o business devel opment

o Sustainability or long-term goals of the strategy

o stakeholders' satisfaction

o long-term demands of customers or end users

o identifying and responding to strategic business risks.

In terms of legal focuses the strategic business manager will abide by
planning regulations, environmental restrictions and British Standards.
At the strategic business level the manager will 1ook at awider perspec-
tive, for example stakeholder arrangements (balancing equity, bonds,
debt and contractual legal arrangements between partners). Business
managers ensure that everything conforms with current legislation
throughout the strategy. The use of an environmental impact assess-
ment at strategy level provides aplatform for the public to participatein
mitigation decisions. Thisin turn fostersintegrity and co-ordination and
shows the stakeholders the benefits of the strategic business manager
(Johnson and Scholes 1999).
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Intermsof risk management, the strategic business manager will need
to address all possible risks, mitigate and review, documenting them as
work in progress. The business manager will be concerned with awider
view of business risks, such as the interdependencies of the projects
within the strategy, the overall financial risks of the projects, risks posed
from delays in completion of tasks and sudden changes due to external
influences.

In terms of schedule and cost, the strategic business manager will
have to look at the whole picture, where comparisons can be made
between different projects. The businessmanager will be concerned with
predicting overall profit and losswithin the business level and long-term
profitability, as well as realising the benefits of the business strategy.
Strategic business managers co-ordinate the interface of the projects
within the strategy, the co-ordination logistics, both in design aswell as
intheimplementation stages. They a so consolidate and analyse changes
with respect to the overall impact on the business strategy plan and cost.

8.4.5 Typical RisksFaced by Strategic Business Units
The typical risks faced by a SBUs include:

e Exposures of physical assets
e Exposures of financial assets
e Exposures of human assets
e Exposuresto legal liability.

8.4.5.1 Exposures of Physical Assets

Physical asset or property exposureto risk can be classified in four ways:
according to (1) the class of property affected, (2) the cause of gain or
loss, (3) whether the outcomeisdirect, indirect or time element in nature
and (4) the nature of the organisation’sinterest inthe property. The causes
of lossor gain might bedivided into three classes:. (1) physical, (2) socia
and (3) economic. Physical peril or causes include natural forces, such
as fires, windstorms, and explosions, that damage or destroy property,
or in the case of speculative risks — that in some sense enhance the
value of the property. Socia perils or causes are (@) deviations from
expected individual conduct, such as theft, vandalism, embezzlement,
or negligence, or (b) aberrations in group behaviour, such as strikes or
riots. Economic perilsor causesmay bedueto external or internal forces.
For example, a debtor may be unable to pay off an account receivable
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because of an economic recession or a contractor may not complete
a project on schedule because of management error. Two or more of
these perils may be involved in one loss. For instance, a negligent act
by an employee may lead to an explosion; an economic recession and a
windstorm may together so severely cripple adebtor’s organisation that
the debtor cannot pay the amount owed to a supplier.

8.4.5.2 Exposures of Financial Assets

Today financial price risk can not only affect quarterly profits, it can
also determine a business's very survival. Unpredictable movement in
exchange rate, interest rates and commaodity prices presents risks that
cannot be ignored.

A financial asset isalegal instrument that conveysrightsto the owner
of the contract, athough the right does not necessarily apply to aspecific
tangible object. When an organisation issues afinancial asset, it appears
as aliability on the issuer’s balance sheet and an asset on the holder’'s
balance sheet. An organisation can be exposed to risk from holding
financial assets or as aresult of issuing financial assets.

8.4.5.3 Types of Financial Assets

The variety of financial assets employed by individuals, business and
governments is enormous and growing. Common stock, subordinated
debentures, mortgage-backed securities, zero-coupon bonds, revenue
bonds, futures, options, swaps and preferred stocks are but a few ex-
amples of the instruments used to finance private and public projects.
Innovation continues to lead to the development of new financial assets
to adapt to the ever-increasing complexity of financial markets. Embed-
ded within this complex array of financial assets are a few attributes.
Three elements are present in atypical financial asset, either singly or
in combination:

e apromised payment or series of promised payments
e aright to another asset, which might be contingent or event - specific
e control rights, possibly through avoting privilege.

Uncertainty in the global financial environment has caused many eco-
nomic problems and disruptions, but it has also provided the impetus
for financial innovation. Through financial innovation, the financial in-
termediaries were soon ableto offer their customers products to manage
or even exploit the new risk. Through this same innovation, financial
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institutions became better able to evaluate and manage their own asset
and liability position. The marketplace recognised early that the un-
certainty about foreign exchange rates, interest rates, and commodity
prices could not be eliminated by * better forecasting’. This recognition
induced firmsto begin actively managing financial risk. Thefinancial in-
stitutions — exchanges, commercia banks, and investment banks — have
provided arange of new products to accomplish this risk management:

e Inresponseto theincreased foreign exchangerisk, themarket provided
forward contracts on foreign exchange, foreign exchange futures (in
1972), currency swaps (in 1981), and options on foreign exchange (in
1982).

e For managing interest rate risk, futures contracts were the first to
appear (in1975), followed by interest rate swaps (in 1982), interest rate
options (in 1982) and finally interest rate forwards — called ‘forward
rate agreements’ (in 1983).

In addition to the existing forward contracts for metal and long-term
contracts for petroleum, the onset of the increased price volatility in the
late 1970sled to the appearance of futures contractsfor commaodities(for
oil in 1978 and for metal in 1983). These were followed by commodity
swaps (in 1986) and commaodity optionsin 1986.

8.4.5.4 Exposures of Human Assets

The productive resources of an organisation include property (physi-
cal capital) and human resources (human capital); earlier, we discussed
exposures due to ownership of physical and financial assets. The dis-
cussion now turns to assessing exposures related to the organisation’s
human asset. The main risks to personnel are:

e death

e poor hedlth

e old age, and

e unemployment.

Individual employees and their families bear the direct consequences of
these losses. In the absence of measures to mitigate the effect of these
losses, individual employees’ concerns about these exposures and their
efforts to manage them can affect their productivity and contribution to
the organisation’s mission. Further, loss of human assets can have direct



Risk Management at Strategic Business Level 223

economic effects on an organisation. Hence risk managers have valid
reasons for being interested in human resource exposure.

8.4.5.5 Exposureto Legal Liability —tort law

In general usetheword ‘tort’ meansawrong, legally speaking; however,
atortisacivil wrong other than abreach of contract for which the court
will provide a remedy in the form of money damages. There are three
basic types of tort: intentional torts, involving conduct that may be by
intention or design but not necessarily with theintentionthat theresulting
consequences should occur; (2) unintentional tort, involving the failure
to act or not act as areasonable prudent person would have acted under
similar circumstances; and (3) tort in which ‘strict’ or absolute liability
applies. In summary these include:

e |iability arising from ownership, use and possession of land

e liability arising from maintaining a public or private nuisance

e liability arising from the sale, manufacture, and distribution of prod-
ucts or services

e liability arising from fiduciary relationships

e professional liability

e agency and vicarious liability

contract liability

work related injury, and

motor vehicle liability.

85 BUSINESSSTRATEGY

Corporate strategy is concerned with the company as a whole and for
large diversified firmsit is concerned with balancing a portfolio of busi-
nesses, different diversification strategies, the overall structure of the
company and the number of markets or market segments within which
the company competes (Langford and Male 2001).

Business strategy, however, is concerned with competitivenessin par-
ticular markets, industries or products. Large firmswill normally set up
an SBU with the authority to makeits own strategic decisionswithin cor-
porate guidelines that will cover a particular product, market, client or
geographic area. Finally, the operating or functional strategy isat amore
detailed level and focuses on productivity within particular operating
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functions of the company and their contribution to the corporate whole
within an SBU (Grundy 1998, 2000).

An organisation’s competitive business strategy is the distinctive ap-
proach taken at business level when positioning itself to make the best
use of its capabilities and stand out from competitors. From the work
of Michael Porter (1970-2002), the authors have developed four key
elements that determine the limits of competitive strategy at business
level. These are divided into internal and external factors. Internal fac-
torsinclude the organisation’s strengths and weaknesses, and the values
of key implementers at the strategic business level. External factors
include business opportunities, threats and technology advances, and
expectations of the business environment within which the organisation
operates.

Porter believes an organisation’s strategy is normally defined by four
components:

1. Businessscope. The customers/end users served, their needs and how
these are being met.

2. Resource utilisation. Resourcing properly the areas in which the or
ganisation has well-developed technical skills or knowledge bases —
its distinctive capabilities.

3. Business synergy. Attempting to maximise areas of interaction within
the business such that the effect of the whole is greater than the sum
of the parts.

4. Competitive advantage. Determine these sources.

At the corporate level of the organisation, senior managerswill develop
acorporate strategy that is concerned with balancing a portfolio of busi-
nesses. Corporate strategy iscompany wide and is concerned with creat-
ing competitive advantage within each of the SBUs. Business strategy is
concerned with which marketsthe firm should be in and transferring the
relevant information to corporate level. The division-alised structure, as
part of the whole portfolio of businesses, will have different strategic
time horizons for each division that has to be incorporated by the main
board to produce an integrated corporate strategy (Bernes 1996).

8.6 STRATEGIC PLANNING

Strategic planning isessentially concerned with strategic problems asso-
ciated with defining objectivesin the overall interest of the organisation
and then devel oping corresponding courses of action required to realise
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these objectives. It should be clearly differentiated from tactical plan-
ning, whichisshort term and chiefly concerned with functional planning
and not with the setting of strategic goals. Tactical planning is carried
out largely by functional management, whereas strategic planning, be-
cause of itsvery nature, must be the prerogative of top management. For
effective strategic planning it is essential to get top management support
and the active participation of both corporate and SBU management.
The strategic plan must cover al aspects of the organisation’s activities
in an integrated manner.

The plan should be comprehensive enough to cover all the major
aspects concerning corporate success. It should have a regular control
and monitoring policy (Taylor and Hawkins 1972).

8.6.1 Strategic Plan

The present authors believe that for effective decision making the strate-
gic plan should include the broad objectives for the corporation as a
whole, and a'so for the individual SBUs and projects. These objectives
should look at both quantitative and qualitative angles. Targets for each
major activity will aso berequired. For example, for the marketing sec-
tor the objective should clearly indicatefor each product or servicetarget
sales/volumes and the corresponding sales/price to be achieved over the
plan period; and a study of the environmental factors such as market-
ing trends, political developments, technology and general economic
factors which are likely to affect the business. The plan should include
forecasts of these variables over the planned period. All environmental
assumptionsshould beclearly justified. Theseforecastsand assumptions
will form the essential basic ingredient of all those planning operations
of the organisation and should embrace al those elements where top
management believe detailed knowledge is essential. The more obvious
elements would be:

e the rate of economic growth with the most likely social and political
developments

e total industry demand for the products and services specific to the
organisation

e breakdown of the total industry into sectorial demand

e availability and cost of alternative sources of raw material

e effects on the business of competition
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e selling prices and quality of the goods manufactured

e capital investment regquirements

e availability of funds, both internal and external

e identification of risks in each area from past experience, often in the
form of arisk register.

The above merely indicate the types of environmental factors which
need to be taken into account in building a strategic plan. These should
be followed by:

e Anaudit of the organisation’s existing resourcesto indicateitsrel ative
strengths and weaknesses.

e A systematic analysis of constraints within which the organisation
has to operate. There must be a clear definition of objectives and
constraints.

e Set strategies and action programmes to enable the organisation to
meet its overall financia goals.

8.6.2 Strategy and Risk Management

Most organisations are concerned with the risk and variability of their
returns. When it is strategically important, organisations will want to
incorporate explicit risk management objectivesinto their financial per-
spective. Metro Bank, for example, chose a financial objective to in-
crease the share of income arising from fee-based services not only for
itsfee-based potential but alsoto reduceitsreliance onincomefrom core
deposit and transaction-based products. Such income varied widely with
variationsin interest rates. As the share of fee-based income increased,
the bank believed that the year-to-year variability of itsincome stream
would decrease. Therefore the objective to broaden revenue sources
serves as both a growth and risk management objective (Kaplan and
Norton 1996).

8.7 RECOGNISING RISKS

Bower and Merna (2002) describe how a business which is part of an
American corporation, operating inthe UK, optimisesthecontract strate-
gies for a number of its projects. The risks identified by the authors
led them to suggest that alliance contracts should be developed by the
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business and used on future projects as ameans of transferring the risks
identified. In this case the projects carried out by the business were
similar and risks associated with each project were those relating to
time, cost, quality and safety.

8.7.1 Specific Risksat Business L evel

Many SBUs need to borrow money to finance projects. Lenders often
require parent company guarantees from the corporation in case of de-
fault by the SBU. SBUswill, in some cases, use the corporation’s profit
and loss accounts as a means of illustrating their financial stability to
clientsrather than their own accounts, which are often not asfinancially
sound.

8.7.2 Typical SBU Organisation

Figure 8.2 illustrates the relationship between the SBUs and the corpo-
rate and project levels. SBUs are seen to be subordinate to the corporate
entity but senior to projectsin diverse business sectors whilst remaining
under the corporate umbrella.

An example of an organisation with two business levelsis shown in
Figure 8.3. Two examples of British corporations operating through four
SBUs are BT in the telecoms sector and Rolls Royce in the engineering
sector.

The sub-business units, often referred to as divisions, are responsible
for the business risk assessment in conjunction with the SBU. In other
cases sub-businesses are often managed on aregional basis as described
by Langford and Male (2001).

Corporate Entity |

| SBU | | SBU | | SBU || SBU |
| [ | | |
| Projects | | Projects | | Projects | | Projects |

Figure8.2 Typical SBU organisation (Adapted from Merna 2003)
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| Corporate Entity |
I

| SBU —ICiviI | | SBU - Bluilding | |SBU - Refurbishment| | SBU —WaterIEngineering |

| | Sub SBU Sub SBU Sub SBU Sub SBU
Sub Sub SB_U Central Outside Clean Sewage
SBU Tunnelling London London Water Water
Roads Business Business

Sub SBU Sub SBU

Sub SBU Housing Industrial

Major Pipe
works

Figure8.3 SBUsand sub-SBUs

Joint ventures (JVs) between similar SBUs (either within an organ-
isation or with competitors) may also be formed. Wearne and Wright
(1998) summarise the advantages of creating JVs as.

e to share costs and spread the risks of aproject, contract or new market

e to sharetechnical, managerial and financial resources

e torespond to acustomer’swish to deal with asingleorganisation, or to
demonstrate to a customer that the enterprises concerned are seriously
committed to co-operating with each other in carrying out a project
and accepting a proper share of the risks involved

e togainentry into anew market or apotential customer list of approved
bidders

e t0 share partners licences, agencies, commercial or technical
know-how

e to utiliseinternational partners, credit advantages or |esson escalation
risks

¢ toform more powerful basesfor negotiationswith customers, govern-
ment, bankers, suppliers or others

e to develop interdisciplinary teams with new skills.

However, there are risks inherent with JVs. Wearne and Wright (1998)
believe that partners may differ in their understanding or interpretation
of the objectives, and this may not be apparent before the JV has entered
into commitments to others. Other risks JVs face include:

e Divergence of interests between partiesis greater if the JV isformed
to share risks.
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e Partnerscanvary inexperienceof JV projectsand risks. Inexperienced
partners may greatly underestimate risks.

e JV work isonly part of the interests of each partner.

e Joint activities and risks may need management styles and systems
different from those used by partnersin their normal business.

JVs may be brought about by political necessity. For example, many
Third World countries insist that foreign organisations have a domestic
partner if they are to receive the necessary approval for the proposed
activity. A domestic partner could help mitigate risks such as language
and cultural barriers.

8.8 PORTFOLIO THEORY
According to the Oxford English Dictionary (1989), a portfoliois a

Collection of securities held by an investing institution or individual.

Callins English Dictionary (1995) suggests that an investor’s portfolio
is the total investments held by that individual or organisation. For the
purposesof thisbook both these definitionsaretoo narrow: thefirst limits
aportfolioto securitiesand the second to the compl ete set of investments.
The authors proposethat aportfolioisany subset of theinvestmentsheld
by an individual or organisation to avoid both limitations.

Investors spread risk by making numerous investments instead of
‘putting all their eggs in one basket’ with a single investment. Thisis
the underlying principle of portfolio theory (Rahman 1997). By splitting
the total investment into smaller packages which are subject to different
risks, the level of exposure to any single risk event is reduced. The
Economist (1998), with reference to the banking sector, explains the
thinking behind portfolio theory thus:

If different assets are unlikely to take a beating simultaneously, or if pricefallsin
some tend to be off-set by risesin others, the bank’s overall risk may be low even
if the potential loss on each individual class of asset is high.

The authors suggest that an SBU will be subjected to the same risk as
the bank described above. Some projects will make profits, some break
even and somelose. Providing the profit isgreater than theloss, the SBU
will be seen to be profitable.
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8.8.1 Modern Portfolio Theory

Long before modern portfolio theory was developed Erasmus (1467—
1536) stated:

Trust not all your goods to one ship.

In the analysis of financial markets, to a greater extent than in other
areas of investment management, considerable study has been under-
taken to quantify the reduction in risk resulting from diversification of
portfolios and determine the optimal alocation of an investor’s funds
among available assets. The label applied to the mathematical mod-
els and their underlying assumptions and theories is modern portfolio
theory (MPT). The essential differences between MPT and ‘ portfolio
theory’ are the former’s emphasis on the quantification of the variables
involved and its almost exclusive application to investmentsin financial
markets.

In the 1950s, the American economist Harry Markowitz proposed
that ‘for any given level of risk, the rational investor would select the
maximum expected return, and that for any given level of expected
return, therational investor would sel ect theminimumrisk’. Thisappears
obvious but has certain implications, according to Dobins et al. (1994):

e the measurement of risk (which had previously been neglected) is
central to investment decision making
e there exists atrade-off between risk and return.

Portfolio analysis comprises a set of techniques which are often used
by strategic planners to integrate and manage strategically a number of
subsidiaries, often operating in different industries, that comprise the
corporate whole (Langford and Male 2001).

The larger the business, the more likely it isthere will be anumber of
SBUsinexistencewhich needto beintegrated and managed strategically.
Thepresent authorsbelievethat themain method of doingthisisportfolio
analysis. Its use is primarily discussed in terms of large, diversified
organisations that have to consider many different businesses or SBUS,
with different products or services on the market or under development.
In order to provide a structure and subsequent guidance for decision
making under these conditions, a number of different techniques have
been devel oped, using the same form as matrix analysis.

According to McNamee (1985), portfolio management necessitates
the three fundamental characteristics of a product’s or SBU’s strategic



Risk Management at Strategic Business Level 231

position:

1. itsmarket growth rate
2. itsrelative market share in comparison with the market leader
3. the revenues generated from the product's sales of the SBU’s
activities.
In the construction industry, for example, portfolio management tech-
nigues can be applied at corporate level, for service products, end prod-
uctsand for the management of multi-project strategies. Scenariotesting
permits strategists to create alternative futures through economic fore-
casting, visioning or identifying branching points where discontinuities
may occur. Cross-impact analysis can also assist scenario testing by
looking at the strength of impacting events that may either be unrelated
to a situation or enhance the occurrence of an event. To be worthwhile,
however, scenario testing must be credible, useful and understandable
by managers.
An example of portfolio analysis was carried out by Witt (1999).
He analysed five investment scenarios and identified their major global
risks. In the study the investment scenarios were:

¢ atoll road bridge under a concessional contract (construction)
a supermarket (retail)

afootball team (leisure)

commercial property (real estate)

copper (commaodity).

The information gathered was then processed within a framework of
appraisal and a portfolio design mechanism (PDM). Table 8.2 showsthe
investment risks and the overall risk based on Witt's (1999) study.

8.8.2 Matrix Systems

To achieve leadership of each project and of each specialisation used by
the projects, organisations and public authorities have evolved what are
called matrix systems of management with separate roles for functional
and project managers (Smith 1995).

Figure 8.4 showsan examplewheretheresources of three departments
are shared amongst three projects.

Matrix systemsprovide opportunitiesto employ leaderswith different
skillsand knowledgeinthesetwo typesof managerial role, but theproject
and specialist managers should theoretically influence decisions.
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Table 8.2 Investments risks and descriptions (Adapted from Witt 1999)

Risk category Risk description Overall perceived risk
Road bridge
Environmental Pressure groups
Political Legidation affecting vehicle use
Lega Resolution of disputes
Commercial Changes in demand for facility Medium
Commercial Inflation
Commercial Competition from other facilities
Commercial Interest rates
Retail
Legd Changesin regulation
Lega Standards and specialisation
changes
Commercial Cost escalations Medium
Commercial Competition
Commercial Quality of services
Football team
Legal Third-party liability
Commercial Competition/performance
Commercial Sponsorship/TV rights
Other Support High
Other Injuries
Other Management
Commercial property
Lega Changesin legislation with
regard to property
Lega Changes in standards and
specifications
Commercial Competition in office space
provision
Commercial Demand for office space Medium
Commercial Recession
Commercial Interest rates
Commercial Inflation
Other Location
Copper
Environmental Environmental impacts of mining
and processing
Political Political stability of producer
countries
Political Production agreements between
producer countries
Commercial Demand
Commercial (Global) Recession High
Commercial (Globd) Interest rates
Commercial Exchange rates

Commercial Supply
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CE.Q.

| Engineering Director| | Production Director | | Purchasing Director

Project

Managers
y A 4 ll A u N A 4

Project A

Members of the engineering, production and purchasing

Project B departments who are working on projects A, B & C.

iad

Figure8.4 Matrix management of department resources (Adapted from Smith 1999)

Matrix systems can work to overall given, defined objectives and
prioritiesfor projects and with agreed amounts and quality of resources.
They do not necessarily avoid conflict over these. Examplesindicate that
their success depends on:

e management’s control of resources
e the personal skills and knowledge of the project manager
e joint planning and decisions on priorities.

89 PROGRAMME MANAGEMENT

The Central Computer and Telecommunication Agency (CCTA) (1994)
defines programme management as.

Selection and planning of a portfolio of projectsto achieve a set of business objec-
tives; and the efficient execution of these projectswithin a controlled environment
such that they realise maximum benefit for the resulting business operation.

Reiss (2000) believes programme management is about implementing
strategic change and realising benefit. He states that a precise definition
would be:

The effective implementation of change through multiple projects to realise dis-
tinct and measurable benefits for an organisation.
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Performance -
Organisational

Analy3|_s & Arrangements
Reporting
Quality Requirements
Management Management
Timeline - Projects | Financial
Management \ Management
Procurement / Resource
Management Management
Contract Risk
Management Management

Figure 85 Key components of programme management (Adapted from Sandvold
1998)

Lockitt (2000) gives a more lengthy and thorough definition of pro-
gramme management. He believes:

Programme management i sthat set of management activitiesand processeswhich
facilitate the translation, conversion, prioritisation, balancing and integration of
new strategic initiativeswithin the context of the cur rent organisation and planned
time and cost constraints, thereby minimising risk and maximising benefit to the
organisation.

For the purposes of this book, however, the authors believe that the
CCTA definition is most appropriate. Nonethel ess, the execution of the
definition will be carried out through the use of management ‘templates
(guidelines) to facilitate the use of the technique.

Programme management has aset of techniques and approachesto be
used for managing complex change programmes in a business setting.
Thekey components of effective programme management arethosefun-
damental building blocksrequired toimplement thediscipline (Sandvold
1998).

Figure8.5illustratesthe key componentsof programme management.

These key components, according to Sandvold (1998), are asfollows:

e Organisational arrangements — defining and maintaining the pro-
gramme management environment.

e Requirements management — keeping track of the requirements and
changes to the requirements.
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e Financial management — the policies, procedures, practices, tech-
niques and tool s necessary to establish and maintain effective financial
planning and reporting.

e Resource management — the direction and co-ordination of all re-
sources throughout the programme’s life cycle.

¢ Risk management — systematic identification of, analysis of and proac-
tive response to risks, issues and problems, both real and anticipated,
throughout the programme’s life cycle.

e Contract management —the organisational, procedural and functional
tasks, policies and practices for the day-to-day handling of comer-
cial, legal, administrative and monetary considerationsof the contracts
between the programme and its suppliers.

e Procurement management — acquisition of purchased services and
labour, goods, physical plant and equipment, operational equipment,
raw material, component finished parts and equipment, and software
for the programme.

¢ Timeline management — the guidelines, techniques, knowledge and
tools required to devel op and maintain appropriate all ocations of time
and effort throughout all phases of the programme’s life cycle. Time
planning, estimating standards and guidelines, supplier and third-party
inputs, scheduling guidelines and control techniques ensure the rapid,
high-quality delivery of programme goals and objectives that meet
corporate requirements.

e Quality management — the composite of technical and manageria
standards, procedures, processes and practices necessary to empower
and provision each person fully to accomplish and exceed the mis-
sion, objectives, needs, requirements and expectations for which the
programme was established.

e Performance analysis and reporting — disciplines, techniques, tools
and systems necessary and adequate to establish and maintain pro-
gramme performance analysis and reporting throughout the life cycle
of the programme.

8.10 BUSINESSRISK STRATEGY

Each business unit must submit a summary of its proposed strategies
and business plans to the corporate board. This is called the five-year
commitment (FYC). The combined FYCs of al the businesses must
achieve the corporate objectives. The FYC is a five-year business plan
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which is updated each year and moved forward by the year. The SBUs
will update or add more issues and commitments and will include a
businessrisk register covering similar pointsto that of the corporate risk

strategy.

8.11 TOOLSAT STRATEGIC BUSINESSUNIT LEVEL

The tools and information used at the SBU level are similar to those at
the corporate level. The business unit strategy, derived from the corpo-
rate strategy, is still concerned with survival and increasing value but
is focused on its particular market area, normally a portfolio of similar
projects.

Focusing on the difference, the owner comes from the SBU and the
champion is a senior executive with regular contact with the corporate
board. It is now more important that the core senior executives and
project managers consider input from the customers, partners and sup-
pliers as that interface is much closer. Mgjor decisions must be ratified
through regular contact with the corporate board.

The scope is focused on the market but extends beyond the current
project portfolio looking for new opportunities. It now includes review
and control of individual projects, aswell as compliance with corporate
strategy decisions.

Much of the same information is used when assessing SBUs, how-
ever, managers focusin greater detail on the particular market area. The
same identification tools are appropriate, namely PEST and SWOT. In
addition, health and safety management and environmental management
systems will identify some risks that are generic to al projects in that
market area, particularly those associated with production processes and
methods, such as chromium plating, removal of toxic waste and working
conditions

8.12 STRATEGIC BUSINESSRISK: AN OVERVIEW

Today’s marketplace demands cost effectiveness, competitiveness and
flexibility from a business if it is to survive and grow. Such demands
necessitate effective business plans, both strategic in support of longer-
term goals and tactical in support of ever-changing business needs and
priorities and their associated risks.
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A critical factor in thisis the synergy required between business op-
erations and associated information systems and technology architec-
tures. A further key factor isunderstanding and dealing with the legisla-
tive, environmental, technological and other changes that impact on an
organisation’s business.

8.13 SUMMARY

The strategic business level is concerned with how an operating unit
within the corporate body can compete in a specific market. SBUs are
created at corporate level, and can be subsumed under it. The strate-
gies of SBUs can be regarded as the parts which require and define the
organisation as awhole.

Theauthorsbelievethat SBUsshould monitor all projectswithin their
organisation. Risks occurring in one project may not occur in similar
projects, but those risks could be of such aconsequence that they impact
onthefinancial stability of the SBU. Itisparamount that all risksreported
from projects, past and present, are made known at SBU level.

A risk management programme should be integrated within any
organisation’s overall business or financial strategy. Risk management
should not be approached in an ad hoc manner or delegated to employ-
ees who are unfamiliar or uninvolved in formulating an organisation’s
overall strategy.

This chapter defined a business and an SBU. The chapter looked
at strategic models such as the wrappers model, portfolio theory, ma-
trix systems and programme management. Other areas considered were
business strategy, the functions of business management teams, strategic
planning and business risk.
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Risk Management at

Project Level

9.1 INTRODUCTION

Many businesses today depend on project-based activities for their
growth and long-term well-being. Although ongoing operation is an
important part of any business, it isthe project elementsthat are usually
at the cutting edge. Thisiswhy project management has emerged as an
important and critical part of any going concern.

This chapter describes how project management has evolved, project
management team functions and goals, and the concept of project risk
management. The chapter also describes risks specific to projects.

9.2 THE HISTORY OF PROJECT MANAGEMENT

Project management, in its modern form, began to take root only afew
decades ago. Starting in the early 1960s, businesses, especially SBUs
and other organisations, began to see the benefit of organising work
around projects and to understand the critical need to communicate and
integrate work across multiple departments and professions.

9.2.1 TheEarly Years: Late Nineteenth Century

During the latter half of the nineteenth century the rising complexities
of the business world led to further evolvement of principles within
project management. Large-scale government projects were the impe-
tus for making important decisions that became management decisions.
Business |leaders found themselves often faced with the daunting task
of organising manual labour and the manufacturing and assembly of
unprecedented quantities of raw material (Turner and Simister 2000).

9.2.2 Early Twentieth-century Efforts

At the turn of the last century, Frederick Taylor (1856—-1915) began his
detailed studies of work. He applied scientific reasoning to work by
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showing that people at work can be analysed and improved by focusing
on its elementary parts. He applied his thinking to tasks found in steel
mills, such as shovelling sand, lifting and moving parts. Before then, the
only way to improve productivity was to demand harder and longer
hours from workers. The inscription on Taylor’s tomb in Philadelphia
atteststo hisplacein the history of management: ‘ the father of scientific
management’.

Taylor's associate, Henry Gantt (1861-1919), studied in great detail
the order of operations in work. His studies of management focused
on naval ship construction during the First World War (1914-1918).
His charts, complete with task bars and milestone markers, outline the
sequence and duration of all tasks in a process. Gantt chart diagrams
proved to be such a powerful analytical tool for managersthat the charts
remained virtually unchanged for nearly ahundred years. It was not until
the early 1970s that link lines were added to these task bars, depicting
more precise dependencies between tasks.

Taylor, Gantt and others helped evolve management into a distinct
businessfunction that requires study and discipline. In the decades |ead-
ing up to the Second World War (1939-1945), marketing approaches,
industrial psychology and human relations began to take hold asintegral
parts of business management.

9.2.3 Mid Twentieth-century Efforts

After the Second World War, the complexity of projects and ashrinking
wartime labour supply demanded new organisational structures. Comp-
lex network diagrams called PERT (Programme Eval uation and Review
Technique) charts and the critical path analysis method were intro-
duced, giving managers greater control over massively engineered and
extremely complex projects (such as military weapon systemswith their
huge variety of tasks, risks and numerous interactions at many points
in time).

Soonthesetechniquesspreadtoall typesof industriesasbusiness|ead-
ers sought new management strategies, tools and techniques to handle
their businesses’ growth inaquickly changing and competitiveworld. In
the early 1960s, general system theories of science began to be applied
to business interactions.

9.2.4 Late Twentieth-century Efforts

This view of business as a human organism implies that in order for a
business to survive and prosper, al of its functional parts must work in
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concert towards specific goals. In the following decades, this approach
towards project management began to take root in its modern form.
Whilevariousbusinessmodel sevol ved during thisperiod, they all shared
a common underlying structure (especially for larger businesses): that
is, the project is managed by a project manager, who puts together a
team and ensures the integration and communication of the workflow
horizontally across different departments.

Modern project management is a strategic, company-wide approach
to the management of al change. Although it is underpinned by the
traditional discipline of project management, it is broader in its applica-
tion, concepts and methods. Central to the modern project management
paradigm is the definition of a project according to Lane (1993) as:

a vehicle for tackling business-led change within the organisation.

Using this definition modern project management is applicable to ac-
tivities not traditionally regarded as project work, such as mission and
strategy setting, education and training, and organisational restructuring.

9.3 DEFINITIONS

A project is a unique investment of resources to achieve specific objec-
tives. Projects arerealised to produce goods or servicesin order to make
aprofit or to provide a service for the community. The project itself is
anirreversible change with alife cycle and defined start and compl etion
dates. Any organisation has an ongoing line management of the organ-
isation requiring management skills. According to PMBOK (1996):

Project Management is the planning, organisation, monitoring and control of all
aspectsof a project and the motivation of all invol ved to achieve proj ect objectives
safely and within defined time, cost and performance.

Project management isneeded to ook ahead at the needs and risks, com-
municate the plans and priorities, anticipate problems, assess progress
and trends, get quality and value for money, and change the plans if
needed to achieve objectives (Smith 1995).

Project management includes creating the right conditions by organ-
ising and controlling resources to achieve specific objectives (Elbing
2000). Every project hasfundamental characteristicsthat makeit unique
in some way. These characteristics include objectives, value, timing,
scope, size, function, performance criteria, resources, materials, prod-
ucts, processes and other physical parameters that define the project.
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Project management is a central point in the organisation’s structure
of aproject whereall information should be channelled. Clients of large
projects often have no or less experience in project management than
thoseinvolved in smaller repetitive projects. The main task isto lead the
client through the life cycle and to realise the project on behaf of the
client.

9.4 PROJECT MANAGEMENT FUNCTIONS

Turner (1994) presented quite a rosy future for project management,
and recognised the changes for the years ahead. In this challenging
and ever-changing environment, project management has emerged as a
discipline that can provide the competitive edge necessary to succeed,
given the right manager. The new breed of project manager is seen as
anatural sales person who can establish harmonious customer relations
and develop trusting relations with stakeholders. In addition to some of
the obvious keys to project managers success — personal commitment,
energy and enthusiasm —it appearsthat, most of all, successful managers
must manifest an obvious desire to see others succeed (Clarke 1993).

The project manager’s responsibilities are broad and fall into three
categories: responsibility to the parent organisation, responsibility to
the project and the client, and responsibility to members of the project
team. Responsibility to the SBU itself includes proper conservation of
resources, timely and accurate communication and careful, competent
management of the project. It is very important to keep senior man-
agement of the parent organisation fully informed about the project’s
status, cost, timing and prospects. The project manager should note the
chances of being over budget or being late, aswell as methods available
to reduce the likelihood of these dreaded events. Reports must be accu-
rate and timely if the project manager is to maintain credibility, protect
both the corporate body and the SBU from high risk, and allow senior
management to intercede where needed.

Communication is a key element for any project manager. Running
a project requires constant selling, reselling and explaining the project
to corporate and SBU levels, top management, functional departments,
clients and all other parties with an interest in the project, as well asto
members of the project team itself. The project manager isthe project’s
liaison with the outside world, but the manager must also be available
for problem solving, and for reducing interpersona conflict between
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project team members. In effect the project manager is responsible to
all stakeholders regarding the project to be managed.

The control of projects is aways exercised through people. Senior
managers in the organisation are governed by the CEO, who is directed
by such groups as the executive committee and/or the board of directors.
Senior managers in turn try to exercise control over project managers,
and the project managers try to exert control over the project team.
Because this is the case, there is a certain amount of ambiguity, and
from time to time humans make mistakes. It is therefore important that
thereare effective communi cation controlsand standards and procedures
to follow.

Accordingto Turner and Simister (2000), therolesand responsibilities
for the project manager are as follows:

e The project manager is responsible for managing and co-ordinating
variousissues at project level, and for ensuring coherency and confor-
mity to the project strategy implementation plan by working hand in
hand with the strategic business manager.

e The project manager will be more project focused. For example, con-
cerned with the micro aspects of each project in question, such asthe
mechanics of delivery of a single project to timescale, cost budgets
and quality of deliverables.

¢ Intermsof legal focuses, the project manager will abide by planning
regulations, environmental restrictions and standards.

e Here the project manager will adopt the standard legal requirements
specified at the businesslevel but tailor these requirementsto suit each
proj ect.

¢ In terms of risk management, the project manager will need to ad-
dress all possible risks, mitigate and review, documenting as work
progresses.

e The project manager will assess risks in the individual projects, but
will report to the business manager on the next level if significant
impact on the overall strategy and cost is foreseen.

¢ |nterms of schedule and cost, the project manager will have to ook
at theindividual project, and use the tools and techniques available to
analyseit.

e The project manager will be concerned with the individual profitabil-
ity.

e The project manager will co-ordinate the interface of the individual
stages of the project.
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e Work should be completed to cost, time and quality restraints.

e Cost plan and cost control must meet the allocated budget for each
project.

e The project manager should monitor changes and report them to busi-
ness level if necessary.

Figure 9.1 illustrates the typical project management functions carried
out at project level by the project management team. The different func-
tions are often dependent on the type of project undertaken and these
are often monitored by the SBU as well as the project manager.

Figure 9.2 depicts the vertical hierarchy of a construction organisa-
tion’s site project management team. All team members report through
different routes to the project manager who in turn reports to the SBU.

9.4.1 TheProject Team

The project team is made up of people from different organisational
units. Their work together must be done in a spirit of tolerance and
mutual understanding.

| Corporate Entity |

' - y

| sBu@ || seu® || sBu© |
I I I
A A A A 4 vy V. v v YV V. VvV Vv
| Projects | | Projects | | Projects |
| Functions |
N . _
N

| Risk Assessment | | Timescales | | Quality |
|Legal Requirements| | Profitability | | Monitor Change |
| Estimation | | Cost Budgets | | Communication |

| Selection of Tools and Techniques |

Figure9.1 Typica project management functions (Merna 2003)
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| Project Manager |

v
| Construction |
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Stores Construction | | Mechanical Process & Quantity Quality
Engineer & Electrical | | Instrumentation| | Surveyor |[Management

Plant Operator
: A 4 A 4

| Site Engineer | | Site Engineer | | Site Engineer | Measurement

Engineer Engineer

: Engineer
v
Trade Trade Trade
Supervisor Supervisor Supervisor

Figure9.2 Typical organisation for a multi-disciplinary construction project

The relationships between the project manger and the line managers
areimportant. Often headsof organisational unitswho arehigher thanthe
project manager in the existing hierarchical organisation do not want to
co-operate asthey should. They want the power to decide independently
on things which are not within their competence. If they do not get what
they want they hamper the project through passive or covert opposition.
Members of the project team who are higher up the hierarchical ladder
sometimes will not permit ‘ some project managers to report on their
work and report on it to an executive (Field and Keller 1999).

Below isalist of typical members of a project team with their usual
duties:

e Project engineer. This engineer is in charge of product design and
development and isresponsiblefor functional analysis, specifications,
drawings, cost estimates, quality/reliability, engineering changes and
documentation.

e Process manufacturing engineer. This engineer’'s task is the efficient
production of the product or processthe project engineer hasdesigned,
including responsibility for manufacturing, engineering, design and
production, production scheduling and other production tasks.
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e Commission field manager. This person is responsible for the instal-
lation, testing and support of the product/process once it is delivered
to the customer.

e Contract administrator. The administrator is in charge of al official
paperwork, keeping track of customer changes, billings, questions,
complaints, legal aspects, costsand other aspectsrel ated to the contract
authorising the project.

e Project controller. The controller keeps daily accounts of budgets,
cost variances, labour charges, project supplies and capital status. The
controller also makesregular reports and keeps in touch with both the
project manager and the company controller. If the administrator does
not serve as a historian then the company controller will.

e Support services manager. This person is in charge of product sup-
port, subcontractors, data processing and general management support
functions.

It is important to note that all these roles will not be required in all
projects, however, most of these peoplewill berequiredinlargeprojects.
Project managersin charge of smaller projectswill often be responsible
for nearly all the above roles and tasks.

9.4.2 Project Risk Assessment Teams

Project risk assessment teams can serve the organisation in a number of
different ways. They can:

e conduct competent risk assessments for every project

e develop aprocess risk assessment including standards and procedures
for the organisation

e serve a mentoring and consulting role for players in the organisation
who need guidance on appropriate risk assessment practices

e offer risk management training, both formally and through the class-
room

e select and maintain risk management tools and techniques

e serve as the central resource repository for the distribution of risk
management resources to the organisation

e liaise with SBU managers or risk officers.

However, Hillson and Murray-Webster (2006) state that it is afact that
risk attitudes to a particular situation vary from person to person, team
to team, organisation to organisation and, some would say, nation to
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nation. These authors suggest that risk attitude is a source of significant
bias on decision making and the effectiveness of the risk management
process. They suggest that to improve risk management more should be
understood about risk attitude.

9.4.3 Project Goals

The most important task at the beginning of a project is to agree the
project’s objectives with the client. Without agreed objectives there is
not enough support for the decisions and there is no measurement of
success. With the agreed objectives the project management team must
identify key indicators for control of the successful project realisation
(Gorog 1998). It is also very important to determine at this stage the
sharing of risk between the client and the contractor.

The question of project success can be answered on different levels
or at different points of view. If one project participant, for example
a contractor, architect or consultant, achieves a reasonable profit, the
project is a success for this party. From a project management point
of view, success is redlising a project on time, within budget and to
specifications. The project must satisfy the client (Fachtagung Projekt-
management 1998).

For investorstheir success can be measured in terms of return on their
investment. However, there are other measuresfor success. If the project
isagreat service for the community it is also a success up to a certain
level independent of the costs and completion date. Examples include
the Thames Barrier and the Sydney Opera House (Morris and Hough
1987).

9.5 PROJECT STRATEGY ANALYSIS

In the world of project management, it has been common to deal with
estimates of task durations and costs as if the information were known
with certainty. On occasion, project task workersinflated timesand costs
and deflated specifications on the grounds that the project manager or
SBU manager would arbitrarily cut the budget and duration and add
to the specifications, thereby treating the problem as a decision under
conflict with the management as an opponent.

Infact, agreat majority of all decisionsmadeinthe courseof managing
aproject are actually made under conditions of uncertainty. In general,
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many project managers adopt the view that is usually best to act as
if decisions are made under conditions of risk. This will often result
in estimates being made about the probability of various outcomes. If
project managers use appropriate methods to do this, they can apply the
knowledge and skills they have to solving project decision problems.

Project risk management is a process which enables the analysis and
management of risks associated with a project. Properly undertaken it
will increase the likelihood of successful completion of a project to
cost, time and performance objectives. However, it must be noted that
no two projects are the same, causing difficulties with analysis and trou-
bleshooting. In most casesthingsgo wrong that are uniqueto aparticular
project, industry or working environment. Dealing with project risksis
therefore different from situations where there is sufficient data to adopt
an actuarial approach (Gareis 1998).

The first step at project level is to recognise that risk exists as a
consequence of uncertainty. In all projects there will be risks of various

types:

e atechnology isyet to be proven (innovation risk)
e lack of resources at the required level
e industrial relations problems

e ambiguity within financial management.

Project risk management is a process designed to remove or reduce the
risks which threaten the achievement of the project’s objectives. It is
important that management regard it as an integral part of the whole
process, and not just simply a set of tools and techniques.

9.6 WHY PROJECT RISK MANAGEMENT ISUSED

There are many reasonsfor using project risk management, but themain
reason isthat it can provide significant benefits far in excess of the cost
of performing it.

Turner and Simister (2000) believe benefits gained from using project
risk management techniques serve not only the project but also other
parties such as the organisation as a whole and its customers. Below is
alist of the main benefits of project risk management:

e Thereisanincreased understanding of the project, whichin turnleads
to the formulation of more realistic plans, in terms of cost estimates
and timescales.
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e |t gives an increased understanding of the risks in a project and their
possibleimpact, which can lead to the minimisation of risksfor aparty
and/or the allocation of risks to the party best suited to handle them.

e Therewill be abetter understanding of how risksin aproject can lead
to amore suitable type of contract.

e [twill giveanindependent view of the project risks, which can helpto
justify decisions and enable more efficient and effective management
of risks.

e |t gives knowledge of the risks in projects which allow assessment
of contingencies that actually reflect the risks and which also tend to
discourage the acceptance of financially unsound projects.

e |t assistsin the distinction between good luck and good management
and bad luck and bad management.

Beneficiaries from project risk management include the following:

e Corporate and SBU senior management, for whom a knowledge of
the risks attached to proposed projectsisimportant when considering
the sanction of capital expenditure and capital budgets.

e The clients, asthey are more likely to get what they want, when they
want it and for a cost they can afford.

e The project management team, who want to improve the quality of
their work. It will help meet project management objectives such as
cost, time and performance.

e Stakeholdersin the project or investment.

Project risk management should be a continuous process that can be
started at any early stageof thelifecycleof aproject and can be continued
until the costs of using it are greater than the potential benefits to be
gained. The authors believe that it will be far more effective to begin
project risk management at the start of a project because the effects of
using it diminish as the project travels through itslife cycle.

Norriset al. (2000) believe that there arefive pointsin aproject where
particular benefits can be achieved by using project risk management:

1. Feasihility study. At this stage the project is most flexible enabling
chargesto be made which can reduce therisksat arelatively low cost.
It can be hel pful in deciding between variousimplementation options
for the project.

2. Sanction. The client can make use of this to view the risk exposure
associated with the project and can check that all possible steps to
reduce or manage the risks have been taken. If quantitative analysis
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has been undertaken then the client will be able to understand the
“chance’ that it has of achieving the project objectives (cost, time and
performance).

3. Tendering. The contractor can make use of thisto ensurethat all risks
have been identified and to help it set its risk contingency or check
risk exposure.

4. Post-tender. The client can make use of this to ensure that al risks
have been identified by the contractor and to assess the likelihood of
tendered programmes being achieved.

5. Atintervals during implementation. This can help improve the like-
lihood of completing the project to cost and timescaleif all risks are
identified and are correctly managed as they occur.

Many project management procedures place considerable stress on the
quantification of risk, athough much evidence suggeststhat thisiserro-
neous as many top executivesignore datain favour of intuition (Traynor
1990). The emphasis placed on the quantification processes fails to
prompt a manager to take account of other areas more difficult or im-
possible to quantify, thus excluding alarge element of risk.

9.7 RECOGNISING RISKS

It would be of great helpif one could predict with certainty, at the start of
anew project, how the performance, timeand cost goalswould be met. In
some projectsit is possible to generate reasonably accurate predictions;
however, the larger the project, often the less accurate these predictions
will be. There is considerable uncertainty about organisations ability
to meet project goals. Barnes (2007) states that risk management is
intended to shrink the effect of uncertainty on the outcome of projects.
All real projects are dominated by the need to add and to change the
plans asreality replaces expectation. Barnes suggests that what actually
happensissolikely to bedifferent fromwhat wasexpected that to achieve
success, project teams must be masters of uncertainty, not victims.

Uncertainty decreases asthe project movestowards compl etion. From
the project start time, the band of uncertainty growsuntil it isquite wide
by the estimated end of the project. As the project develops the degree
of uncertainty about the final outcome is reduced. In any event, the
more progress made on the project, the less uncertainty there is about
achieving the final goal.
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The project manager must have a good knowledge of the stakehol d-
ers in the project and their power. A consensus must be found with
the majority of participants in the project. This is often not easy be-
cause stakeholders have conflicting interests. It isimportant that project
managers continuously analyse the positions of the stakeholders, their
expectations, their needs and foreseeable reactions. If the stakeholders
think that they will only be collaborating once, then it is difficult to
achieve creative co-operation (Simon et al. 1997).

9.7.1 Specific Risksat Project Level

A project manager must cope with different cultures and different envi-
ronments. Different industries have different cultures and environments,
as do different regions and countries. The word ‘culture’ refers to the
entire way of life for agroup of people. It encompasses every aspect of
living and hasfour elementsthat are commonto all cultures: technol ogy,
institutions, language and arts (Turner and Simister 2000).

The technology of a culture includes such things as tools used by
people, the material things they produce and use, the way they prepare
food, their skillsand their attitude towardswork. It embraces all aspects
of their material life (Haynes 1990).

The ingtitutions of a culture make up the structure of society (The
Economist 2001). This category contains the organisation of the gov-
ernment, the nature of the family, the way in which religion is organised
as well as the content of religious doctrine, the division of labour, the
kind of economic system adopted, the system of education, and the way
in which voluntary associations are formed and maintained.

Language is another ingredient of all cultures. The language of a
culture is always unique because it is developed in ways that meet the
express needs of the culture of which it is part. The translation of one
language into another israrely precise. Words carry connotative mean-
ings as well as denotative meanings. The word ‘apple’ may denote a
fruit, bribery, ‘for the teacher’, New York City, a colour, a computer,
favouritism, ‘of my eye’, as well as several other things (Johnson and
Scholes 1999).

Finally, the arts or aesthetic values of a culture are as important to
communication as the culture’s language. If communication is the glue
that binds culture together, art is the most important way of communi-
cating. Aesthetic values dictate what is found beautiful and satisfying.
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If a society can be said to have style, it is from the culture's aesthetic
values that style hasits source (Jaafari 2001).

9.7.2 What Risksare Assessed at Project Level?

The project audit is a thorough examination of the management of a
project, its methodology and procedures, its records, its properties, its
budgets and expenditures, and its degree of completion. It may deal
with the project asawhole, or only with apart of the project. Theformal
report should contain the following points:

e Current status of the project. Does the work actually meet the planned
level of completion?

e Future status. Are significant schedule changes likely? If so, indicate
the nature of these changes.

e Status of crucial tasks. What progress has been made on tasks that
could decide the success or failure of the project?

¢ Risk assessment. What is the potential for project failure or monetary
loss?

¢ |nformation pertinent to other projects. What lessonslearned from the
project being audited can be applied to other projectsbeing undertaken
by the organisation?

e Limitations of the audit. What assumptions or limitations affect the
datain the audit?

e Toolsand techniques. What tools and techniques were used at project
level?

One must note that the project audit is not afinancial audit. The project
auditismuch broader in scopeand may deal withthe project asawholeor
any competent set of componentsof it. The audit may be concerned with
any part of project management. One must al so notethat the project audit
isnot atraditional management audit. Management audits are primarily
concerned that the organisation’s management systems arein place and
operative. The project audit goes beyond this. Amongst other things
it is meant to ensure that the project is being appropriately managed.
Some managerial systems apply fairly well to al projects, for example
the techniques of planning, scheduling, budgeting and of course risk
management (Turner and Simister 2000).

The present authors also believe that decommissioning risks play a
fundamental part in risk management at project level. These aretherisks
associated with plant or machinery at the end of the project’slife cycle.
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For example, what will be done to a nuclear power station when it is
decommissioned? What are the costs of decommissioning? What arethe
environmental effects? And which stakeholders are affected and how?

Cooper and Chapman (1987) suggest that the need for emphasising
risk assessment is particularly apparent when projectsinvolve:

e |arge capital outlays

¢ unbalanced cash flows requiring alarge proportion of the total invest-
ment before any returns are obtained

significant new technology

unusual legal, insurance or contractual arrangements

important political, economic or financial parameters

sensitive environmental or safety issues

stringent regulatory or licensing requirements.

The present authors consider that all or a combination of a number of
the above parameters are fundamental to project strategies. The authors
also suggest that each risk identified in the project must have auniform
basis of assessment which will inevitably involve cost and time.

Figure 9.3 shows the level of risk plotted against the stage of the
project. Asthe diagram indicates greater risk at the earlier stages of the
project cycle, it can be concluded that this is where the majority of risk
management efforts should be concentrated as it offers greater yields
(Mernaand Owen 1998).

Precise quantitative dataare unlikely to be available. Techniques such
as Delphi, benchmarking and interviews can be used to get qualitative
rankings and quantitative range estimates of both impact and probabil-
ity. These tools are particularly useful, as the parties involved can be
geographically disparate.

Costs

Appraisal Design  Construction Operation

Figure9.3 The project risk cycle
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The greatest change comes at project level. The project strategy plan
focuseson how all the macro-environmental factorsand the micro-effect
project success will be managed in order to meet the goals set by the
business unit strategy.

During the feasibility stage of the project qualitative risk analysis
and quantitative sensitivity analysis are appropriate. As the project pro-
gresses and a project network is defined, computer modelling such as
Monte Carlo simulation can be performed. The major advantage is that
it considersthe effects of variablesin combination, resulting in cumula-
tive frequency predictions for the mgjor strategic goals. This technique
is particularly useful for selecting mitigating actions as their effect can
be predicted by rerunning the modified model.

Khan (2006) suggests that identified risks such as bad wesather, sup-
plier unreliability and technical delays can be mitigated in a cost-
effective way. Khan states that one solution has its roots in that most
fundamental of project planning processes, the project schedule and the
associated knowledge network. By incorporating risk and uncertainty
parametersin respect of theindividual activitieswithin the schedule, and
then applying simulation techniques to extrapolate potential outcomes,
project managers can build up a precise picture of where mitigation will
be most effective. Resources can be intelligently allocated to mitigate
against risks where the probability of occurrence and consequence are
clearly understood.

9.7.3 Project Managersand Their View of Risks

Peoplevary intheir approach to risk assessment and estimation; thereisa
tendency to shift the preferences of risk depending on budgets, resources
and CEOQ characteristics. Intheauthors' opinion, themanagers' previous
experiencein risk assessment and estimation will play an important role
in how they respond to identified and quantified risk. Overconfidence
about the estimation of risk is another factor in how individuals regard
risk. Overall, individuals are poor assessors of risk. Experience, subjec-
tivity and the way risk is framed play amajor role in project managers
perceptions, to the detriment of project management.

I ssuesof risk that relateto people are often recl assified asmanagement
of “human resources’ and so are ignored as risk factors; consequently a
large element of risk assessment is excluded from project risk manage-
ment. Thenatureof the uncertai nty which people contributeto the project
can be divided into two principal areas. human resource management
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issues, concerned with effective management competencies and prac-
tices, and the perspectives of stakeholders concerning the project and its
attendant risks (Oldfield and Ocock 1999).

The importance of effective management practices has often been
highlighted, the main concerns being centred around poor leadership,
lack of communication, lack of provision of necessary resources, in-
sufficient use of resources, work overload, lack of knowledge, lack of
decision-making authority, and inability to estimate accurately tasks
and processes. Identification of these dimensions would aid the project
manager’s decision making and improve the quality and efficiency of
the management process (Oldfield and Ocock 1999).

In many casesof project failure, the necessary information concerning
risksand problemsis available within project teams but often not sought
out by management (Oldfield and Ocock 1999). A common problem in
project risk management processes is the need to determine the relative
significance of different sources of risk so as to guide subsequent risk
management effort and ensure it remains cost effective. Chapman and
Ward (1997) consider the use of probability impact grids to identify
sources of risk which will receive most attention. In particular it isim-
portant to distinguish between the size of impacts and the probability of
impacts occurring, the range of feasibleresponses and thetime available
to respond.

9.8 PROJECT RISK STRATEGY

Risk management is used throughout the full life cycle of the project
from pre-tender through to after-market.

The risk management plan is the process of identifying and control-
ling the business, technical, financial and commercial risks throughout
the project’s life cycle by eliminating or reducing the likelihood of oc-
currence and the potential impact caused by any threat. For commercial
undertakings, any impact on the project outcome is to be expressed
in the terms of cost. Financial impact is therefore a baseline to mea-
sure risk. Risk that has a timescale is to be converted into cost. This
will enable accounts to raise provisions early in the project if they are
needed. It is important to remember that strategic project planning is
the synergy between a best practice culture of project management and
the effective implementation of corporate strategy, goals and objectives
(Blanden 2002).
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9.9 THE FUTURE OF PROJECT RISK MANAGEMENT

The project management profession is going through tremendous
change — both evolutionary and revolutionary. Some of these changes
are internally driven, while many are externally driven.

Indiscussing futureissuesin project management, Turner (1994) cited
the study of risk management as an emerging area for academic study
based on journa submissions. Whilst it may be said that the further
development of technically specialist areaswill certainly take place, the
project manager’srolewill almost certainly movefromthat of atechnical
specialist, who has taken on the role of co-ordinator of aproject, to that
of a change agent. The function that these managers perform will be
recognised asincreasingly important for the survival of the organisation
in al sectors, by management of all the stakeholders in projects. In
addition there is the search for new management structures (Maylor
1996).

Barnes (2007) suggests that the way to make risk management work
isto make it integrated, by taking steps to ensure that key players want
to come and take part in the process because it benefitsthem all. Barnes
suggests that there are two ways of moving in this direction:

e to give risk management meetings more importance than ordinary
project progress meetings

e to make sure that any team member can bring a new risk to the table
which the others will help to deal with.

9.10 SUMMARY

Projectsareunique, novel andtransient endeavoursundertakento deliver
business devel opment objectives. However, the authors believe that the
long-term objective regardless of the project in question will always be
profit.

This chapter outlined the history of project management and its func-
tions. It also highlighted the importance of project management and its
teams. Project risk, project managers as risks, and project risk strategy
were also considered within this chapter.



10
Risk Management at Corporate,

Strategic Business and
Project Levels

10.1 INTRODUCTION

The previous chapters have discussed risk management tools and tech-
niques, stakeholders' involvement and the structure of corporate organi-
sations. This chapter presentsamodel illustrating the sequencing of risk
assessment, risk management techniques and shareholder involvement
at corporate, strategic business and project levels.

10.2 RISK MANAGEMENT

Figure 10.1 illustrates the levels of a typical organisational structure
which allowsrisk management to befocused at each level. By classifying
and categorising risk within these levels it is possible to drill down or
roll up to any level of the organisational structure. This should establish
whichrisksthe project investment ismost sensitiveto so that appropriate
risk response strategies may be devised and implemented to benefit al
stakeholders.

Risk management is seen to be inherent to each level, athough the
flow of information from level to level is not necessarily on atop-down
or bottom-up basis (Merna 2003). The risks identified at each level are
dependent on theinformation available at the time of the investment and
each risk may be covered in more detail as more information becomes
available.

In many cases decisions will be made solely on qualitative assess-
ments. In other cases decisions will be made after a quantitative assess-
ment on the basis of computed metrics such as IRR and NPV.

10.3 THE RISK MANAGEMENT PROCESS

Figure 10.2 conceptualises the risk management process. Risk manage-
ment looks at risk and the management of risk from each organisational
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Corporate
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Strategic Business

Project

Figure10.1 Levelswithinatypical corporate organisation

perspective, namely strategic, tactical and operational perspectives. The
level within an organi sation responsible for each organisational perspec-
tive can perform the necessary analysis.

Organisations have different levels with different objectives. Typi-
cally the risk management process separates the business processesinto
many levels which make up an organisation (typically the three levels
previously identified). Risks specific to each level are identified using
risk identification techniques (discussed in Chapter 4) and then logged
on arisk register. Each level within the organisation will then analyse
the identified risks and responses and contingencies can be made.

The risks identified at each level are consolidated and controlled by
asingle department within the organisation. Within this department the
risk management analysis can be made either on a standalone basis or
for bundles of projects (portfolios).

Risk management should be a continuous process over the wholelife
cycle of the investment.

Many project management procedures place considerable stress on
the quantification of risk. However, at the strategic business and cor-
porate levels a significant proportion of the risks are not quantifiable
and thus favour less formal risk management. The emphasis placed on
the quantification processes often leads to afailure at the corporate and
strategic business levels to prompt a manager to take account of other
types of risk more difficult or impossible to quantify.

All stakeholder requirements must be acknowledged and aligned and
a consensus must be found. This is often not easy because stakehold-
ers have conflicting interests. It is important that the positions of the
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Figure10.2 Therisk management process/structure

stakeholders are continuously analysed and their expectations met asfar
aspossible.

104 COMMON APPROACHESTO RISK
MANAGEMENT BY ORGANISATIONS

Risk management may follow a top-down approach, originating at the
corporate level, consolidated at the strategic business level and imple-
mented at the project level as shown in Figure 10.3.
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Figure10.3 Downward approach to risk management (Merna 2003)

In the situation shown in Figure 10.3 risk management in terms of
identification, analysis and response is first carried out at the corporate
level. This is often a qualitative analysis. Information is then passed
down to the strategic business level where amore detailed risk analysis
takes place and information from the corporate level isfurther explored.
Thisinformationisthen passed ontotheproject level of the organisation.
Againfurther information is gathered and analysed. This process alows
a complete risk assessment to take place as information moves down
through the organisation.

This process, however, does not allow the results of risk assessments
and information to flow through to the strategic business and corporate
levels. Disadvantages of this model include communication difficulties
from level to level, difficulty knowing what risk assessment each level
within the organisation is carrying out, difficulty updating the model
becauseit isnot acontinuous process, and ambiguitiesfound at strategic
business and project levels are not passed to the corporate level because
thereis no procedure in place to do so.

Figure10.4illustratesan upward approachto risk management. Inthis
situation the risk management begins at the project level, but here the
assessment at the project level is much more detailed. This assessment
is then passed to the strategic business level in the organisation, and
then to the corporate level. As the assessment is passed up through
the organisation a more detailed risk assessment specific to either the
strategic business or corporate level is carried out.

Againthisprocessdoesnot allow theinformation and risk assessments
to flow down through the organisation, causing the same disadvantages
as the downward approach to risk management.
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Figure10.4 Upward approach to risk management (Merna 2003)

Both the increasing downward and increasing upward models may
result in arisk register being developed at each level but do not provide
an overal risk register to be managed at one level.

The authors believe that although less detailed risk assessment takes
place at the corporate level, the influence at the corporate level in terms
of risksisfar moreimportant than risk assessments at strategic business
and project levels. Many of the risksidentified at the corporate level are
global or uncontrollablerisks, often associated with political, legidlative,
regulatory, economic and environmental factors. If any of theserisksare
considered too great, then a project may not be sanctioned for further
risk assessment at strategic business or project levels.

105 MODEL FOR RISK MANAGEMENT AT
CORPORATE, STRATEGIC BUSINESS AND
PROJECT LEVELS

Within any organisation performing risk management, tools and tech-
niques must be used at each level. The use of these tools and techniques
allowstheidentification and analysis of risks and formsthe basisfor in-
vestment appraisal. Stakeholdersarealso identified at each level, and are
allowed to contribute to the risk management process. These stakehol d-
ers must be identified and their requirements recorded as well as their
relative significance. In order to assess the risks at each level, various
tools and techniques may be applied. These techniques may generally
be applied at each level inthe process, but some will be more applicable
to a particular level than others. Figure 10.5 illustrates the levels and
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Figure 10.5 Risk management mechanism

required input at each level in the risk management mechanism. The
tools and techniques used at each level will be determined by the risk
analyst and related to the type of assessment undertaken at those levels.

Figure 10.5 divides the organisation into corporate, strategic business
and project levels. At each level risk management tools and techniques
are used and stakeholder requirements aretaken into consideration. This
process forms a basis for the risk management mechanism.

Figure 10.6 illustrates the risk management cycle, which includesthe
identification, analysis and control of risks to be applied at corporate,
strategic business and project levels. The risk management cycleis dy-
namic and must be continuous over the project investment life cycle.

Risk
Management
Cycle
H ; Y
v : — i
Risk Risk
Identification Analysis
_______ Risk
Response

Figure10.6 Risk management cycle
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Figure10.7 Risk assessment for all levels of an organisation

This risk management mechanism, proposed by the authors and il-
lustrated in Figure 10.7 below, incorporates the risk management cycle
shown in Figure 10.6 and is utilised at each organisational level with
the purpose of identifying, analysing and responding to risks specific to
that level within the organisation. The processillustrated in Figure 10.6
should be adynamic process carried out in acontinuous |oop throughout
the whole investment life cycle.

Figure 10.7 illustrates the processes that the authors suggest should
be undertaken at each level of an organisation, the stakeholders and risk
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management tools and techniques being involved as and when appro-
priate.

The first step of risk management is investment appraisal at the cor-
porate level where the overall investment objectives are determined. It
is imperative that the investment and derived objectives are identified
and clearly understood at the strategic business level and by the project
team. At this stage each level of the organisation should define what
the investment implications are at this level, for example business or
project requirements, client specification, work breakdown structure,
cost estimates, project programme, cost and type of finance, and project
implementation plan. This is often performed through the use of his-
torical data, organisational specific knowledge and from infor-mation
specific to the project in hand and the organisation’s overall goals.

The process of identifying risks is carried out through the use of a
variety of techniques suited to the type of project and the resources
available. The allocation of risk to owners is undertaken during this
stage, which aims to place ownership of risk with the individual best
placed to control and manage it. Identified risks and risk owners are
recorded on the risk register, which later will become a database at the
SBU level.

The information gathered at the identification stage is then analysed.
Risk analysistools and techniques, either qualitative or quantitative, are
now employed to provide a thorough analysis of the risks specific to
the project at each level within the organisation. Analysis may include
defining the probabilities and impacts of risk and the sensitivity of the
identified risks at each level.

After completion of the identification and analysis processes, the re-
sponse to these risks can be carried out. This part of the process is
exercised through the use of risk response methods and techniques. If
the decision is to mitigate the risks the costs of mitigation must be as-
sessed and budgeted for accordingly. Retained risks at each level will be
identified in the risk register and be constantly reviewed.

Within this model stakeholders are of particular importance. Stake-
holders are involved at each level and will have an input at each stage
in the risk assessment process (identification, analysis and response).
The model alows information from each stage to flow backwards and
forwardsthrough the organisation, whereit can then be continually mon-
itored, evaluated and controlled.

Once al the information has been processed through the model, a
risk management plan is constructed and implemented. The plan should
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form an integral part of project execution and should give consideration
to resources, roles and responsibilities, tools and techniques, and deliv-
erables. This plan will include areview of the risk register, monitoring
progress against risk actionsand reporting. Thefinal output of the model
isarisk register at corporate, strategic business and project levels.

Feedback is a key vehicle used in this proposed model so that the
organisation canlearn from both its successes and mistakes, internally or
externaly. It provides continuousimprovement at both SBU and project
levels, and risk management itself. Feedback is a continual process of
gathering data from known and unforeseen events. Information is held
at the SBU level and disseminated throughout the organisation.

These risk assessments and risk registers at corporate, strategic busi-
ness and project levels will be made available to each level within the
organisation. These levels of an organisation are discussed in Chapters
7, 8 and 9 respectively. An overall risk register, incorporating the risk
registers developed at corporate, strategic business and project levels,
will be further developed at the strategic business level and continually
updated asthe project develops. It isimportant that the risk assessments
carried out for the projects at the strategic businesslevel are of the same
format, thus providing a database for al projects. This will allow the
database to be interrogated and inform future projects, strategic busi-
ness and corporate decision making.

The authors suggest that risk assessments at corporate, strategic busi-
ness and project levels should run concurrently. At any time during the
assessments, risks can be flagged up from any level that may result in
the project or investment being sanctioned or temporarily put on hold.

The proposed risk management assessment system will:

identify and manage risks against defined objectives
support decision making under uncertainty

adjust strategy to respond to risk

maximise chances through a proactive approach

increase chances of project and business success

e enhance communication and team spirit

e focus management attention on the key drivers of change.

Figure 10.8illustrates the risk management model and the interaction of
each level withintheorganisation. Information regarding risk assessment
and risk registersis passed freely through the organisation.

Within this model the strategic business level will act as a conduit
between corporate and project levels. A risk officer will be designated
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Figure10.8 The risk management model

at the strategic business level with responsibility for ensuring that risks
managed at corporate, strategic businessand project levelsareregistered
and that any further risksidentified will beincorporated intherisk regis-
ter held by therisk officer. All the information gathered from corporate,
strategic business and project levelswill be collated and passed on to the
risk officer. Therisk officer will bein direct contact with risk facilitators
at both corporate and project levels. Thismodel will ensurethat all levels
of the organisation will have an input into the overall risk register.
Managers and owners of risks retained and mitigated will be in the
corporate, strategic business or project level within the organisation de-
pending on where the risk originates. For example, arisk originating at
theproject level will be managed and owned by the project manager. The
risk assessments and risk registers held by the project manager will be
passed to the risk officer, at the strategic business level. The risk officer
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will review the overall register and inform both corporate and strategic
levels of any changesin risk assessment as the project proceeds.

The advantages of the strategic businesslevel of an organisation hold-
ing arisk register asaconduit from both corporate and project levelsare
asfollows:

e Thestrategic businesslevel isimmediate to both corporate and project
levels.

e Onerisk officer is responsible for the risk database.

e If any information is required about risk specific to a project, both
project and corporate levels have access to this information.

e Both project and corporate levelswill have accessto all risk manage-
ment systems and information.

o Stakeholderswill have easy access asto how risks are managed at all
levels of the organisation.

¢ Risk management throughout the organisation is co-ordinated and
centralised.

However, in order for the model to work regular reviews and audits
need to take place together with risk workshops at corporate, strategic
business and project levels facilitated by the risk officer.

New risks, the cost of managing such risksand the status of all existing
risksidentified at each level will be addressed in the overall risk register
database.

106  SUMMARY

Thischapter identified the corporate, strategic businessand project levels
inatypical organisation. Eachlevel isresponsiblefor managing therisks
identified and ensuring that information on such risksis available to the
other levels.

In most cases risks are specific to each level. Corporate risks are typi-
cally difficult to quantify and manage. These risks include the political,
legal, environmental and financial elements of an investment. Many of
these risks can be assessed in greater detail at the strategic businesslevel
as more information becomes available.

Project risk management often entails risks being assessed in even
greater detail as they become more specific to the project rather than
higher level risk considered at strategic business and corporate levels.
To ensure that all risks at all levels are managed it is paramount that an
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overall risk management system is implemented and risks identified at
al levels are managed over the life cycle of the investment.

Therisk register held by therisk officer at the strategic businesslevel
forms a database for all levels of the organisation. This risk register
should be accessibleto stakeholders, particularly shareholdersinvesting
in aproject.

The continual cycle of risk management is fundamental to the risk
management model illustrated in Figure 10.8.
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Risk Management and Corporate

Governance

11.1 INTRODUCTION

The concept of risk management was embedded in corporate governance
in the late 1990s. Corporate governance guidance was issued and pro-
moted based on reaction to scandals in the US and the UK over the last
20 years. Thefollowing is a presentation from the World Bank (2004):

e Internal fraud — Allied Irish Bank, Barings and Daiwa Bank Limited,
$691 million, $1 billion, $1.4 billion respectively, fraudulent trading.

e External fraud — Republic New York Corp., $611 million, fraud com-
mitted by custodial client.

e Employment practices and workplace safety — Merril Lynch, $250
million, legal settlement regarding gender discrimination.

e Clients, products and business practices — Household International,
$484 million, improper lending practices, Providian Financial Corp.
$405 million, improper sales and billing practices.

e Execution, delivery and process management — Bank of Americaand
Welles Fargo Bank, $225 million and $150 million respectively, sys-
temsintegration failures, failed transaction processing.

e Damageto physical assets—Bank of NewYork, $140 million, damage
to facilities related to September 11, 2001.

e Business disruption and system failures — Solomon Brothers, $303
million, change in computer technology resulted in ‘un-reconciled
balances .

These scandals and losses have helped in a big way to shape the scope
and depth of current regulation in operational risk management.

To understand more clearly how risk management came out of the
corporate governance debate, it isnecessary to look back into the devel -
opment of ‘ corporate governance'.

* Reproduced by permission of A. Merna.
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11.2 CORPORATE GOVERNANCE

Corporate governance can be defined as the:

system by which companies are directed and controlled.
(Cadbury Committee definition 1992)

While corporate governance has gained alot of exposurein recent years,
thereisin fact nothing new about the concept. It hasbeen in existence as
long asthe corporation itself, that isaslong asthere has been large-scale
trade, reflecting the need for responsibility in the handling of money and
the conduct of commercial activities. At the end of the nineteenth cen-
tury, shareholders started to hand over the direct management of larger
firmsto hired professional managers. Thiswasfacilitated by the adapta-
tion of British company law, which offered businesses the protection of
limited liability by separating personal liability from that of corporate
organisations. Personal liability could therefore be limited to the amount
of the shareholding in an incorporated company, limited by shares. The
concept of corporate governance truly appeared when the owners of a
company were not also those who directed and managed the company.
They then required some assurance that the directors and managers safe-
guarded their investments and reported to them the correct amount of
profit from which they may have received their dividends.

The corporate governance debate in the UK focused most of the twen-
tieth century on the rel ationship between management and shareholders
and the shareholder’s profit and wealth maximisation. Adam Smith who
studied at length human motives once observed that the directors who
are the fiduciary of other people’s money cannot be expected to be
as vigilant and careful with other people’s money as they would with
their own.

The nature of the debate on corporate governance changed radically
in the late 1980s in the US and then in the UK. The 1970s and 1980s
were marked by numerous financial failures, fraud and questionable
business practices (the gin and tonic era). People started questioning the
reasonsfor this happening, asthese failures could not only be explained
by senior management mistakes or misjudgements. Thisled to anumber
of initiativesin the US and Canada.

In 1985, the Tradeway Commission (formerlly the US National Com-
mission on Fraudulent Reporting) investigated a number of large busi-
nessfailuresand concluded that in more than 50% of the casesreviewed,
failures were explained by breakdown in internal control. From that
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period the corporate governance debate broadened its scope, which be-
came two-fold: still concerned with board management issues but also
highly interested in the prevention of major business failures by imple-
menting effective systems of internal control.

Inthe UK several committeeswere set up which issued recommenda-
tions (Cadbury 1992, Greenbury 1992, Rutterman 1994, Hampel 1995).
In 1995, these were embodied in a code know as the Combined Code.

Thecodewasnotinitially compulsory; however, every company listed
on the London Stock Exchange has the obligation to report whether it
complied with the code or not, and if not what were the provisions of the
Combined Code which were not applied. In practice, as the Combined
Code was viewed as a code of best practice, few companies departed
from its guidance. It should be noted that health and safety, though not
a central aspect of corporate governance, is nevertheless an issue on
which directors are also asked to give some account. Thisrelatesto their
own employees as well as suppliers and contractors working on their
premises.

The provisions of the Combined Code relating to risk management
are detailed in principle D2 and provisions D2.1 and D2.2 as follows:

Principle D2 ‘The board should maintain a sound system of
internal control and safeguard the shareholder’s
investment and the company assets

Provision D2.1 ‘The Directors should at least annually conduct a
review of the effectiveness of the group system of
internal control and should report to shareholders
that they have done so. Thereview should cover al
controls, including financial, operational and com-
pliance controls and risk management.’

Provision D2.2 ‘Companies which do not have an internal audit
function should from time to time review the need
for one!

The 12.43 London Stock Exchange Listing Rule stated that ‘the annual
report should explain how the principles set out in the Combined Code
had been applied. Any departure from the Combined Code principles
should be mentioned in the annual report.

The first major appearance of the concept of risk management in
corporate governance is quite ambiguous. It is mentioned as something
that isdistinct fromthe control review process. It isnot clear whether risk
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management is actually another set of controlsthat should be reviewed.
There is no definition of the concept of risk management within the
Combined Code.

For this reason and because no practical guidelines were available,
a new working party (Turnbull Committee) was set up to provide an
explanation on the Combined Code. Guidance was issued which is how
appended to the Combined Code, named the Turnbull guidance. Compa-
nies largely endorsed the Turnbull report recommendations even if they
represented at the time both a real challenge for most companies and
significant additional work to implement them. The Institute of Inter-
na Auditors’ guidance on Turnbull (2000) stated that three quarters of
companies were still thinking in July 2000 that they would still require
further work to comply with Turnbull guidance. The Financial Reporting
Council (2005) undertook areview of the Turnbull report and stated ‘ the
review found that the (Turnbull) Guidance had contributed to improve-
ments in internal control in UK listed companies. It strongly endorses
the principles-based approach of the Guidance, which alows compa-
nies to focus on the most significant risks facing them. It recommends
only limited changes to the Guidance to bring it up to date” However,
the Institute of Internal Auditors issued a more reserved statement of
effectiveness of Turnbull guidance.

The47 notes of the Turnbull guidance brought some clarity about pro-
vision D2. However, with regardsto the concept of risk management, the
guidancestill remained quite confusing by referring to the concept either
in terms of governance structure or management objectives. For exam-
ple, in article 10, risk management is defined as part of the system of
internal control. However, in article 16, the system of internal control is
saidto beaiming at managing risk. Sarah Blackburn (1999) mentionsthe
lack of ‘clear concept of the relationship between internal controls and
risk management’. She adds that the term of internal control when used
inthe Turnbull guidanceisprobably too narrow to pretend to embracethe
concept of internal control. What isobviousat thisstageisthat neither the
Combined Caode provisions nor the Turnbull guidance and further pro-
fessional guidance manuals from different institutions really approach
the concept of risk management in avery easy to understand way.

In summary the Turnbull report is about managing the risks that are
‘significant to the fulfilment of acompany’s business objectives . Com-
panies should not only create and maintain truly risk-facing internal con-
trol systems, but also ensure that the systems are embedded deep within
the corporate anatomy. Ultimate responsibility for implementation falls
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on the board of directors and no distinction is made between executive
and non-executive directors. Directors are required to review and report
to shareholders, at least annually, on the effectiveness of all internal con-
trols including financial, operational and compliance controls and risk
management. This approach to risk management has been welcomed by
a number of organisations as a means of enhancing performance and
gaining competitive advantage. Investors (both lenders and sharehold-
ers) will regard the implementation of Turnbull not only as a safeguard
against damaging mistakes but also as a measure of business success.
With the scope of risk management now extending beyond financial,
audiences with concerns about company values (product quality, health
and safety, employee and customer loyalty etc.) or wider issues (envi-
ronmental, ethical, social etc.) will be interested in disclosures made
in these areas. Industry regulators and courts will regard the extent to
which Turnbull has been implemented as a compliance indicator and
pick up on deviationsfromitsbest practice standardswhen investigating
companies.

Disasters catch out even the most vigilant organisations. When they
occur, they can result in litigation against the company, criminal and
civil actions against directors personally, negative publicity, damage to
corporate reputation. The list goes on.

The companies which are likely to survive the consequences of a
disaster will be those which:

¢ can demonstrate a good record of regulatory policy and compliance

¢ have crisisresponse systemsin place which bring immediate effective
relief, limit damage and negative exposure and work fast towards
re-establishing business continuity and

¢ have insurance protection to minimise the financial impact on the
business, its directors and officers.

In disaster situations, larger well-established companies are likely to
deriveadditional support fromtheir corporate reputation and stakehol der
loyalty. For small to medium-sized companiesand young companies, the
satisfaction of the above criteriawill probably determine whether or not
they will weather the storm.

For all its upbeat and incentivising qualities, Turnbull should not be
misunderstood. While proper implementation will bring benefits from
business gains to a happier workforce, the critical test of benefit will
come when the unavoidable disaster occurs. There is no doubt that in
such situations, the extent of a company’s compliance with Turnbull



274 Corporate Risk Management

will be scrutinised. Proper risk management systems will prove to be
the company’s lifeline in such situations. They can be used to dissuade
aregulator from prosecuting, or operate as powerful mitigation should
the matter go to court. The implementation of a system of internal risk
control requires an honest appraisal of the company’s capabilities. What
can it do in-house and what should be outsourced?

In fairness, despite the omission of risk management references, the
Turnbull guidance still brings the following key clear directions with
regards to the general concept of risks:

e A company should assess its risks on a regular basis and be capable
of responding to risk.

e Procedures should exist in order to ensure that significant risk matters
are reported to management.

e Companies should report on the process in place to manage risks.

The last aspect regarding the need for reporting information on risk in
annual reports finally brought corporate advisers and auditors into the
risk management debate. The prospect of advising boards on how to
communicate on the subject in annual reports and how to implement the
provisionsof the Turnbull guidance provided anew solid stream of coun-
selling income. Worldwide auditing firms and management consultants
thus devel oped their own guidance on the guidance.

The Deloitte and Touch (2001) progress report on corporate gover-
nance lists key considerations on risk management:

Link risk management to business improvement.
Keep it simple and straight-forward.

Build it into the decision-making process.

Now is not the time to declare victory.

Risk management is not defined and general guidance does not stipulate
the way risk management should be implemented. It only provides gen-
eral principles for implementing the risk management as with any type
of project.

Felton and Watson (2002) listed some general principlesfor effective
risk management as part of a set of rules for strengthening corporate
governance. These are summarised as:

e Companies should delineate the risks.
e The company should ‘measure its risk exposure and update it risk
profile routinely’.
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e People who determine the company’srisk policy, monitor and control
its implementation should be different from those who manage the
business.

e Any key decisions should include risk considerations.

The ICAEW published an Internal Control guidance (1999) which has
taken into account its views that the guidance should beinterpretedin a
non-bureaucratic way and can be adapted to the particular circumstances
of individual companies. In other words, companies have maximum
flexibility to implement and report on risk management.

Barjon (2006) notes that the financial investment profession has aso
embraced the concept of risk management with title of chief risk of-
ficer first developed in financial institutions. In finance, risk is very
much linked to reward. Risk is the concept used to appraise the prof-
itability of the different investments depending on their risk profile,
whichisconceptualised into mathematical models, especialy for quoted
investments.

Barjon (2006) also states that risk management has been devel oped
by different professionswith relatively different perspectives and objec-
tives:

e the minimisation of the financial impact of negative impact events
(insurance)

e the assessments of likely rewards of financial investments (finance)

e the prevention of negative impact events with the view to safeguard
assets and protect people (technical and engineering).

The profile of risk management over the last few years has become one
of the core topics discussed by business and political leaders. Samuel
DiPiazzaJr, the Global CEO of PricewaterhouseCoopers(PWC), madea
presentation on risk management at the World Economic Forum at Davos
in 2004. It is interesting to note the key elements of his presentation.
DiPiazza stated: ‘ While there has never been atime when risk has been
completely absent from our world, our businesses, and our lives, today
risk comes in more flavours than ever before. The flavours he refers to
for justifying the rise of risk concerns are the threat of terrorism, the
reality of wars, unpredictable economic gyrations, corporate scandals
and tighter regulations.

DiPiazza also stated that risk management activities help organisa-
tions ‘to achieve their objectives, reduce volatility of outcomes, and
ensure effective reporting and compliance’. DiPiazzo aso introduces
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the term enterprise risk management which is a term more frequently
usedinthe UStotalk about the global corporate perspective of risk man-
agement to avoid mixing it with insurance matters and sets very clearly
the dilemmas of risk management. Firstly, ‘reducing uncertainty about
downside loss ... and upside gain entail areal cost’. In other words,
risk management activities do represent a significant cost to companies.
Preventing future unexpected losses comes at apremium cost. Secondly,
‘reducing downside loss can reduce opportunities . Companies need to
find the right trade-off between risk and opportunities of rewards, and
suggests risk management should not be treated as the ‘be al and end
al’. Companies should aways be prepared ‘to expect the unexpected
and to act when the unexpected occurs, as it inevitably will’.

In the Anglo-Saxon world, risk management has become a high pro-
file business management topic and it is almost anchored as an official
management standard for managing large businesses.

11.3 CORPORATE GOVERNANCE APPROACH
IN FRANCE

Theinterest of corporate governance and formal risk management theo-
ries has been more acute in countries, mainly Anglo-Saxon ones, where
indirect ownership of quoted companies is widely spread and with
English origin legal systems. Marc Goergen (2003) explains, for exam-
ple, that German companies that are generally controlled by significant
shareholders are less controlled than UK companies. Inthe UK and US,
state and pension funds haveinvested large sumsin quoted sharesto meet
the financial needs of their pensioners. However, pension funds are by
nature adverse to risk and therefore they are very keen to influence the
promotion of new initiativesin corporate governance. Pension fundsrep-
resent avery large proportion of the shares quoted on the stock exchange
in the USA, UK and Canada. In countries without such pension funds,
the concept of corporate governance is more recent and less familiar.
In France pensions are organised on areallocation system (repartition)
versus an Anglo-Saxon capitalisation system. In other words, those who
work pay for those who are retired).

Itisinteresting to notethat thetrendis, however, changing duetointer-
national influences. More French companies are now quoted in London
and New York and have to comply with the British or American reg-
ulations. The French society adapts slowly to the new world business
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environment. Disclosure of directors remuneration in annual reportsis
now less ataboo, for example.
The main initiatives on corporate governance in France have been:

Report Vienot | — June 1995, MEDEF

Report Vienot 11 —July 1999, MEDEF

Report Bouton — December 2002, MEDEF

A proposal for Internal Control Procedures—December 2003, MEDEF
e Recommendations on the corporate governance — 1998, 2004, AFG-
AGS.

The most relevant initiative was the French equivalent of the Turnbull
report, the Vienot report. A committee was formed by chief execu-
tives of 14 of the largest French plcs to review the corporate gover-
nance matters. They included the need for separation of the functions of
chairman and chief executive, the need to publish the executive direc-
tors' remunerations of quoted companies, and various questionsrel ating
to the administration of the board. The committee was sponsored by
the powerful management private organisations MEDEF (Mouvement
des enterprises de France) and the AFEP (Association Frangaise des
Entreprises Privées). A guidance, named Vienot, was produced in July
1999. Thereport has subsequently been updated by additional guidance
from the MEDEF. A first reference to risk was made in a new report
issued by the MEDEF and mentions that the objective of the system
of internal control is to manage risk. The report, however, mainly fo-
cuses on suggesting that annual reports should detail theinternal control
procedures and responsibilities, and the key legislation and codes the
companies comply with. It does not expand on the suggested action for
managing risks.

Another report from the MEDEF, the Report Bouton (2002), only
makes comments about risks which need to be better managed as a
principle. The latest guidance issued by the French Asset Manage-
ment Association only relates to the genera principles of corporate
governance.

It should be stressed that the main difference with the UK situation
is that most of these recommendations have not been embedded in the
law and are not enforceable. That kind of process takes yearsin France
wherethecivil law type of systemisvery complex. Thereisan exception
which relatesto the compul sory information relating to internal control.
The new law, Loi de Securité Financiere, LSF (2003), imposes quoted
companies to report on internal control in the annual report without
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saying what internal control isor without mentioning whether the report
should be descriptive or should express an opinion on how controls
are managed within the companies. In the absence of further guidance,
companies have adopted a very low profile on these topicsin the annual
reports.

Overadl, thereisno official corporate governance guidance, in France,
which in particular relates to risk management theories and recom-
mended practices, which are equivalent to the Turnbull guidance that
companies need to comply with.

114 CORPORATE GOVERNANCE APPROACH BY
THE EUROPEAN COMMISSION

Internal Market Commissioner Fritz Bolkestein stated in 2003 that
‘company law and corporate governance were at the heart of the po-
litical agenda’ and that Europe had a ‘ unique opportunity to strengthen
European Corporate Governance and to be a model for the rest of the
world’. As aresult the European Commission set out a plan of action
which was presented in May 2003.

The position of the European Commission is well summarised by
the European Commission (2003). ‘ The Commission does not believe
that a Corporate Governance Code would offer significant added value
but would simply add an additional layer between international princi-
plesand national codes. The Commission suggests that ‘ The European
Union should adopt acommon approach covering afew essential rules’
The most urgent initiatives considered by the Commission being:

e introduction of an annual corporate governance statement
e shareholders’ rights

e promotion of the role of non-executive directors

e directors remuneration

e convergence of nations.

In response a European Corporate Governance Forum was set up in
2004, comprising representatives from member states, European regu-
lators, issuersand investorsand other market participantsand academics.
The Forum is chaired by the European Commission. It has not yet pro-
duced any relevant information regarding corporate governance and risk
management.
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11.5 CORPORATE GOVERNANCE AND
INTERNAL CONTROL

Internal control is defined in the Combined Code as follows:

Aninternal control systemencompassesthe policies, processes, tasks, behaviours
and other aspects of a company that, taken together:

® [acilitateits effective and efficient operation by enabling it to respond appro-
priately to significant business, operational, financial, compliance and other
risk to achieving the company’s objectives. This includes the safeguarding of
assets frominappropriate use or fromloss and fraud, and ensuring that liabil-
ities are identified and managed.

® Ensurethequality of internal and external reporting. This requiresthe mainte-
nance of proper records and processes that generate a flow of timely, relevant
and reliable information from within and outside the organisation.

® Help ensure compliance with applicable laws and regulations, and also with
internal policieswith respect to the conduct of business.

Internal control should not be confused with the simple definition of
control often used as a response to arisk. In that sense, HM Treasury
published a book called the Orange Book (2001) on risk in which a
definition of control was presented as follows:

Control is any action, procedure or operation undertaken by management to
increase the likelihood that activities and procedures achieve their objectives.
Control istherefore a response to risk.

Internal control isaconcept that has been used by different governmental
bodies and professional institutes to communicate best practices that
companies should adopt to make their operations more reliant. Several
model shave been devel oped over timewhich haveintegrated the concept
of risk gradually.

The first known model was the US model ‘COSO’ which inher-
ited its name from the name of the organisation which developed it,
known as the Commission of Sponsoring Organisation (COSO) of the
Tradeway Commission. The Canadian Institute of Chartered Accoun-
tants devel oped their own model two years later in 1994 called ‘ Coco’
(Canadian Criteria of Control). Private consulting companies also de-
veloped in the 1990s other internal control models such as the Cardmap
system.

More recently theinitial US model COSO was revisited and updated
as COSO Il. The model promotes the establishment of meaningful
objectivesfor all activities of an organisation and the implementation of
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eight control elements supporting each objective. These elementsrelate
to the following topics:

e internal environment
objective setting
event identification
risk assessment
control activities
information
communication
monitoring.

This control model is now used by alarge number of companiesin the
USand clearly places at its heart the basis of risk management. The pro-
motion of control model shashad theimpact of making risk management
more practical and discussed by staff at al levels of companies.

Finally corporate development in the US needs to be discussed. This
incorporates powerful implied risk management strategic ideas and new
guidanceabout internal control frameworks. It isknown asthe Sarbanes-
Oxley Act of 2002 (SOX) or the Public Company Accounting Reform
and Investor Protection Act of 2002. ThisUSAct can bedefined as‘wide
ranging and establishes new or enhanced standards for all U.S. public
company Boards, Management, and public accounting firms. The Act
contains 11 titles, or sections, ranging from additional Corporate Board
responsibilities to criminal penalties, and requires the Securities and
Exchange Commission (SEC) to implement rulings on requirements to
comply with the new law.” This Act wasvoted by the US Parliament fol-
lowing adeterioration of public confidencein company official informa-
tionincluding financial results from the scandalsrelating to Enron, Tyco
International and Worldcom. SOX goes much deeper than the accuracy
of financia projections, it touches many areas affecting the management
of every project within an organisation. Quoted companies in the US
and their international subsidiaries must also comply with provisions of
the Act.

Pavyer (2005) states that companies surveyed by AMR indicated that
they expected to see business benefits from the work undertaken to
comply with the above regulations, the business benefits being ranked
asfollows.

1. better alignment between business policies and related controls
2. improved capability to manage risks in the business
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3. heightened importance of compliance related operations as part of
every activity

. improved governance of IT functions core to business operations

improved accountability across the entire organisation

. improved financia decision making

. better visibility into performance at business levels

. improved ability to react to changes in market conditions.

0N UM

The section most relevant to risk management, however, is section 404
of the Act ‘Management Assessment of Internal Controls'. To fully
present theimpact of this section on businesseswould require discussing
the roles of external auditors and management in reporting financial
performance of companies. In simple terms, within a risk management
perspective, the Sarbanes-Oxley Actintroduced thefollowing principles:

e Therisk of fraudulent, inaccurate, financial reporting must be reduced
to aminimum.

e Theeffectivefinancial reporting processisbased on effectivefinancial
internal controlsto ensurethat financial transactions are accounted for
effectively during the year and the control of financial statements by
external auditors at year end.

¢ External auditorscannot audit fully internal control systemsand senior
management’ sresponsibility shouldinclude making surethat asystem
of financial internal control isin place within the company.

e At year end external auditors should produce a report on the system
of financial internal control in addition to their annual audit opinion
on the accuracy of the accounts.

Section 409 requires public disclosure of material changesin financial
condition or operation for those firms reporting under section 13(a) or
15(d) of the Securities Exchange Act of 1934.

It should be noted that the Sarbanes-Oxley Act’s risk and the risk
response (control) covers only the financial reporting process. Moxley
(2003) points out that ‘ the rules drafted by the US regulator the Security
and Exchange Commission (SEC) toimplement thelegidlationtalksonly
about a very narrow form of internal control ... in relation to financial
reporting and controls over information filed with the SEC'.

More globally the Act has re-established a more generic principle
that management is ultimately responsible for anything that concerns
the company they manage and thus that they should be aware of any risk
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that threatens their business and not only the risk of inaccurate financial
reporting.

Major challenges to the Sarbanes-Oxley Act relate to the added cost
burden that compliance hasforced onto firmsespecially inincreased au-
ditor fees and additional human, time and financial resources that firms
spend to comply. It isamost like mini external audits on top of the statu-
tory yearly audits. Pavyer (2005) statesthat in arecent survey conducted
by Fortune 1000, companieswere spending, on average, US$4 millionto
comply with SOX and according to a Financial Timesreport, such com-
panies will pay another US$2.9 million to ensure ongoing compliance.
This covers spending across a range of business processes — financial,
IT, operational — with an increasing amount expended on technology
components.

Complying with SOX is an enormous challenge. With senior execu-
tives' personal liberty on thelineit isinevitable that US companies will
extend the spirit of the act beyond its graphic boundaries. It is, however,
essential that with the returns from an investment of this magnitude,
procedures go beyond tick-box compliance, particularly in terms of the
risk management processes.

11.6 SUMMARY

Corporate governance provides aframework for all major organisations.
Familiarity of one framework as opposed to another will often depend
on the choice of framework and location of the organisation.

Corporate governance in itself is not new. The corporate governance
frameworksin place now allow organi sationsto addressthe requirements
to manage risk in a structured way.

Auditing and monitoring areinherent to corporate governance frame-
works and these systems can be developed to aid in the management
of risk.
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121 INTRODUCTION

Basal Il isprimarily aset of guidelines (framework) for the supervision
of capital. Most banks use an internal rating-based (IRB) approach to
determine credit risk based on borrowers’ probability of default. During
economic downturn losses on defaults are often greater than normal.
Many banks seek to assess|oss given default (LGD) on an exposure-by-
exposure basis (risk on aloan-by-loan basis). Most banks do not as yet
assess risks on a portfolio basis.

In the banking world, there is a variety of practice with respect to
the risk rating process, ranging from systems almost purely driven by
statistical models, like credit scoring, to those based almost exclusively
upon judgement. Generally three broad process categories can be dis-
cerned, according to the degree to which the risk rating is a product of
mathematical models or of decisions of judgement (Grupo Santander
2000):

o ‘ Statistical-based processes
e ‘Constrained expert-based judgement processes
e ‘Expert-based judgement processes .

Credit risk is the risk of loss from the failure of a borrower to meet
debt servicing and other payment obligations on atimely basis. Because
there are many types of borrowers (individuals, small businesses, large
businesses, sovereign governments and projects using project finance)
and many typesof facilities, credit risk takesmany forms. However, there
is aclear consensus that the credit risk associated with aloan depends
on:

credit exposure

maturity

default probability during that period and
likely severity of loss if default occurs.

* Reproduced by permission of A. Merna.
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In order to measure the credit risk, financial institutions have to estimate
adequately:

e the probability of default (PD) related to the borrower
e theloss given default (LGD) related to the facility.

It is considered by many practitioners that the most appropriate way to
estimate PD and LGD isto start with external data and adapt it progres-
sively to the financial institution’s needs and environment.

For corporate lending, most rating systems are based on quantitative
and qualitative evaluation. More and more financial institutions adopt
a two-tier rating system. Firstly, a borrower risk rating linked to the
probability of default concept. Secondly, a facility risk rating linked to
the loss given default concept. Facility risk rating (FRR) depends on the
seniority of the facility and the quality of the securities.

At this stage the links between risk rating, provisioning and capital
charges are discussed.

The pricing is calculated as follow:

P=CM+0O+CMR+ S
where:

P = Pricing
CM = Cost of fund

O = Overhead cost (generally includesall cost related to credit man-
agement but excludes specific overhead cost related to facilities
and monitoring that are supported by fees)

CMR = Cost of maintaining credit risk based on PD and LGD, and

S= Desired net spread as determined by top management of the

financial institution.

The cost of fund isthe total of cost of debt and cost of capital. The cost
of debt isthe borrowing cost paid to acquire fund on the market, such as
client’sdeposits or borrowing from other financia institutions. The cost
of capital istherate of return required by shareholders, which should be
risk adjusted return on capital.

The cost of fund depends on reserve requirement, diversity and avail-
ability of funding channels, the base lending rate and the risk related to
the financial institution. It needs to be assigned to lending activities.

Inthefinancial world, to correctly priceloansand other credit products
is paramount to the lender’s success. If afinancial institution prices its
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loanstoo low inrelation to therisk associated with theloans, itsfinancial
strength will deteriorate and this could affect its survival over time. At
the opposite end, if the financia institution prices its loans too high,
its competitiveness will deteriorate which would also affect its survival
over time.

This chapter outlines the principles behind risk pricing and corporate
lending. The conceptsof probability of default, loss given default, provi-
sioning, capital charges, pricing and cost of funds, therisk rating system
and the methodol ogy to apply the risk rating system are also discussed.

12.2 RISK RATING SYSTEM (RRYS)
Hempel and Simonson (1999) state:

Most banks use a risk rating system to measure the risk of their loans because
risk rating forces the loan personnel to quantify the risk perceived in their loans.

RRSs are based on both quantitative and qualitative evaluation. The
final decision is often based on an amalgam of many different items.
The systems can be based on general considerations and on experience,
but seldom on mathematical modelling. They also often rely on the
judgement of the ratings evaluators.

Globally, more and more commercia banks and other financial in-
stitutions adopt a two-tier rating system as a requirement of the Basel
Committee on Banking Supervision (2004). The system is composed of
aborrower risk rating (BRR) linked to the probability of default concept
and a facility risk rating linked to the loss given default concept. FRR
depends on the seniority of the facility and the quality of the security.

Worldwide, thekey issuefor financial institutionsisobtaining theright
information and reliable data on borrowers or the borrowers exposure.
Thecredit analyst must assesstheinformation available (datacollection)
in order to assess the risk. This is why analysts require experience and
expertise to identify both reliable and unreliable data. Similarly it is
difficult to rely on an automatic scoring system for larger borrowers.

12.2.1 Concept of Probability of Default

Credit risk exists in every credit engagement, and credit l0ss expenses
must be expected as an inherent cost of doing business. Estimating PD
is the first step in the process of calculating the probability of loss.
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Thekey element in PD estimation isthe definition of default. The Basel
Committee on Banking Supervision defined (New Basle Accord, 2004,
p. 80):

Adefault is considered to have occurred with regard to a particular obligor when
either or both of the two following events have taken place:

® Thebank considersthat theobligor isunlikelyto payitscredit obligationsto the
banking group in full, without recour se by the bank to actions such asrealising
security (if held). The elementsto be taken as indications of unlikelinessto pay
include:

o The bank puts the credit obligation on non-accrued status.

o The bank makes a charge-off or account-specific provision resulting froma
significant perceived declinein credit quality subsequent to the bank taking
on the exposure.

o The bank sells the credit obligation at a material credit-related economic
loss.

o Thebank consentsto a distressed restructuring of the credit obligation where
thisislikely to result in a diminished financial obligation caused by the ma-
terial forgiveness, or postponement of principal, interest or (whererelevant)
fees.

o Thebank hasfiled for the obligor’s bankruptcy or a similar order in respect
of the obligor’s credit obligation to the banking group.

o Theobligor has sought or has been placed in bankruptcy or similar protec-
tion where this would avoid or delay repayment of the credit obligation to
the banking group.

® The obligor is past due more than 90 days on any material credit obligation
to the banking group. Overdrafts will be considered as being past due once
the customer has breached an advised limit or been advised of a smaller than
current outsanding.

The easiest method of PD estimation isbased on historical data, where
estimates are made for each rating grade. This data could be built in-
ternally and/or taken from external sources. However, for a specific
internal RRS, it is preferable for a financial institution to build its own
database that corresponds to its environment and specific market in-
volvement. The PD does not include a loss component but only the
number of defaults within a given time period. Basel I requires esti-
mating one year PDs based on long maturity average (minimum five
years).

Theformulais:

Number of borrowers with X that defaulted
Number of borrowers with rating X

PD (5 years) =

PD (1 year) = PD(5 years)/5.
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12.2.2 Concept of Loss Given Default (LGD)

LGD isusually defined (Basel Committee on Banking Supervision 2004)
as the ratio of losses to exposure at default. Once a default event has
occurred, loss given default shall normally include three types of losses:

e theloss of principle

e the carrying costs of non-performing loans, for example interest in-
come foregone and

e workout expenses (collections, legal).

L GD isnot attributed to the borrower but to thefacility. Thelossislinked
to the maturity of the facility (seniority) and the security that supports
the loan.

Most financial institutions adopt the dual method to estimate LGD.
For acceptable (from very low to moderate) risk rates, they attribute to
each security and to each maturity a LGD estimate based on historical
data. Basel |1 requires estimating one year LGD based on long maturity
average (minimum seven years).

For high and very highrisks, LGD becomes specific and usually takes
into consideration:

e realisation value of the security that supports the loan (RVG)

e workout expenses including legal fees and collections (W)

e outstanding balance of maturity loansor the approved amount of credit
lines (OL) and

e carrying costs of non-performing loans such as interest income fore-
gone (CC).

The formula can be expressed either in:

e inabsoluteterms. LGD = (OL + W + CC) — RVG or
e in percentage terms: LGD = ((OL + W + CC) — RVG)/OL* 100%.

In order to keep LGD estimates up to date, financial institutions should
monitor the value of the collateral on regular intervals, a& minimum
once ayear. More frequent monitoring is suggested where the market is
subject to significant changes in conditions or hysteresisin the currency
markets. A qualified analyst could evaluate the collateral when market
news indicates that the value of the collateral may decline materially
relative to general market prices or when acredit event, such as default,
OCCUrs.
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12.2.3 Database

It is important for afinancial institution to start building a database in
order to estimate PD and LGD adequately. This database should cor-
respond to BRR (PD) and FRR (LGD). Except for mgjor banks in the
global market, most financia institutions do not have data categorised
by risk rates. They usually rely on externa data such as Moody’s or
Standard & Poor to estimate their PD and LGD. Most financia institu-
tions build internal databases so as to be more precise with their future
estimation. In general, the longer the period and the bigger the customer
number the database covers, the better the estimation of PD and LGD. In
particular, if the database records the evolution of at |east one complete
economy cycle including recession in a local market, it will provide
representative information for the institution.

12.3 BORROWER RISK RATING SYSTEM
AND PROBABILITY OF DEFAULT

Analysing a borrower’s risk means estimating the likelihood that this
borrower will default on its obligation over a specified period.

The rating process includes quantitative, qualitative and legal analy-
ses. The quantitative analysis is mainly based on the client’s financial
report. Thecredit analyst should analysethefinancial strength of the bor-
rower in order to determine if cash flow is sufficient to cover its global
debt. Then the asset’s quality and the liquidity position of the borrower
are analysed in order to determine whether or not the borrower’s or-
ganisation could survive in an unexpected difficult situation such as
economic recession (robust finance).

The qualitative analysis is mainly about the quality of management,
theorganisation’scompetitivenesswithinitsownindustry anditsvulner-
ability to changesintechnol ogy, |abour relationsand regul atory changes.
Regarding the industry, the analyst should take into account the envi-
ronment and characteristics of the industry to which the borrower be-
longs, and the position of the borrower within this industry. The ana-
lyst should also consider the macro-economic situation and its eventual
impact on the client. Finally, the analyst should identify the authentic-
ity and legality of the establishment of the borrower through a lega
anaysis.
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12.3.1 Facility Risk Rating and L oss Given Default

After identifying the borrower’s risk, the analyst should assess the fa-
cility risk. The way the facility will be structured depends to a large
extent on the borrower’s risk. The facility risk rating depends on the
maturity of the facility and the quality of the security to support the
loan. In project financings by using project finance the facility risk
rating will be determined by the strengths of the revenue generation
streams since there will be no or limited recourse to the borrower’s
assets.

It should be borne in mind that a strong security (or collateral) does
not improve the borrower rating since it has no (or very low) impact
on the probability of default. Therefore, if the BRR is not acceptable
as per the financial institution’s policy, no security could deter areject
decision. The only exception to thisruleisthe cash collateral wherethe
loan is fully secured by a cash deposit or equivalent. However, security
serves only as a mitigating factor given the BRR is acceptable.

The maturity of thefacility also contributesto the FRR, i.e. thelonger
the maturity the riskier it becomes.

12.3.2 Expected Loss
The expected loss (EL) is therefore:

EL = PD x EAD x LGD
PD = Prabability of default
EAD = Exposure at default — the outstanding balance of maturity loans
or the approved amount of line of credit (revolving)
LGD = Loss given default

Themanner by whichthe EAD (exposureat default) isassessedisclosely
related to the nature of the loan facilities. For a term loan, a financia
institution might calculate its EAD as the outstanding balance on the
loan at the time of default. If the financial institution has extended a
line of credit to a firm but none of the line has yet been drawn down,
the immediate EAD is zero, but this doesn’t reflect the fact that the firm
has the right to draw on the line of credit. Indeed, if the firm gets into
financial distress, it can be expected to draw down on the line of credit
prior to any bankruptcy. A simple solution isfor the bank to consider its
EAD to be equal to the total line of credit.
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124 RISK RATING AND PROVISIONING

Basdl Il requires total provisions to be equal to total expected losses.
This means that provisions are made to cover expected losses (EL). For
every FRR thereisan EL attached toit. Therefore, financial institutions
should make provisions corresponding to the EL attached to each FRR.

In the case of alack of reliable data on expected losses, financia in-
stitutions normally take two types of provisioning: general and specific.
Specific provisions are made for losses recognised at the balance sheet
date. A loss is recognised when the financial institution considers that
the creditworthiness of aborrower has undergone such deterioration that
the financial institution no longer expectsto recover the loan advancein
full. Regarding general provisions, they should be for advances already
impaired but not yet identified as such. In order to protect the financial
institution’s capital base from the damage of these losses, the financial
institution shall pre-set proper provisioning proceeds as the ‘buffer’,
which is usually from the interest income of each loan.

12.4.1 Risk Rating and Capital Charges

The management of a financial institution will usualy take its capital
as the financial resources available to absorb unexpected losses (UL).
The increasing competition on the financial market exposes financial
institutionsto increasing risk. Thus, the capital becomes moreimportant
as abuffer against losses. The morerisk afinancial institution takes, the
more capital it will need. Thisis described as risk-adjusted capital. For
Basd |, the risk-adjusted capital ratio (RACR) is calculated as follows:

RACR = Capital/Risk-adjusted assets > 8%

Risk-adjusted assets are calculated by applying risk-based weights to
specific assets and summing the results.

Nowadays, Basel |1 (Basel Committee on Banking Supervision 2004)
adoptsmoreor lessthe same phil osophy but introduces anew risk factor,
the operational risk. The equation now becomes:

RACR = Capital /(Operational risk + Market risk + Credit risk) > 8%

In both cases capital hasto be adjusted to risk taken by thefinancial insti-
tution. This meansthat for each risk rate, a certain percentage of capital
should be assigned as risk weight. For example, the capital required for
BRR 1is20%, for BRR 2 is25% and for BRR 10 is 90%.
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This concept considerably affects the pricing. The cost of fundsin-
cludedinthe pricing isdefined asthetotal cost of debt and cost of capital.
The cost of capital is the rate of return required by shareholders. The
capital is a buffer against losses. Therefore the return on capital should
be risk adjusted return on capital (RAROC).

Expected Income from
Revenue — EXpenses — ~neees + capital (free of risk)
RAROC = :
Capital

Expected losses represent expected losses from defaulting loans; capital
issimply held as a buffer against losses and is presumably invested in
some freerisk instrument. Therefore we should reflect the extraincome
from that investment.

In project finance initiative (PFI) projects, for example, in a project
scoring 3onalto 7 grading (which isusually the case) for every drawn
pound, a pound hasto be put away, and for every undrawn pound loaned
75 pence hasto be put away. Previousto Basel 11 for every pound drawn,
a pound had to be put away and for every undrawn pound loaned, 50
pence had to be put away. Thiswas usually acrossthe board irrespective
of whether the loan was lending to junk or safer assets such as PFI
projects. In effect PFl assets were discriminated against.

Although for Credit Grade 3, as cited in the above example, the un-
drawn is 25 pence more under Basel 11, it is the corporate lending that
suffers since the PD/LGD is much higher for corporate lending since
you may only get back 12 pence in the pound under a default situation.

125 RISK RATING AND PRICING

After the risks have been identified and the decision to grant the credit
has been made, it remains to integrate the credit decision to the pricing
system. Thepricing hasto takeinto consideration the cost of maintaining
credit risk (CMR). CMR represents the expected loss and the accompa-
nying cost of carrying such lossesfor each type of borrower and facility.
According to Hempel and Simonson (1999):

P=CM+O+CMR+S
where:

P = Pricing
CM = Cost of funds
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O = Overhead costs(generally includesall cost rel ated to credit man-
agement but excludes specific overhead cost related to facilities
and monitoring that are supported by fees)

CMR = Cost of maintaining credit risk based on PD and LGD

S = Desired net spread as determined by top management of the

financial institution

The cost of the fund is the total of cost of debt and the cost of capital.
The cost of debt is the borrowing cost paid to acquire the fund on the
market such asclient’sdeposits or borrowings from other financial insti-
tutions. The cost of capital isthe rate of return required by shareholders.
Considering the capital is expected to work as the buffer against un-
expected losses, the return on capital should be risk-adjusted return on
capital.

The cost of the fund depends on reserve requirement, diversity and
availability of funding channels, the base lending rate and finally the
risk related to the financial ingtitution itself. Northern Rock recently got
into financial difficulties because interbank |oans marginsincreased due
to liquidity issues (uncertainty in the market). The cost of borrowing in-
creased dramatically and the bank had to rely on the Bank of England to
resolvethe short-term cash flow issues. It isimportant to note that North-
ern Rock is a profitable organisation; further enhancing the importance
of cash flow management.

1251 Interest Rate and Fees

Generally, theincome of afinancial institution from aloan is composed
of two parts: interest and commitment fees. Interest is the primary rev-
enue source.

Commitment fees on loan facilities are usually the secondary income
resource for afinancial institution. They are supposed to cover specific
overhead costs related to facilities and monitoring.

12.5.2 Managing Liabilitiesand the Cost of Funds

The cost to afinancial institution to attract funds in the money market
will bejustified according to therisk profile of the financial institution’s
credit assets portfolio. Many banks attempt to measure their profitability
by credit product lines; these being small business, large enterprises and
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consumers. Each credit product line will be deemed as a profit centre
with its own balance sheet and income statement. Therefore, the finan-
cial institution’s management shall assign a cost of fund to each of the
credit product lines, which is called ‘internal transfer price’ including
all costsin relation to raising funds on the money market such as inter-
est and administrative costs, desired return on equity and overhead cost
related to general credit management (senior management, risk manage-
ment and portfolio management). The specific overhead cost related to
facilities and monitoring is usually supported by fees, and therefore not
included.

This internal transfer pricing is usually calculated by the treasury
department in a bank. Hempel and Simonson (1999) summarised that
most banks use a matched maturity framework that assigns rates by
identifying the effective maturity of assets and assigning arate obtained
from aliability of the same maturity.

126 METHODOLOGY OF RRSAND RISK PRICING

A typical risk rating system (RRS) will assign both a BRR to each
borrower or a group of borrowers and a FRR to each available facility.
An RRS is designed to express the risk of loss in a credit facility and
then to price thisrisk loss.

A good RRS should offer a carefully designed, structured and doc-
umented set of steps for the assessment of each rating. Therefore, an
RRS should incorporate a comprehensive and standardised grid anal-
ysis. The goal is to generate accurate and consistent RRS, and also to
integrate professional judgement to the rating process. Normally, arisk
rating methodology (RRM) initiates a BRR that identifies the expected
PD of that borrower (or group) in repaying its obligations in the nor-
mal course of business. Then, the RRS identifies the risk of loss by
assigning an FRR to each credit facility granted to a borrower. RRS
guantifies the quality of individua facilities, credits and portfolios. If
an RRS s accurately and consistently applied, they provide a common
understanding of risk levelsand allow for